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2 Ornasnexnne



[naBa ]_

O6 OWASP

OTKpBITHI TIpoeKT 110 obecedenuio Gezonacuoctu BeO-npusokenuit (OWASP) npecrasiser coboil HeKoM-
mepueckuii (501c¢3), obpazoBaTesbHbI, 6JArOTBOPUTENLHBIN (DOH/I, IOMOrAIOMIeil OPraHU3aliAM HAYATH IIPO-
€KTHPOBaTh, paspabaTbiBaTh, IPUOOPETaTh, UCIOJIB30BAaTh U IoaepKuBaTh 6e3omacHoe 110. Bee uHCTPy-
MEHTBI, JOKYMeHTbI, (popyMbl u otrjesienuss OWASP siBjisitoTcst GecIiaTHBIME U OTKPBITBIMU JIJIsl T€X, KTO
3aMHTEPECOBAH B yJIydIleHun Oe30macHOCTH npuioxkeHuii. HdopMaImo o HAC MOXKHO HAWTH 1O ajpecy
WWW.Owasp.org.

OWASP mnpejcrasisier coboit HOBBII TuIl opranuzanuu. Harma He3aBHCHMOCTH OT KOMMEPYECKOTO BJIMSHUS
TI03BOJISIET HAM TIPEIOCTAB/IATHL OECIIPUCTPACTHBIE, TPAKTUIECKHe 1 3D DEKTUBHDBIE JTaHHbIE TI0 0€30TTACHOCTH
IPUJIO2KEHU.

OWASP ne cBsizaH HU ¢ OJIHON TEXHOJIOIMYECKOH KoMnanuei. Kak u 60JbIMIHCTBO IPOEKTOB, 3aHUMAIOIIIXCSI
IPOrPAMMHBIM 0becIiedeHneM ¢ OTKPBIThIM Koj1oM, OWASP BhIllyckaeT MHOXKECTBO Pa3/IMYHbIX MATEPHUATIOB,
JIeHCTBY S TIPO3PAYHO U OTKPBITO JJIst JIPYTUX yIacTHUKOB mpoekTa. Pouy OWASP sBisiercs HeKOMMepUYecKoi
opraHusaIueil, 9To 0becrieYnBaeT IPOEKTY JOJITOCPOYHBIHN yCIIeX.



https://www.owasp.org
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[naBa 2

[Npeaucnosue

Henocrarouno zamumennoe [1O mogpreiBaeT 6€301MaCHOCTD KPUTHIECKUX HHMPACTPYKTYD, OTHOCSAIIIAXCS, Ha-
mpuMep, K 3/IpaBOOXpaHeHno, 000poHe, sHepreTuke min ¢punamncam. Harra mudposas, rimobaabaast nadpa-
CTPYKTYpa CTAHOBHUTCS CJIOYKHEE, B3AMMOCBSI3ell MEXKJIy ee KOMIIOHEHTAaMU CTAHOBUTCS BCe OOJIBIIE, TIO9TOMY
BaKHOCTB obeciievueHust 6€30IaCHOCTU MPUIOKEHUI BO3PACTAET SKCIOHEHIMATILHO. BoJibliie HeIb3sT 0CTaB-
JISITh 63 JTIOJPKHOTO BHUMAHUsI OTHOCUTEIBHO IIPOCThIE YIPO3bl DE30IIaCHOCTH.

2.1 Uenu n 3apgaun

Hesbio ipoekTa «Tor-10 OWASP: TIpoakTuBHast 3anuray siBJIsieTCs IPUBJIC€YEHTE BHUMAHISA K 6€30MaCHOCTH
MIPUJIOXKEHUH, TIyTeM PACCMOTPEHUsT HanboJiee BayKHBIX ACIIEKTOB OE30ITaCHOCTH, Ha KOTOPbIe pa3paboTdnKaM
IIO croutr obpamars BHuMaHue. Mbl IPU3bIBAEM OPraHU3AIMK BOCIIOJIb30BaThCst pekoMeHparmssmu OWASP
10 MPOAKTHUBHOM 3allliTe W HAYYIUTHh Pa3pabOTUYMKOB OOpaIlaTh BHAUMaHUE Ha OE30MACHOCTH MPUJIOXKEHU,
NpUHUMAas BO BHUMAHUE OMMUOKU, UMEBIINE MECTO B JIPYTUX OopraHusanusx. Hajeemcs, 9T0 peKOMEH TN
OWASP orazKyTcst TIOJIE3HBIMU [TPU CO3/IAHUN BaMU GE30TACHBIX TTPUJIOKEHUI.

2.2 IpusbIiB K AeiCcTBUIO

Bce Bompochl, KOMMEHTApUU W UJIEW Bbl MOXKETE OTIPABJSATH B OOIIMI CIUCOK PACCHIIKKA WU HA aJIpec
3JIEKTPOHHOM MOYTHI jimQowasp.org.

2.3 Astopckue npaBa n JlnyensnpoBaHue

Janubiit tokyMeHT BbImyien moy jgurensueit Creative Commons Attribution ShareAlike 3.0. B ciryuae nepe-
UCIIOJIb30BaHMsI MJIN PACIIPOCTPAHEHHUS JJAHHOTO JIOKYMEHTa HeOOXOIMMO YKA3bIBATh YCIOBUS JTUIEH3NOHHOTO
coryianienus, 1efiCTByonme B ero OTHOIIECHUN.



mailto:jim@owasp.org
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2.4 PykoBoguTtenun npoekTta

o Koiitu Duron (Katy Anton)
o Jlxxum Bépz (Jim Bird)

e JIxxum Manuko (Jim Manico)

2.5 Y4yacTHukun npoekra

e Kpuc Pomuo (Chris Romeo)

e Jlen Anzepcon (Dan Anderson)
o Jlsuy Caitbak (David Cybuck)
o Jleits @epriocon (Dave Ferguson)

e JIxom I'poceman (Josh Grossman)

Ocama Dubnarrap (Osama Elnaggar)

Komuu Yorcon (Colin Watson)

Pux Muruesr (Rick Mitchell)

e 11 mHOTMIE ApYyTHE. . .
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CTPYKTYPA JOKYMEHTA

JlaHHBIN MOKYMEHT IPEJCTABJIEH B BUJE CIHCKa TpeboBaHUil K OezomacHocTu. Kaxkioe TpeboBaHME OMUCHI-
BAETCA CJIEIYIONINM 00Pa30M:

Cx: Control Name

DESCRIPTION

A detailed description of the control including some best practices to consider.
IMPLEMENTATION

Implementation best practices and examples to illustrate how to implement each control.
VULNERABILITIES PREVENTED

List of prevented vulnerabilities or risks addressed (OWASP TOP 10 Risk, CWE, etc.)
REFERENCES

List of references for further study (OWASP Cheat sheet, Security Hardening Guidelines, etc.)

TOOLS

Set of tools/projects to easily introduce/integrate security controls into your software.
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BBEAEHWNE

«IIpoakTusnas 3ammra OWASP: Ton-10 pexkomenganunii 2018» npeacrasiser cobOil mepedeHb METOAMK 10
obecriedeHnio Ge30MacCHOCTH M PEKOMEHJIYeTCsl K MCIOJb30BAHUIO BO BCex MpoekTax pazpaborku [10. dror
JIOKYMEHT HAIIMCAH JIJIsI Pa3pabOTUYMKOB, ellle He 3HAKOMbBIX C 0e30IaCHBIM IIPOrPAMMHUPOBAHUEM.

O1HOI U3 OCHOBHBIX IIeJIell JJAHHOTO JIOKYMEHTa, SIBJISIETCs] CO3/IaHMe TPAKTUIECKOTO PYKOBOJICTBA, ITO3BOJISIIO-
IIEro pa3paboTarKaM co31aBaTh be30macHoe mporpamMMmHoe obecrieuenue. [IpuBoguMbie B IOKyMEHTE TEXHUKT
HEeOOXOIMMO TPUMEHSTH IIPOAKTUBHO, HA PAHHUX CTAIUSX PA3PabOTKH, MU TOCTUKEHNS MAKCUMAJIBHON -
(BEeKTUBHOCTH.

4.1

Ton-10 pekomeHgaunii N0 NPOaKTUBHOW 3aLlnTe

PeKOl\/IeH,ZLaILI/II/I B CIIMCKE DaCIOJIaralOTCdA IO CTEIICHU WX BazKHOCTH, B IIYHKTE 1 YKa3aHa CaMasd BazKHasd U3

HUX:

C1: Onpenenenne TpeboBanuii 6€3011aCHOCTH

C2: Ucnonb3oBanue 6e30nacHbIX (DPEeiMBOPKOB U OHMOJIMOTEK

C3: Obecrieuenne 6e30IaCHOrO IOCTYIIA K Oa3aM JaHHBIX

C4: KonupoBaHue U 3KpaHUPOBAHUE JIAHHBIX

C5h: ObsizarenbHas IPOBEPKa BCEX BXOIHBIX TAHHBIX

C6: Buenpenne mudpoBbIX naeHTH(OUKATOPOB

C7: O6sa3aTesIbHBIIT KOHTPOJIh JIOCTYIIA

C8: TloBcemecTHas 3aIIUTA JAHHBIX

C9: Brenpenue »KypHaIUPOBAHUsI 1 MOHUTOPUHTA COOBITHI O€30IIaCHOCTH

C10: Obs3arenpHast 06paboTKa BCEX OMUOOK U MCKIIOYEHU
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4.2 Kak co3gaBaJjicsli CNMNCOK peKkoMeHaauunii

I/ISHa‘{aHBHO ﬂaHHbeI CIILCOK 6I)IJI COCTaBJIEH TEKYIIUMHN PYKOBOAUTE/IAMU ITPOEKTa C YIaCTUEM HECKOJIbBKUX
JI0OpOBOJIBIEB. 3aTeM JOKYMEHT ObLI OIyOJMKOBAH B OTKPBITOM JOCTYIIE, YTOOBI JlaKe aHOHMMHBIE II0JIb-
30BaTe/In MOI'JIM BHOCHUTBL CBOU IIPEIJIOZKEHU . COTHI/I U3MEHEeHU 6bI.HI/I IIPUHATBI Ha OCHOBE HpeI[JIO}KeHI/IIU/I7
MIOCTYIUBIIUX OT COODIIECTBA.

4.3 UeneBas aygutopus

JIoKyMeHT TpefHa3HAYaeTCs Tpexje Bcero paspaborumkam. OJHAKO, PYKOBOIUTETN DPA3pabOTKH, MEHe-
JI2KEPBI IIPOJYKTOB, CIIEIIUAJIICTHI 110 00eCIIeYeHNI0 Ka9eCTBa, PYKOBOIUTEIN IIPOEKTOB, a TAKXKe OCTAJILHBIE
YYACTHUKY IIPOIECCA CO3/IaHUs IPOrPAMMHOTO 0OeCIedeHrs MOTYT MTOYEPIHYTh IOJIE3HY0 HH(MOPMAIMIO U3
JAHHOT'O JIOKYMEHTA.

4.4 Kak nonb30BaTbCs JOKYMEHTOM

JlokyMeHT TIpeaHa3HavueH [ O3HAKOMJIEHNsT C OCHOBAMHU pa3paboTKu 6e30TMacHOro mporpaMMHOro obectie-
YeHNs], & TaKYKe COJIEPYKUT XOPOIIYIO IIOJI00PKY MATEPHAJIOB, IO3BOJISIONIYIO CO31aBaTh BBOJHBIE KYPCHI 110
6ezonacunoctu 110 mrs paspaborunkos. IIpuBejieHHbIe B JOKYMEHTE PEKOMEHIAINH HEOOXOIMMO BBITIOTHSTE
[I0CJIEIOBATENIHHO U B IIOJTHOI Mepe JIJIst BceX 0€3 UCKIIIoueHusT TpuIoxKenuii. Tem He MeHee, TaHHBIN JTOKYMEHT
CTOUT PACCMATPUBATH CKOPee KaK OTIPABHYIO TOYKY, & HE KAK MCUEPIBIBAIONIII HAOOp METOIOB U MPAKTHUK.
TlomHONIEHHBIH TIPOTIEcC Ge30macHoi pa3pabOTKM JOJIKEH BKJIOYATh B ceOsT pa3HOCTOPOHHME TPEeOOBAHUA U3
cTaHIAPTOB, No100HbIX «Crannapry noarsepK aenns 6eszonacuocru npmtoxkennit OWASP (ASVS)», a rakzxke
IpelycMaTpuBaTh MeponpusaTust o paspaborke 110, omucanubie B Moe isix 3pesioct, Takux kak OWASP
SAMM (Mogesb obecnieuenusi 6esonacuoctu 110) u BSIMM (Cronnast Moziesb obecriedennst 6e30IacHOCTH

110).

4.5 CBs3b c npoektom Ton-10 OWASP

IIpoekr «Tor-10 OWASP: IlpoakrusHast 3ammuray anajgorudes npoekty «Tor-10 OWASP, Ho akienT gea-
eTCs HAa METOJIaX U PEKOMEHJIAIUSX [0 3aIlUTe OT yIpo3, a He Ha caMuX yrposzax. Kaskaplii MeTOI U peKo-
MEHJIAINST B JIAHHOM JIOKYMEHTE CBSI3aHBI C OJHON WJIM HECKOJIBbKMME yrpo3amu u3 crucka Tom-10 OWASP.
Nudopmalius o cBI39X MPUBOIUTCS B KOHIIE ONMUCAHUS KaKI0T0 TpeOOBaHUSI.

10 Fnasa 4. BBEOEHUE
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C1: Onpenenerune TpeboBaHuii besonacHocTu

5.1 Onwucanwune

TpeboBanust 6e30aCHOCTH ONKUCHIBAIOT (DYHKIINN, KOTOPbIe HEOOXOINMO PEAIM30BATh JIJIsi 00eCIIeYeHNs OTIpe-
JeaeHHbIX napaMeTpoB 6e3omacHocTn I10. TpeboBanus 6€30MacHOCTH COCTABIISIIOTCS HA, OCHOBE ITPOMBIIIIICH-
HBIX CTAHIAPTOB, AEHCTBYIONNX 3aKOHOB 1 JAHHBIX 00 00HAPYKEHHBIX YA3BUMOCTIX. 1 peboBanus 6e30macHo-
CTH ONIPEIENSIOT (DYHKITNN, KOTOPbIE HEOOX0IMMO pa3padoTaTh WK J0PabOTATD /1T PENIEHUS OIIPEIeTeHHBIX
pobJieM ¢ 6E30MACHOCTHIO UJIH YCTPAHEHUSI TOTEHIINAJBHBIX YIPO3.

TpeboBanus: 6€30IIACHOCTH COJIEPKAT ITPOBEPEHHDBIE METO/IbI obecIievdeHns: 6€30IIacHOCTH TPUIoKeHuil. Bme-
CTO CO3JaHUsI COOCTBEHHBIX DEMIEHUil JJIsd KaXKJIOr0 MPUJIOXKEHUsI, PA3pabOTINKU MOTYT BOCIIOJIB30BATHCST
CTaHJIAPTHBIMU TPEDOOBAHUSIME C OTIMCAHHBIMU B HUX HACTPONKAME GE30TIACHOCTH M PEKOMEHIAIUSMA. DTH
MEeTO/Ibl OCHOBAHBI Ha PEIIeHusX MpobJyieM ¢ 6€30IMaCHOCTHIO, MMEBIINX MECTO B MPOILIOM. 1peboBaHus Ha-
1IeJIEHBbI Ha, [IPEIOTBPaIlleHre IIOBTOPHOIO0 BOSHUKHOBEHUsI aHAJIOIMYHBIX IIPODJIEM ¢ 6€3011aCHOCThIO.

5.1.1 OWASP ASVS

Cramgapr nogrsepxenus Gesonacuocru npuioxkenuit OWASP (ASVS) upexcrasiser coboil Karaaor jo-
CTYIHBIX TpeboBanuit Ge3omacuoct u mapamerpos mposepku. OWASP ASVS MoxkeT CIyKUTh UCTOYHUKOM
pacIimupenHbIx TpeboBaHUit 6€30TTACHOCTH JJIT KOMAH Pa3pabOTINKOB.

Tpebosanus 6e3onacHOCTH 00BEINHEHBI B KATETOPUH Ha OCHOBE 00Imux (pyHKINi 6€3011acHOCTH BBICIIETO 0~
psnka. Hanpumep, ASVS comepKuT ciieayionye KaTeropun: ayreHTuduKalus, KOHTPOJb J0CTyIIa, 06paboT-
Ka U KypHAJIMPOBaHUE OMIMOOK, a TakxKe BeO-cyKObl. Kaxkmast Kareropust COIEPKUT IepevdeHb TpeOOBaHUA,
[IPEeJICTABIISIONIUX CO00H PEKOMEH IAINN JJIsl JAaHHON KAaTeropuu B BHJIE CIIMCKA IIPOBEPSIEMBIX 11apaMeTPOB.

5.1.2 JononHeHue TpebOBaHWii Ha OCHOBE CUEHaApuWeB 3KCMJyaTauum u cay4yaes
HenpaBOMEepHOro UCNoJib30BaHUSA

Tpebosanust ASVS oIucsIBaioT OCHOBHBIE TTAPAMETPHI TPOBEPOK, KOTOPBIE MOT'YT OBITH PACIITUPEHBI HA OCHOBE
CIIEHAPUEB KCILIyaTAllUU 3aKa34nKa WU CIydaeB HEIIPAaBOMEPHOI'O MCIIOJIb30BaHUs IpUIoKeHus. [Ipenmy-

11
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IIEeCTBO JaHHOI'O IIOJAXO/1a 3aKJ/JII09aeTCd B TOM, YTO OH IIO3BOJIAET CBA3aTb peaJibHble CII€EHAPpUU HUCIIOJIL30Ba-
HUA IIPUJIOZKEHN A 3aKa39UKOM HUJIN 3JIOYMBIIIIJIEHHUKOM C T€M, 9TO CUCTeMa IIpe/jlaraeT IoJIb30BaTeJIIO.

Huzke npepcrasnen npumep pacmupenus Tpebosanus ASVS 3.0.1. Ilyuxr 2.19 pasnena «Tpebosanus mpo-
Bepku ayrenrudukanuny ASVS 3.0.1 mocBsIeH mapossM Mo yMOTIaHIIO:

2.19 VmocroeepbTech B TOM, UTO TApOJH, 33JaBaeMble [0 yMOJYAHWIO (HAIPUMED,
«admin/password» ), He HCIIOAB3YIOTCS 1JIsT DPEHMBOPKA IIPUIIOXKEHNsI NI B KAKOM-JII00 U3 KOM-
ITIOHEHTOB ITPUJIOXKEHUSI.

JlanHoe TpeboBaHME ONMMCHIBAET IIPOBEPKY HA OTCYTCTBUSA HAPOJIEH 0 YMOTIAHUIO U 3AIIPET HA UCIOJb30Ba~
HHE IapoJieil 110 YMOJYaHUIO B IIPUJIOYKEHNH.

Cuenapuil SKCILUIyaTaluy IIPUJIOYKEHHs IIPEJIIoJaraeT HaJIMIKe [0JIb30BaTe s, aIMUHUCTPATOPa UJIU 3JI0-
YMBIIIJIEHHIKA, & TaKKe OMMCHIBAET (DYHKIMOHAJbHBIE BO3MOXKHOCTU CHUCTEMBI HA OCHOBE OXKUJIAHWIA I10JIb-
zoBaresis. ClieHapuil KCIIyaTallny 3aKa39UKa, [IPEJICTABIIsIeTCs B ciemytomieil popme: «B kKadecTBe mosb30-
BaTeJs S MOTY BBIIIOJIHUATD X, Y U Z».

B kauecrse IOJIB30BaTe Id, OJId IMOJIYyIEeHHuA MOCTYIIa K IIPUJIOZKEHUIO, A MOI'Y BBECTHU UM II0JIb-
30BaTeJIsd U IIapOJIb.

B kavecTBe mosip3oBaTess s MOT'Y BBECTH JJIMHHBIN Maposib, He TpeBbimaonuit 1023 cuMBOIOB.

CrieHapun, ONUCHIBAIOIINE 3JI0YMBIIIJIEHHIKOB U UX JIEHCTBUS, HA3BIBAIOTCS CJIydasMU HEIIPABOMEPHOTO WC-
I10JIb30BAHHUS.

B kadecrse 3JIOYMBIIIIJICHHUKA, JJs IIOJy9YeHUd JOCTYIIa, d MOTY BBECTH UM IIOJIb30OBaTEJId N
IapoJib, 3a/laBacMble 110 YMOJI9aHUIO.

JlaHubIil crieHapuii TOX0XK Ha TpaaulmonHoe TpeboBarre ASVS, HO COAEPKUT JOMOJHUTETHHYIO HHPOPMa-
[IHIO O MTOJIb30BATEJIe WU 3JI0YMBIILIEHHIKE, O0JIErdaonlyio MPOBEPKY peaan3anui TpeGOBaHUSI.

5.2 Peanunsauyunsa

IIpormecc ycnentnoro npuMenenus: TpeboOBaHUl 6E30MIACHOCTH BKJIIOUAET B Cedsl YeThIPe ITalla: [MOUCK U BBIOOD,
JIOKYMEHTUPOBAHUE, peaI3alius, IOITBEPXKIeHNEe TPABUIBHOCTU PEAJIM3AINN HOBBIX (DYHKIMIT GE30MacHO-
CTU U (DYHKIIMOHAJILHOCTH TTPUIOKEHUST.

5.2.1 lMowuck u BbIOOP

IIporiecc natnHaeTcst ¢ moncka m orbopa TpeboBanmit 6ezomacunoctu. Ha 3ToM 3Tame pa3paboTInK n3ydaer
nH(MOPMAIHIO, [IPEJCTABJIEHHYI0 B CTAHIAPTHBIX MCTOYHHMKAX, HanpuMep, ASVS, u BeiOupaer TpeboBaHUsl,
KOTOpBIE OYIyT BKJIFOUEHBI B OIHY U3 Bepcuil npuioxkenus. 1lesib TaHHOrO 3Tamna 3aK/I09aeTcss B BRIOOpe pe-
AJIM3yeMOro KOJIMIeCTBa TPeOOBaHuil 6€30IIACHOCTH, KOTOPBIE MOT'YT OBITH JOOABJIEHBI B pAMKAaX OTIAEIHHOTO
peJi3a Wi CIpuHTa. JJIs KayK0ro MOCJeyoMero CIpuaTa IPOIECe MOBTOPSIeTC s, U Bee GobIme (hyHKImi
6e30IIaCHOCTH BHEPSIETCsT B MPUJIOYKEHUE.

5.2.2 WNccnepoBaHne n aokymeHTupoBaHue

Ha srame ucciieioBanust 1 JOKyMEHTUPOBAaHNS PA3PabOTUYNK IIPOBEPSIET IPUJIOXKEHNE HA COOTBETCTBUE HOBO-
My Habopy TpeboBaHUiT GE30MACHOCTH, 8 B CJIydae HECOOTBETCTBUS OIPEEsieT 00beM HEOOXOIUMBIX J10Pa-
6orok. lccnenoBanme 3aBepinaercs JOKYMEHTUPOBAHUEM DPE3YJILTATOB IIPOBEPKH.

12 Fnasa 5. C1: Onpepenenue TpebosaHuii 6esonacHoCcTn
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5.2.3 Peanunsauuns n tectuposaHue

Tlocne onpenenenns obbema 10pabOTOK, Pa3pabOTUNKY HEOOXOANMO MOAUMUIINPOBATE IPUJIOXKEHUE JJIsT JI0-
baB/ieHNsI HOBBIX WJIM yIaJienusi HebezomacHbix dynkmmit. Ha sToM srame pa3zpaboTdmK cHadvaga CO3MaeT
[IPOEKT BBITIOJHEHUsT TPeOOBaHMs, & 3aTeM BHOCUT M3MEHEHUsl B KOJI Jiisi ero peasusaruu. [ljist momrsep-
JKJIEHUs HAJNYNs HOBON (DYHKITMM MJIM OTCYTCTBUS IIPUCYTCTBOBABIIErO paHee HEOE30IIACHOIO I1apaMerpa
HEOOXOIUMO IIPOBECTU TECTUPOBAHMUE.

5.3 lNpepoTBpauiaembie ya3BMMOCTHU

TpeboBanusi 6e30ACHOCTH OMPEIEIAIOT Oe30macHOCTh npuaokenns. Oyukinn obecredenns: 6e30IACHOCTH,
peajim3yemMble B IPWJIOXKEHUHA C CAMOIO HAYAJIA €ro XKU3HEHHOTO IUKJIA, IOMOTYT IPEJOTBPATUTL GOJIBIITOE
KOJINYI€CTBO Pa3/IMIHBIX yHSBI/Il\/IOCTeﬁ.

5.4 Ccbinkn

e Crangapt noarsepzkienns 6ezonacuoctu npuyoxkerniit OWASP (ASVS)
e Crangapr noarsepzxKienus Gezonacuoctu MoOmwIbHbIX npusokenuit OWASP (MASVS

e Tor-10 OWASP

5.3. MpepoTteBpawaembie ya3BuMoCTu 13
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C2: Nicnonb3oBanue besonacHbix peiimBopkoB 1 brubnnoTtek

6.1 Onwucanwune

Besonacubie 6ubmorekn u hpeiiMBOPKH CO BCTPOEHHBIME (DYHKITHSIMEU O€30IIaCHOCTH ITOMOIalT pa3paboT-
quKaM n30eKaTh MOSBICHUS YSI3BUMOCTEH Ha dTale pa3pabOTKN U peajusanuu. Pa3zpaboranku, co3aamonme
[IPUJIOKEHUE C HyJIsl, MOTYT HE MMETHb JOCTATOYHBIX 3HAHWI, BDEMEHN WJIA CPEICTB [JIsi Pean3alliid WIn
TofIepKanns 6e30macHoCTr TpuIoKenns. Vcrnonb3oBanne 6€30macHbIX HPeiiMBOPKOB TIO3BOJIAET JTOOUBATH-
cs 6e3omacHOCTH TTpuUIokeHuit 60s1ee 3HhHEeKTUBHO.

6.2 PekomeHgauuu no peanusayumn

IIpu BrItOUeHUN cTOpOHHUX OUOIMOTEK WIH (HGPeiiMBOPKOB B cBoe 110 HEOOXOIMMO yUUTHIBATE CJIEIYIONIAE
DPEKOMEH TAIHH:

1. ucrmonp3yiiTe 6ubIMOTEKN U DPEAMBOPKH U3 JJOBEPEHHBIX UCTOYHUKOB, KOTOPhIE aKTHUBHO Pa3padaThI-
BAIOTCsI ¥ IIUIPOKO IIPUMEHSIIOTCSI B IIPUJIOXKEHUSIX;

2. cocraBbTe U HO,Z[,I[Gp}KI/IB&fITQ B aKTyaJIbHOM COCTOAHUUN KaTaJIOT BCEX CTOPOHHUX 6I/I6.HI/IOTBK;

3. CBOEBpEMEHHO OOHOBJIsiiTe OMOIMOTEKN W KOMIIOHEHTHI. VICrmomp3yiiTe MHCTPYMEHTDI, Takne Kak [I[po-
Bepku 3aBucumocreit OWASP u Retire.JS, mist onpegesieHns: 3aBUCUMOCTER B IIPOEKTAX, 8 TaKKe IIPO-
BepsiiiTe HAJIMYNE U3BECTHBIX U ONyOJIMKOBAHHBIX YS3BUMOCTEl B CTOPOHHEM KOJIE;

4. 1S CHU2KEHUS BEPOSTHOCTU aTaK UCIOJb3YHTe NHKALCYIAINI0 ONOINOTEK U TOJBKO HEOOXOIUMBIIT J1J1st
Barero 10 dyuxnuonadt.

6.3 lNpepoTBpawiaembie ya3BUMOCTHU

WcnonbzoBanme 6e30macHBIX (HDPEHMBOPKOB M OMOIMOTEK MTOMOXKET M36eKaTh OOJIBITOT0 KOJTUIECTBO YI3BU-
Mocreil B Beb-ipusiozkerusax. OdyeHb BayKHO MOIEPXKUBATH 5TU (DPEMBOPKU U OMOJIMOTEKH B aKTyaJbHOM
COCTOSIHUY, CM. pa3zes 00 MCIOJIb30BAHUY KOMIIOHEHTOB ¢ U3BECTHLIMU ysa3BuMocTsmu B Tor-10 2017.
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6.4 NHcTpymeHTbI

e [Iposepku 3asucumocreit OWASP — ompesessitor 3aBUCUMOCTHA B IIPOEKTAX U IIPOBEPSIIOT HAJIMIHE
OOITEM3BECTHBIX YSA3BUMOCTEH.

e Retire.JS — ckanep 6ubmorek JavaScript.

16 Fnasa 6. C2: Ncnonb3oBaHue Ge3onacHbix (hpeiiMBOPKOB U BubnoTek
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[naBa 7

C3: Obecneyerne besonacHoro AocTyna K basam gaHHbIX

7.1 Onwucanwne

JlaHHBI pa3/iesT MOCBSINEH 0OeCIeueHHI0 0e30IIacHOro JOCTYIIa KO BCEM XPAHWJIMIAM JIAHHDBIX, BKJIIOYAsT
peJisitinonHble 0a3bl MaHHbIX 1 6a3bl JaHHBIX NoSQL. PaccMmaTpuBarorces cireryrornime BOIpOCHL:

1. BesomacnocTs 3ampocos

2. BezomacuocTs KoHUTYpaIun
3. BesonacuocTb ayrenTuduKanun
4

. BesomacHocts coennnennit

7.2 Bbe3onacHocTb 3anpocos

SQL-kom MOXkKeT ObITh BHEJIPEH, €CJIU HEIIPOBEPEHHBIE BXOJHbIE JIaHHBIE JUHAMUIECKN J00aBisA0Tca B SQL-
3aIIpOChI, OOBIYHO IyTEM IIPUCOEIUHEHNsI K OCHOBHOI cTpoke. Bueapenne SQL-Koma npejcrasiser onHy u3
HamnboJiee Cepbe3HBIX yIpo3 be3omacHocTr mpuioKenusi. Baeaperne SQL-Ko/a JIerKO OCYIECTBUTE; SKCILIya-
Talys JAHHON YSI3BUMOCTU MOYKET IIPUBECTHU K Kpayke, YIAJSHNIO WM U3MEeHEeHNIo 0a3 JaHHbIX. [Ipuioxkenne
TaKzKe MOXKET OBITh HCIIOJIB30BAHO IS BLIIOJHEHN: BPEIOHOCHBIX KOMAHI B CHCTEME, COICpIKAIICH BaIry
0a3y DAHHBIX, TAKUM 00Pa30M IIO3BOJISIS 3JI0YMBINICHHUKY 3aKPEINUThCHd B CETH.

s npeoreparienuns SQL-BHepeHnit He0O6X0MMO n36eraTh MHTEPIIPETAIINN HEIIPOBEPEHHBIX BXOIHBIX JTaH-
wbIX B cocTaBe SQL-komana. Hammydmmm pernernem OyIeT NCIOIB30BAHIE METO/IA, «[IAPAMETPU3AIUT 3aIIPO-
COB». DTOT METOJI, HEOOXOAMMO TpUMEHATh K KOHCTpYKmusaM SQL u OQL, a Takxke XpaHUMBIM IIPOIIEILYPAM.

IIpumepnr mapamerpusanun 3ampocoB gyt ASP, ColdFusion, C+#, Delphi, .NET, Go, Java, Perl, PHP,
PL/SQL, PostgreSQL, Python, R, Ruby u Scheme moxuo HaiiTu Ha caiite http://bobby-tables.com u B
mamsitke OWASP 1o mapamerpusaiuu 3ampocos.
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7.2.1 lNpumeyvaHue o napameTpusayumn 3anpocos

Hexoropsie obactu 3ampocos K 6azam ganubix (B/]) Helb3s napaMeTrpusupoBaTh. DTH 00JIACTH OTINIAIOT-
¢ B 3aBucuMocTu oT BeHgopa B, BaumaresbHO BBIMOTHSITE TPOBEPKY TOYHBIX COBIAIEHUN MM PYUIHYIO
OYNCTKY Tpu pabore ¢ mapamerpamu 3ampocoB K B/l, koTopbie He MOTYT OBITh MPUBA3aHbI K ITapaMeTPU-
30BaHHOMY 3arpocy. Vcronp30Banne mapaMeTpU30BAHHBIX 3alIPOCOB OOBITHO IOJIOXKUTEJIBHO CKA3BIBACTCS
Ha IIPOU3BOJUTEILHOCTH, OJHAKO HEKOTOPbIE 3AIPOCHI B OIPEJIEJIEHHBIX peaju3alusaX 0a3 JaHHBIX MOLYT
OKa3aTh HErATUBHOE BO3JEICTBUE HA MPOU3BOAUTENHLHOCTE. O0si3aTe/IbHO TeCTUPYHTE BJIMSHUAE 3aIIPOCOB HA
[IPOU3BO/INTEIHHOCTH, OCOOEHHO KOMILIEKCHBIX 3aIIPOCOB € TMOJJIEP2KKOH pa3BepHyThiX Bhipaxkenuii LIKE win
TEKCTOBOT'O ITOWCKA.

7.3 Be3onacHocTb KoHdUrypauum

K coxkanennto, cucremsl yrpasienns 6azavu qanabix (CYB/]) He Beerma nmeroT 6e30macHy o KOHDHUTYy panuo
110 ymosrdanuo. Heobxoaumo yoemThes B TOM, 9TO UMeIInecs: cpeicTBa obecrieuenusi 6ezomacaoctu CYBL
7 111aT(OPMbI, HA KOTOPOIl OHA YCTAHOBJIEHA, MCIIOJIB3YIOTCS U HACTPOEHBI KOppeKTHO. st 6osbmmHcTBA
pacupoctparenabix CYB/I mocTymHbl cTaHmapThl, PYKOBOJCTBA U TECThHI IPOU3BOIUTEIHHOCTH.

7.4 Bbe3onacHocTb ayTeHTUcnkaymum

JIroboit octyn K 6azaM JaHHBIX HEOOXOAMMO KOHTPOJHUPOBATH JOJKHBIM 0Opasom. AyrenTudukanus J10-
cryna K CYB/IL no/KHa BBITOJIHATHCST 6€30ITACHO U TOJIBKO 10 3allUIIEHHOMY KaHaJIy. Tak»ke HEOOXOJIMMO
obecrieanTb 6€301MaCHOCTh U JIOCTYITHOCTD YUYETHBIX JTaHHBIX.

7.5 Bbe3onacHocTb coegnHeHuni

Bospmmacerso CYB/I momiepKuBaioT HECKOJILKO CIIocob0B ¢Bsi3u (Hanpumep, Yepes ciry k0t uiu APT), koro-
pble MOryT 6bITh Ge30omacHbME (ay TeHTUMDUIMPOBAHHBIME, 3AIIU(MPOBAHHLIMUA) 1 HEOE30IACHBIMU (Heay TeH-
TUUIIPOBAHHBIMA WK He3aIn(pPOBAHHBIME). PEKOMEH/[yeTCsl NCIOIb30BATh TOJHKO Ge30IacHbIe METOIbI
CBsI3H, KAK 9TO ONUCAHO B pazjese Ilogcemecmuasn 3ausuma 0anHviL.

7.6 lNpepoTBpawaembie ysa3BUMOCTHU

e Tor-10 OWASP 2017 - Al: Buenpenue

e Ton-10 OWASP 2014 (mobubnble yerpoiicrsa) - M1: Henamexxuble HACTPOIKU HA CTOPOHE CepBepa

7.7 Ccbinkn

o [Tamsarka OWASP: [Tapamerpusariust 3a1pocoB
e Bobby Tables: PykoBojcTBo 1m0 npemorspariennio saegapennit SQL-koma

e Crammapter CIS mmo ymyumenuio 6e3omacHocTn 6a3 JAHHBIX
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[naBa 8

C4: KogupoBaHue 1 3KkpaHMpoBaHue AaHHbIX

8.1 Onwucanwue

KonupoBaHue n 5KpaHUPOBAHME SIBJISTIOTCS METOJAME 3aIlUTHI OT BHeApeHust kKoma. Komnposarne (06brd-
HO HA3bIBAEMOE <«KOJMPOBAHMEM BBIXOJHBIX JIAHHBIX») NPEJICTABIsAET cOOOil MpeobpasoBaHne ClIEnuaIbHBIX
CHMBOJIOB B SKBHUBAJIEHTHBIE, HE ONACHBIE JJIsd WHTEPIPETATOPA KOMOWHAIMH, HAIPUMED, peobpa3oBaHue
cuMBoJia < B coderanue &lt; mpu ero mobasnennn #Ha HTML-crpanuiny. DKpaHupoBaHUE 3aKIIOYAET-
cs B TOOABJIEHUH CIIEIICHMBOJIOB II€PEJ] CHMBOJIAMH WJIM CTPOKAMHY JJIS IIPEIOTBPAIIEHUS MX HEKOPPEKTHON
UHTEpPIIpeTaluy, HAIPUMeED, 100aBjeHne cuMBoJIa \ mepei " (IBOHHBIME KaBbIUKAMMU) [103BOJIET HHTEPIIPe-
TUPOBATH MX B KaYeCTBE YaCTU TEKCTA, & HE B KAIeCTBE ODO3HAYUECHUsT OKOHUIAHUS CTPOKHU.

Koauposanue jtydine Bcero npuMeHsTh HEIOCPEACTBEHHO MEpe/ epeiadeil TaHHbIX nHTeprperaTopy. Ke-
JIA IPUMEHUTD JTAHHBII METOJ, Ha CJUIIKOM PAaHHEeM dTale 00pabOTKH 3a1poca, TO KOAMPOBAHUE WU SKPAHU-
pPOBaHUE MOYXKET CKa3aThCsl HA MCIIOJIb30BaHNEe KOHTEHTA B APYIUX YacTaX mporpaMMbl. Hampumep, eciu npu
niepes1 coxpanenneM B 6a3e ganubix HTML-konTenT sxkpanupyercs, a mHTepdeiic aBTOMATUIECKHN SKPAHUPYET
9TU JaHHBIE €Ie pa3, TO COJEPXKUMOoe He OyJIeT 0ToOpakaThCsl KOPPEKTHO M3-3a JIBOHOTO SKPAHUPOBAHMUS.

8.2 KoHTekcTyanbHOe KOAUPOBaHMNE BbIXOA4HbIX OAAaHHbIX

KonTekcTyanbnoe KoaupoBaHne BHIXOTHBIX JAHHBIX SIBJIAETCA KIOUEBBIM 71 6€30TaCHOTO ITPOrpaMMAPOBa-
HUS U IPEIOTBPAIEHNsT MEXKCANTOBOIO BBITIOTHEHNUS ciienapues. [logo0Hass Mepa 3aIuThl TPUMEHSIETCS TIPU
CO3MaHNU MHTEPGENCOB MOIb30BATEIA, HEITOCPEJICTBEHHO Tepe/l TMHAMUIECCKUM JT00aBIeHNEM HEITPOBEPEH-
HbIX ganHbx K HTML-koay. Tun koguposasus GyieT 3aBUCeTh OT MecTa (MM KOHTEKCTa) OTOOPAYKEeHUs! UK
XpaHeHUs! TaHHBIX B JOKyMeHTe. THIIbl KOJUPOBaHUsI, DEKOMEH IyeMble K MCIIOJIb30BAHUIO IIPYU CO3IaHUN De3-
omacHoro mHTEpdeiica: KoaupoBanne cyrmaocreit mwin arpudyroB HTML, a takke komuposanme JavaScript
u URL.
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8.2.1 lMNpumepbl kognpoBaHusa Java

IIpumeps! ucnonbp30BaHMsT KOIUPOBIIIKA, Java, 00eCIednBaONEro KOHTEKCTYAJbHOE KOIMPOBAHNE BBIXOHBIX
JIAHHBIX, MOXKHO TIOCMOTPETH Ha caiite 1mpoekrta Konuposiinka Java or OWASP.

8.2.2 lMpumepbl kognposanns .NET

Haumnas ¢ .NET 4.5, 6ubimoreka aHTUMEKCANHTOBOIO BBIIIOJHEHUS CIIEHAPHUEB SIBJISETCA YacTbIo (peiimM-
BOPKa, HO He UCIOJIB3YeTCs 10 yMordanuio. Bor mokere Haznauntsh AntiXssEncoder uz sToit 6ubsimorekn B
KavecTBe CTAHJAPTHOIO KOJMPOBIIUKA BAIEro IPUJIOKeHus, n3Menus HacTpoitku web.conf. ITpu koguposa-
HUU BBIXOJIHBIX JAHHBIX HEOOXO/UMO YUUTHIBATH KOHTEKCT, T. €. NCIOJIb30BaTh COOTBETCTBYIONLYIO (DYHKIINIO
u3 6ubmorekn AntiXSSEncoder B 3aBUCHMOCTH OT PACIOJIOKEHUS JAHHBIX B JIOKYMEHTE.

8.2.3 lMpumepbl kognposanus PHP
Zend Framework 2

B Zend Framework 2 (ZF2) must KomupoBaHusl BBIXOJHBIX JaHHBIX MOXKeT ObITh ncnosb3osan ZendEscaper.
IIpumMepnbl KOHTEKCTHOTIO KOAUPOBAHUS MOYKHO ITOCMOTPETH Ha, CTPAHUIIE, MTOCBAIIEHHON KOHTEKCTHOMY 9KPa-
HUPOBAHUIO C IOMOIILIO zend-escaper.

8.3 [dpyrue cnocobbl KoaupoBaHUsi N 3aWNTbl OT BHEAPEHWUA

Koauposanne nim sKkpanupoBanne MOXKeT OBITH UCIIOIH30BAHO JJIsI IPEJOTBPAIIEHNs NPYTuX (pOpM BHEIAPe-
HUll B KOHTeHT. Hampumep, M0KHO HefTpaIM30BbIBATH HEKOTOPBIE CIIENHAaIbHbIE METACHMBOJIbI IIPU BBOJIE
JIAHHBIX JJIsi CHCTEMHBIX KOMaH]I. DTO Ha3bIBaIOT «3KpaHupoBanueM KoMau OCs», «3kpanupoBanuem shell»
u 7. 1. [lomobOHas 3amura MOXkKeT OBITh UCIIOIB30BaHA, JIJIs IPEJOTBpaIleHns « BHeIpeHnsT KOMaHT».

CymecrByior u jpyrue hopMbl SKPAHUPOBAHUS, KOTOPbIE MOTYT OBITH MCIOJB30BAHBI JIJIs TIPEIOTBPAIIEHIUS
BHEJIpEHUI, HAPUMED, dKpanupoBanune arpudyroB XML, zammuiiatoniee oT pa3andHbix (HGOpM BHEIPEHUH
XML u XML-myTeii, a Takke sKpaHIpOBaHne yHUKaJbHbIX nMeH LDAP, no3sosisioniee npegoTBpaTuTh pas-
suaabie LDAP-sueapenust.

8.3.1 Hopmanusauuns n kogupoBka CUMMBOJIOB

Komuposka FOuukom — 910 ciocob xpaneHusi CHMBOJIOB € MCIIOJIB30BAHUEM HECKOJIbKUX Oaiitos. IIpu BBOIE
JAHHBIX 3JI0yMBIIIEHHUK MOYXKET HCIO0JIb30BaTh FOHMKO/, 9TOOBI CKPBITh BPEIOHOCHBIN KOJ U IIOJIYy9HUTH
BO3MOXKHOCTB IIPOBejIeHns pa3jnyHbix aTtak. RFC 2279 onuchiBaeT HECKOJIBKO CIIOCOOOB KOJIUPOBKHU TEKCTA.

Hopmasmsamuss — 910 crocob mpeobpa3oBaHus JAHHBIX B IIPOCTYI0 WM CTaHIApTHYIO (opmy. B Beb-
[IPUJIOKEHUSIX HOPMAJIN3AIAI0 OOBITHO HCIOJIB3YIOT JIJIsi 0DecrevdeHns equHOo00pa3nsi CUMBOJIOB BCETO KOH-
TEHTA IIPHU €ro0 XPAHEHUU WU OTOOPAKEHUN.

3alUINEeHHOCTh OT aTaK, CBI3aHHBIX C HOPMAJIU3allell, 03HAIaeT OTCYTCTBHE YIPO3 6E30IacHOCTH IIPUJIOZKe-
HUsI IIPU BBOJIE 3JI0YMbIIIJIEHHUKOM HEKOPPEKTHO C(DOPMUPOBAHHBIX cUuMBO,/I0B FOHUKO 18 MiIn JIFI0OBIX JPYTUX
CITEIUAJIBHO C(hOPMUPOBAHHBIX CUMBOJIOB.

20 Fnasa 8. C4: KognpoBaHue v 3kpaHUpoBaHue JaHHbIX


https://www.owasp.org/index.php/OWASP_Java_Encoder_Project#tab=Use_the_Java_Encoder_Project
https://framework.zend.com/blog/2017-05-16-zend-escaper.html
https://framework.zend.com/blog/2017-05-16-zend-escaper.html
https://www.owasp.org/index.php/Unicode_Encoding
https://tools.ietf.org/html/rfc2279

OWASP Proactive Controls Documentation

8.4 lNpepoTBpauwiaemble yI3BUMOCTHU

Tor-10 OWASP 2017 - Al: Bueapenue
e Tor-10 OWASP 2017 - A7: MezkcaiitoBoe BbinosiHeHne crieHapues (XSS)

Ton-10 OWASP 2014 (mobuibHble yerpoiicrsa) - M7: Buejpenune na cropone KineHra

8.5 Ccbinkn

e MeskcaiiToBoe BBIIIOJIHEHUE CIIEHAPUEB — ODIIKe CBEIEHUS

o ITamarka OWASP: Ilpenorspamnienne MexKcaiiToBoro BoiosHenus cruenapues (XSS) — mpegorsparie-
uue XSS B BeO-IIPUIIOKEHUSIX

o ITamsarka OWASP: Ilpemorspalinenne Me:KCAHTOBOIO BLIIOJHEHUs CIIEHAPUEB Ha OCHOBE OOBLEKTHOIM
MOJICIA JIOKYMEHTa

o [Tamarka OWASP: Ilpenorsparienue BaepeHuit

8.6 NHcTpymeHTbI

e IIpoekr koauposmmka Java or OWASP
AntiXSSEncoder

ZendEscaper — IIpUMepPbl KOHTEKCTHOI'O KOJAUPOBaHUA

8.4. TMpepoTBpawaembie ya3BumMocTu 21
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[naBa 9

Ch: ObsizaTenbHasi NpoBepKa BCEX BXOAHbLIX AaHHbIX

9.1 Onwucanwune

HpOBepKa BXO/HBIX JaHHBIX ABJIACTCA 9aCThbIO METOAUKHU ITPOIrPaMMUPDOBaHUA, O6€CH€‘II/IB&IOH.L€I>T IIoIIaJJaHu1e
B KOMIIOHCHTBI IIPOI'PaMMBbI TOJIBKO IIPDaBUJIBHO OTCbOpMaTI/IpOBaHHLIX JaHHBIX.

9.2 CuHTakcm4yeckass U ceMaHTn4eckasi Hopma

ITpunoxxenne NOMMKHO IPOBEPATH IAHHLIC Ha COOTBETCIBHE CUNMAKCUYECKOT U CEMAHMUMECKOT HOpMe
(MMEHHO B 9TOM IOpSI/IKE) MepeJT UX UCIOIb30BaHneM (BKIIIOUasi OTOOPasKeHNE TTOIb30BATEIIO).

Cunmakcudeckas HOpma 03HAYALT COOTBETCTBUE JIAHHBIX OKujaeMoit hopme mpejcraBienus. Hampumep, B
[IPUJIOZKEHUU [T0JIb30BATENb MOXKET YKA3bIBATh Y€THIPEX3HAUHBIN «HICHTUPUKATODP JJIsI BBIIIOJHEHUS HEKO-
TOPBIX Olleparyii. 3JI0YMbINIJIEHHUK MOXKET BBECTHU JIaHHBIE, TI03BOJIAONNE eMy BHeApuTh SQL-KoI, mosroMmy
[IPUJIOZKEHUE JIOJIKHO [TPOBEPSATH, UYTO BBOJMMbIE JAHHBIE TIPEICTABIAIOT COO0il MMEHHO IUMPHI U UMEHHO B
KOJINYECTBE YEThIPEX CUMBOJIOB (IOMUMO MCHOJIb30BAHNUS COOTBETCTBYIONIEH MapaMeTPU3AIUU 3aIIPOCOB).

Cemarmumneckas HOPMa O3HATAET ICIOIB30BAHNE TOIHKO BXOAHBIX JTAHHBIX, HE BBIXO/SIINX 33 PAMKH OIpe-
JleJIeHHO} (bYHKIMOHAJIBHOCTA U KOHTeKCTa. Hampumep, npym yKasaHUM BpPEMEHHBIX PAMOK JjaTa Hadaja
JIOJIZKHA, IIPEeJIINIeCTBOBATDL JaTe 3aBepPIIeHusd.

9.3 bensbie n yepHbie CNUCKN

CyIecTByer JiBa OCHOBHBIX IIOJXO0Ja K IIPOBEPKE CUHTAKCHUCA BXOJHBIX JAHHBIX, U3BECTHbLIE KaK YepHbIE U
OeJIble CIIMCKU.

o UYepnvie cnucky WK NPOGEPKU MO YePHOMY CNUCKY TPETHASHAYEHBI JJId MIONCKA B JAHHBIX <IIOTEHIU-
aJIbHO BPEJIOHOCHOTO» KOHTeHTa. Hampumep, BeO-ipriozKeHne MOYKeT OJIOKMPOBATH BXOJHBIE JAHHBIE,
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cozepKarue cjioBo <SCRIPT>, ¢ 1eJibi0 IIPeJ0TBPAIIEHUs] MEXKCARTOBOIO BhIIOJHEHUs crieHapueB. O1-
HaKO TOJI00HYIO MEPY 3aIMUThI MOXKHO OOONTH, UCIOJIB3Ys JJIs Tera sCript cTpovHbIe OYKBBI WX KOM-
OMHAIIUIO U3 CTPOYHBIX U IIPOIUCHBIX OYKB.

o Deavie cnucku WM nposepku no 6esomy Cnucky TPEIHA3HAYEHBI /IS TOATBEPXKIEHUsST COOTBETCTBUA
JIAaHHBIX TPeOOBAHUSAM HAOOpa «IIPOBEPEHHBIX» NpaBuil. Hanpumep, nposepka mrara CIITA no 6egomy
crucKy 6yJieT IpeacTaBiIaTh co0oii IOUCK 2-0YKBEHHOI'O KoJia B cIiucke cymiecTByommux mraros CIITA.

IIpu cozmanun 6e3omacuoro [1O kKak MUHUMYM PEKOMEH/IyeTCsl UCIOJIb30BATh OeJjible CIUCKU. 1epHbIe CIIUCKU
MOI'YT COJIEP2KATH OIMUOKM, UX MOXKHO OOOMTH Pa3IMIHBIMU CIOCODAMMU, a TAKYKe OHU CAMH 10 cede MOryT
[IPEJICTABIATD ONACHOCTh. HecMOTps Ha BO3MOYXKHOCTH O0OXOJ[a OTPAHUYEHUIN YEPHBIX CIUCKOB, OHM MOLYT
TIOMOYb OOHAPYKUTH OYEBUIHBIE ATaKH. TakKuM 00pa3oM, beabie CnUucKky ITOMOTAIOT OTPAHUINATE BO3MOXKHOCTD
OpoOBeIeHUA aTaKU IIyTEeM IIPOBEPKU COOTBETCTBUA TaHHBIX CUHTaKCUYECKO!l M ceMaHTUYIeCKOM HOpMaM, a
YepHble CNUCKY TTOMOTAIOT OOHAPYKUTDH U IIPEJOTBPATUTD OYEBU/IHBIE ATAKU.

9.4 lMpoBepkn Ha CTOpOHE KJIMEHTA N HAa CTOpPOHe cepBepa

s obecrievennss 6€30MIaCHOCTH, MPOBEPKY BXOMHBIX JAHHBIX HEOOXOIMMO BCErJa MPOBOINTH HA CTOPOHE
cepsepa. [IpoBepku Ha CTOpPOHE KJIMEHTa MOTYT OBITH IOJIE3HBI C TOYKU 3peHus (PYHKIMOHAILHOCTH U 0e3-
OIIACHOCTH, HO 3a9aCTyI0 UX Jierko oboittu. Takum o6pa3oM, IpoBepKa Ha CTOPOHE CepBepa sSIBJIAETCs DoJiee
[IPeITOYTUTE/IBHOMN 11151 obecriederus besonacuaoctu. Hampumep, mpoBepka JavaScript MoxKeT mpeaynpeanTsb
[I0JIB30BATEJISI O TOM, YTO IOJIE JIOJKHO COJIEPKaTh TOJILKO IUMPHI, & BOT IPUJIOKEHNE HA CTOPOHE Cep-
Bepa JIOJ2KHO MOITBEPAUTH, ITO BBOJWMBIE JTAHHBIE IPEACTABIAIOT COOON YMCIa B JOILYCTUMOM IHAIIA30HE
3HaYCHUI.

9.5 PerynsipHble Bbipa>keHusi

Peryiisipablie BoIpazkeHus MO3BOJISIOT [IPOBEPSITH JIAHHBIE HA COOTBETCTBHE OIpeIe/IeHHOMY I1absiony. Haunem
C IPOCTOTO IPHUMEDPA.

Ciietytoree perysisipHOe BBIDAXKEHHE UCIIOJIB3YEeTCsl JIJTsT OIPEIeIeHnsT HeJIOT0 CIUCKA UMEH TOJIb30BaTeIeil.

~[a-z0-9_14{3,16}$

JlanHnoe peryJisipHOe BBIPAaKeHHE [IOILYCKAET MUCIOJIH30BAHUE TOJHKO CTPOYHBIX OyKB, udp U CUMBOJIA IIOI-
gepkuBaHusd. J[TnHA UMEHN 1I0JIb30BaTENsI TaKyKe OrpaHuvInBaeTcsd 3—16 cuMBosaMu.

9.5.1 BHumanue! Bo3moxxeH oTka3 B obCny>xmBaHum

IIpu cosmanum peryasipHbIX BHIPAXKEHUI HEOOXOIIMO COOTIOIATH OCTOPOXKHOCTS. 11710X0 TTpoIlyMaHHbBIE BBIpa-
JKEHMsI MOLYT IIPUBECTH K OTKa3y B obciyzxkuanuu (1. H. ReDoS — oTKa3 B 06C/LyKUBAHUU U3-38 PErYIISIPHBIX
Boipazkenuit). Jljist npoBepKu peryssipHbIx Boipaxkenuii Ha ReDoS cyimecTByeT MHOrO pasHbIX HHCTPYMEHTOB.

9.5.2 BHumanue! CnoxHocTb peanusauumn

Perynsipubie BbIpazkeHUs1 — 9TO BCETO JIUIIb OJIMH U3 CIIOCOOOB BBITIOJTHEHUST TTPOBEPOK. HekoTophiM pa3pa-
6oTUMKaM OBIBAET CJIOXKHO Pa3o0dparThes Wn paboTaTh C PEryJisipHBIMU BBIPAYKEHUSIMHU, [TO9TOMY CO3aHUE
IPOTPAMMHBIX METOJIOB IIPOBEPKU UM KayKeTCsi 00jIee TPOCTHIM.
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9.6 Orpaqueva npoBepPoOK BXOOHbIX OAHHbIX

IIpoBepka BXOAHBIX JAHHBIX HE BCErga OdejIaeT UX «0e30IMacHBIMHU», IMOCKOJIbKY HEKOTOpPbhIe
CJIO>KHBIE TUITBI JAHHBIX MOTYT SIBJIITHCHA <«JIOIIyCTUMBIMU» M B TO ke BpeMs onacHbiMu. Ha-
npuMep, JOMYCTUMBIN aJipec 3JEeKTPOHHOU IMOYThI MOXKET COoZep>kaTb BpeaoHocHbIl SQL-ko,
a pgomyctuMblit URL-anpec MmoxkeT ImpuBecTH K MeXKCaliTOBOMY BBINOJHEHHNIO creHapues. llo-
MHMO ITPOBEPOK BXOIHBIX JAHHBIX HEOOXOIMMO HCIOJIH30BATH JOMOJHUTEIBHBIE MEPhI 3AIUTDHI, HAIPHIMED,
9KPAHUPOBAHNE WU [TAPAMETPHU3AIINAIO 3aIIPOCOB.

9.7 lNpobnembl NpoBepkn cepnasin3oBaHHbIX OAaHHbIX

Hexkoropsie BxojHBIE JaHHBIE HACTOJBKO CJIOXKHBIE, YTO ITPOBEPKA MOXKET ODECIeYUTh JIUIIh MUHUMAIbHYIO
3aIATy NpuUIoKeHusi. Hampumep, onacHo Jecepuaim30BbIBATh HEIIPOBEPEHHBIE JTAHHBbIE WM JTaHHBIE, KOTO-
pble MOTYT OBITH M3MEHEHBI 3JI0YMBIIIICHHUKAMI. EIMHCTBEHHBIM 6€30TaCHBIM pElIeHreM OyIeT OTKIOHATD
CEpPUAJIN30BAHHBIE OO'BEKTHI OT HEIPOBEPEHHBIX NCTOYHUKOB UJIU OIPAHUYUBATDH AECEPUAIN3AIUIO IPOCTHIMU
TUMAMHU JaHHBIX. Heobxomnmo n3berath 00pabOTKU CepruaIn30BAHHBIX JAHHBIX U MCIOJH30BATD, IO BO3MOXK-
HOCTH, OOJIee IIPOCTHIE C TOYKHU 3peHus obecriedeHus 3auThl popmarsl, Takue kak JSON.

Ecnu Beime ykazanHoe HEBO3MOXKHO, PEKOMEH/IyeTCsI UCIIOJIb30BATh CEPUIO IIPOBEPOK MIpU 00paboTKe cepua-
JIM30BAHHBIX JAHHBIX.

e PeasusyiiTe IPOBEPKHU 1EJIOCTHOCTH WK M POBAHUE CEPUATH30BAHHBIX O0BEKTOB JJIsI IIPEIOTBPAIIE-
HUSI CO3/AaHUS BPEOHOCHBIX O0OBHEKTOB MJIM TTOMEHDI JTAHHBIX.

e Bpenure crporue orpaHUYeHNs TUTIOB IIPU JeCEPUAIU3AINN TIePe]T CO3JaHneM 00beKTa; OOBITHO, OXKU-
JTAEMBIM SIBJISIETCS TTOJJIAIONIUIICS OIIpeIeIeHNIo Habop KjaaccoB. Meromsl 06x0ma MOJ00HON 3aIuThl
OBLIN TIPEICTABICHBI.

o ll3osiupyiiTe KO Jlecepraan3aliuu, YToObI OH 3aILyCKAJICsA B OKPYKEHUH ¢ HU3KAM yPOBHEM IIPUBUJIETUAN,
HaIIPUMeED, BO BDEMEHHBIX KOHTeTHepax.

e ObecreubTe KypHAIUPOBAHNE UCKJIIOUEHUN M OMUOOK JTECEPUATABAINN, HAIPUMED, CJIyIaeB HEIIPey-
CMOTPEHHBIX THIIOB BXOJHBIX JAHHBIX MJIM UCKJIIOYEHHUI IIPU JeCePUATUIAIINL.

e OrpaHnubre WM KOHTPOJUDYHTE BXOSAININE U HCXOJSIINE CETEBBIE MOJIKJIOYEHNs KOHTEIHEPOB WU
CEPBEPOB, OCYIIECTBIISIONIUX JeCePUAIN3AINIO.

e OrciiexkuBaiiTe JecepraIn3aIiuio, IPeIypek/Ias O MPOIOKUTEIbHBIX (DaKTaX JeCepPUan3alliu 0Jb-
30BaTEIEM.

9.8 HenpepycmoTpeHHble BxogHble AaHHble (MaccoBoe Ha3HaveHue)

Hexkoropbie ¢hpeliMBOpKY MOAIEPKUBAIOT aBTOMATHYIECKYIO MpuBA3Ky napamerpoB HTTP-3amnpocos k cep-
BEPHBIM OOBEKTaM, UCIIOJb3yeMbIM IpujioxkeHueMm. [1omobHast (DyHKIMS aBTONPUBSI3KH MOYKET ITO3BOJIATH
3JIOYMBIIIIJIEHHUKAM OOHOBUTH CEPBEPHBIE OOBEKTHI, HE MPEIHA3HAUYEHHbBIE JJIsi W3MeHeHus1. Vcrmomp3ys JaH-
HYI0 (DYHKITUIO, aTAKYIONUI MOYKET M3MEHUTD CBOM yPOBEHb JIOCTYIIA WU 000NTH OM3HEC-JIOTUKY ITPUJIOKE-
HUSL.

JlanHas aTaka MMeET HECKOJbKO Ha3BaHWil, BKJIOYAs MacCOBOE HA3HAUEHUE, aBTONPHUBA3KY W BHEJIPEHUE
OOBEKTOB.

IIpocroii mpumep: ecim 00bEKT OTB30BaTE s MMeeT nmpuBuiernuio field, onpeaensrony o ypoBeHb IPUBUIET Ui
[IOJIH30BATEJIsI B IPUJIOXKEHHUH, TO 3JI0OYMBIIIJIEHHUK MOYKET HANTH CTPAHUIIBI ¢ M3MEHEHHBIMU JTAHHBIMA [T0JTb-
3oBaTess u 100aBuTh privilege=admin k ornpasiennsim HTTP-nmapamerpam. I[Ipu mebe3omacHoit HacTpoiike
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ABTOIPUBA3KHU CEPBEPHBIN OOBEKT, IIPEJCTABIIAIONINN [T0Ib30BaTe A, OYIeT M3MEHEH COOTBETCTBYIONIUM 00-
pazom.

Permmrs nannyio npobieMy MOXKHO JIByMsI CLHOCOOAMIE:

e 13b6erarTh OPUBA3KN BXOAHDBIX JMaHHBIX HAIIPAMYIO W HCIIOJIB30BaThb BMECTO 3TOI'O 00 BEKTHI IIepeHoca

npanubx (DTO);

® HACTPOHUTDH OeJible CIIMCKU JJIsi KaXKJIOi CTPaHUIbl Wi (DYHKIMH, KOTOPbIE OYIAYT OIpeIessTh IOJIs,
pas3peniennble i aBTOIMPUBI3KU.

Jomosanrenbable TpUMepbl MOXKHO HaiiTu B [lamsrke OWASP 1o maccoBomy HasHAYEHUIO.

9.9 lpoBepka u ouncrtka HTML

Paccmorpum  npunoxkenune, koropoe Oymer upunuMarb HTML or mosbzoBareseii (depes pemakTop
WYSIWYG, npencrasiisitonuit cogepzkumoe kak HTML, nian depe3 QyHKIME, HAIPIMYO IPUHIMAOIINAE
HTML B0 BXOAHBIX JaHHBIX). B 9TOM ciIy4ae mpoBepKa WM OYUCTKA HE TIOMOKET.

e Perynspubix BbIpaxkeHuit OyieT HEJOCTATOIHO, ITOOBI 0TOOPa3uTh BCIO ciioxkuocTsb HTMLS5.

e Kommposka mim ounctka HTML me momoiimer, Tak Kak MPUBEIET K HEKOPPEKTHOMY OTOODarKEHUIO

HTML-koxa.

Takum obpasoM, st o6paborku u npeobpasosanus (ounctku) HTML-rekcra meobxoguma clrienuajbHast
6ubsmoreka. Jonmosmanrenpayto nadopmamuio o ounctke HTML cm. B [lamsTke 110 IpejoTBPAIIEHUIO MEZK-
caiToBOTO BBITIOIHEHNS crieHapues B pasmene Ogmcrka HTML.

9.10 ®PyHKunn npoBepku B bmbnnortekax n dperimBopkKax

Bce si3p1kn 1 60sbmnHECTBO (DPEHMBOPKOB UMEIOT OUOINOTEKN Wi (DYHKITHH, KOTOPblEe PEKOMEHIYETCs HC-
[I0JIB30BATH JIJIsI TPOBEPKH JaHHBIX. [10100HbBIe OHOIHOTEKH, KaK IPABUJIO, OOECIIETNBAIOT IIPOBEPKY CTaH-
JIADTHBIX THIIOB JIAHHBIX, TPEOOBAHMIA K JJINHE, JIMAIIA30HOB IEJIbIX UUCEJI, <HYJEBbIX JAHHBIX» U T. . Bosb-
IIUHCTBO OMOIMOTEK U (PPEHMBOPKOB ITO3BOJISIIOT CO3/IaBATH COOCTBEHHBIE PETYJISIPHBIE BHIPAYKEHUS WA JIO-
UKy IIPOBEPOK, ITO3BOJIAsI IPOIPAMMUCTAM HCIOJB30BATh JAHHYIO (DYHKIWIO B IpriokeHusx. llpumepst
peanuzaruu dyukinn npoBepku: dyuxmun dbunsrparnn PHP wan Hibernate Validator gna Java. [Ipumepst
nacTpyMenToB iyt ounctku HTML: merosr ounerkn Ruby on Rails, cpencrso ouncrku HTML wa Java ot

OWASP wmmm DOMPurify.

9.11 lpepoTBpauiaembie ysi3BUMOCTU

LJ HpOBepKa BXOJHBIX JaHHBIX CHU2KAECT BEPOATHOCTDH IKCILJIyaTallun yHSBI/IIVIOCTeIU/I, a MHOT'la 3aTPYyAHAET
OpoOBeACHHNE aTaKU Ha IIPUJIO?KEHUE.

e IIpoBepka BXOMHBIX JAHHBIX O0ECIIEUMBAET 3AIMUTY OIpPEIEJIEHHBIX BUIOB JAHHBIX OT OIPEIeIeHHBIX
BHUJIOB aTakK, [I0O3TOMY He MOXKeT OBbITh MCIIOJIb30BAaHA B KaveCTBE HAJIEXKHOI'O CPEeICTBa ODeCIeYeHus
ob111eil 6€30IaCcHOCTH.

e IIpoBepka BXOJTHBIX JAHHBIX HE JIOJZKHA HCIOJIb30BATHCS B KAUYeCTBE OCHOBHOT'O CPEJCTBA MPEI0TBPA-
mernst MerkcailToBbIX BhITIOIHEHU crienapues, Bueapenuit SQL-koa n mpounx aTak.
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9.12 Ccbinkn

o [Tamsarka OWASP: IIpoBepka BXOIHBIX JAHHBIX

e [Tamarka OWASP: iOS - Pemenust o 6e30MacHOCTH ¢ UCTOJIB30BAHIEM HEITPOBEPEHHBIX BXOIHBIX JIAH-
HBIX

e PykoBomcreo OWASP 1o recrupoanuto: TectupoBaHue IPOBEPKH BXOJHBIX JIAHHBIX

9.13 NHcTpymeHTbI

e Cpescrsa ounctku HTML na Java or OWASP
Java JSR-303/JSR-349 Bean Validation

Java Hibernate Validator

JEP-290 ¢buabrp BXOAANNX CEPUATNZ0BAHHBIX JTAHHBIX

Apache Commons Validator

Oyukin dunbrparun PHP
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[naBa ].O

C6: Breaperue undpoBbIx naeHTUNKaTOPOB

10.1 OnwucaHue

IMudporoit nnxeHTHMUKATOP - 3TO YHUKANBHBIH HACHTUMOUKATOD TIOIB30BaTENsl (UIN IGO0 APYroro o6b-
€KTa) NPH OHJIAMH-TPAH3AKIMsX. AYTeHTUhUKAIMSI - 9TO IPOIECC MOATBEPXKIECHNS TOrO, UTO YeJIOBEK KN
CYIIHOCTD SIBJISIETCSI T€M, KeM IPEJICTABIIAETCS. YIIPABJIEHIE CECCUAMU - 9TO IIPOIECC, € IIOMOIMIBI0 KOTOPOTO
cepBep KOHTPOJIUPYET COCTOsTHUE ay TeHTU(DUKAIIUN T0JIB30BaTE I, YTOOBI OH MOT MPOIOJI?KATH MOJIH30BATHC ST
crucremoit 6e3 moBTopHOoi ayreaTndukanuu. Crenunasanioe n3manne NIST 800-63B: PykosoacTso o mimdpo-
BbIM T/I,"LeH'I‘H(bHKa,TOpa,M (Ay'l‘eH'I‘H(bHKa]U/TH 1 ylpaBJIeHUE 2KU3HEHHbIM ]LHKJIOI\[) COAEPZKUT HOﬂpO6HbIe pe-
KOMEH,IaIluH 110 peajin3aluu TpeboBaHuil K nudPoBbIM UAeHTU(MUKATOPAM, Ay TEHTHUMUKAIINNA U YIIPABIECHUIO
CECCHSIMU.

Huke npuBeieHbl HEKOTOPBIE PEKOMEH AN 110 OE30MACHON peasIm3alun.

10.2 VYpoBHu ayteHTucpunkaymum

NIST 800-63b omuceiBaer Tpu ypoBHs obeciiedenus ayrentudbukanuu (AAL). Yposens 1 3apesepBupoBan
JIJTsT TIPUJIOYKEHUH TIOHMKEHHOT'O PUCKA, KOTOPBIE HE COIEPKAT MEePCOHATBHBIX MM WHBIX JIMIHBIX JAHHBIX.
11t IepBOTO yPOBHS JIOCTATOYHO OTHOMDAKTOPHON ayTeHTUMUKAITUN, OOBIYHO PEATU30BAHHON Yepe3 MCIIOJb-
30BaHUE TAPOJIs.

10.2.1 VYposeHb 1: lNMaponu
HapOJII/I Ha CaMOM JeJie BazKHBbI. K mum H€O6XO,HI/IMO OIPUMEHATH OIIPpEIC/ICHHBIC IIOJIMTHUKHU, UX XPaHCHUE

JOJI?KHO OBITH 0€30IACHBIM, B HEKOTOPBIX CJIyYasX y IOJIH30BATEJs JTOJ2KHA NUMEThCs BO3MOXKHOCTDH cOpoca
11apOoJId.

TpeboBaHus k naponsam

HapOJII/I JOJIZKHBI, KAK MUHUMYM, COOTBETCTBOBATH CJICAYIOIMUM Tpe6OBaHI/IHMS
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® COCTOSITH U3 8 CUMBOJIOB, €CJIM WCIIOIb3yeTcss MHOTodakTopHasi ayrentudukamus (MPA) u apyrue
MeTObI KOHTPOJIsi. Ecin ucnonb3oBanne MDA He mpejicTaB/isieTcsl BO3SMOXKHBIM, JIJINHY [TapoJisi Heob-
XOJUMO YBEJIMUNTH, KaK MUHUMYM, 110 10 cuMBOJIOB;

e Bce mevyaraeMbie cuMBosibl ASCII, a Takzke cuMBOJI mpobesta, MOMXKHDBI ObITH PA3PEIIeHbl JJIs HCIOJIb-
30BaHUS B 3aIIOMUHAEMBIX CEKPETax;

L] CTapaﬁTer UCIIOJIb30BaTh JJIMHHBIE ITIapOJId U KOJIOBbIE CbpaSI)I;

® OTKaYKUTEeCh OT TPeDOBAHUI K CJIOKHOCTH IAPOJIs, TOCKOJIBKY UX 3 (HEKTUBHOCTD BECbMa OIPDAHUIEHHA.
Bwmecro aroro pekomentyercs ucnosb3oBath MOA wim 6oiee IMHHBIE TTAPOJIH;

e ybeauTech B TOM, YTO HCIOJb3yeMble IIAPOJIM HE HAXOJATCS B CIMCKE PACIPOCTPAHEHHLIX U paHee
CKOMITPOMETHUPOBAHHBIX napoJeil. MoxkHo HacTponTs 6JI0KHPOBKY naposeii u3 Tor-1000 mmm Tor-10000
HanboJIee YaCTO HMCIIOJIb3YEMBIX I1apoJiei, KOTOPbIe COOTBETCTBYIOT yKAa3aHHBIM BBIIIE TPEOOBAHUIAM K
JUINHE ¥ IPUCYTCTBYIOT B CIIMCKAX CKOMIIPOMETHPOBAHHBIX maposeir. CaMmble pacpocTpaHeHHbIE apOo-
JIM MOXKHO HAWTH, Tepelifis mo cieayrormeit cepuike: https://github.com /danielmiessler /SecLists/tree,
master /Passwords

Peanvlsau,vm mMexaHn3ma b6e30nacHOro BOCCTaHOBMEHUS napons

OOBIYHO TPUJIOKEHUS MMEIOT MEXaHU3M, MO3BOJISIONINIA MOJIb30BATE/ M OJYIUTh JOCTYI K CBOEH ydeT-
HOM 3ammucu, ecyim OHU 3a0bLIn aposib. 1Ipu xopormeit opranu3anuu mporecca pa3paboOTKH BOCCTAHOBJICHUST
[1apoJIsi UCIIOIB3YIOTCS IJIEMEHThI MHOTO(aKTOpHO! ayTenTuduranun. Hanpumep, Hajgmdne KOHTPOJIBHOIO
BOIIPOCA, OTBET Ha KOTOPBIN M3BECTEH II0JIb30BATEIO, ¥ OTIIPABKA CIENAIbHO CI€HEPUPOBAHHOI'O TOKEHA HA
YCTPOHCTBO, KOTOPOE IIPMHA IJIEZKAT ITOTB30BATEIIO.

Bousee mogpobuyo nadopmarmio cm. B [lamsrke 110 3a0brTbiM maposisiv u [lamsaTke 110 BRIOOPY U HCIIOJIB30-
BaHUIO KOHTPOJIbHBIX BOIIPOCOB.

Peanusauus b6e3onacHoro xpaHeHus naponei

Yro0bI 06ecIIeunTh HAJIEXKHOCTD ayTeHTU(DUKAINN, B IPUJIOXKEHUU JIOJI2KHO OBITh PeaJIm30BaHO 0Oe301macHoe
XpaHeHre YIeTHBIX JaHHBIX [T0JIb30BaTrerell. Bosee Toro, Heodbxonumo Haandne KpUnrorpaduIecKoil 3amuThl,
4TOOBI [IPY KOMIIPOMETAIMU YUYETHBIX JAHHBIX (HAIPUMEp, IapoJieil) 3JI0yMBIIIEHHUK HE MOI CPa3y Ke
OJIYIUTh K HUM JIOCTYII.

Mpumep xpaneHus naponen 8 PHP

Huzke npusesen npumep 6ezonacHoro xemmposanus napodsieii B PHP ¢ nomompio dynkuun password _hash()
(mocrynHa, HaunHast ¢ Bepenu 5.5.0), B KOTOPOH MO YMOJIYAHUIO UCIOJIB3YeTCsl aJrOpuT™ berypt. B mpumepe
HCIIOJIb3yeTCsi (DAKTOP TPYIOEMKOCTH PaBHbIA 15.

<?php

$cost = 15;

$password_hash = password_hash("secret_password", PASSWORD_DEFAULT, ["cost" => $cost] );
2>

Bousee mogpobryo nadopmaruio cm. B [Tamsirke OWASP 110 xpanenuto mapoJieii.

10.2.2 VYposeHb 2: MuorodaktopHas aytentucpmkauyms (MPA)

Yposeun 2 (NIST 800-63b) 3apesepBupoBan Jijisi IPUJIOKEHUI IIOBBIIEHHOI'O PUCKA, KOTOPBIE COIEPXKAT
«IIOJITBEPKIEHHbIE TIEPCOHAJIBHBIE WJIM MHBIE JINIHBbIE JAHHBbIE, JOCTYIHbIE oHJaiiHy. Ha 2-m ypoBue AAL
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Tpebyercst MHOrogaKTOPHAas ayTeHTU(DUKAIINS, HAIIPUMED, OJIHOPa30Bbie Haposu uiu japyrue ¢gopmbl MOA.

MuorodaxropHasi ayreHTU(MUKAIMS [IPEIIOIaraeT MOATBEPKIeHNEe TOT0, UYTO II0JIb30BATEIb SIBJISIETCS TEM,
KeM OH ceDsl Ha3bIBAET, UCIOJIb3ysl KOMOMHAIIAIO U3:

® UEero-To, M3BECTHOTO MOJIb30BaTe 0 — naposib win [TMH-koxr;
® €Eero-TO, IMPUHAJJIEKAIIETO TI0JIH30BATENI0 — TOKEH WJIN TesiedOH;

® Yero-To, SIBJISIIOIIEroCsi YaCThIO MOJIb30BATE IS — OMOMeTPUIECKUe JaHHbBIE, HAIIPUMED, OTIIEYATOK TaJIb-
na.

HcnonbzoBanue oHOroO euHCTBEHHOrO hakTopa (11aposis) obecrednsaetr cjiadyio 3amury. Muorodakropube
PEeIeHusT TIPEIOCTABIISAIOT DoJiee HAJIEXKHYIO 3AIUTY, TOCKOJIBKY aTaKyoIleMy TpedyeTcs mosydenue 6osee
OJIHOI'O KOMIIOHEHTA, JIJIsI &y TeHTU(DUKAIUN.

Crout 0OTMETUTD, 9TO OHOMETPHSI, UCIIO/Ib3yeMasl B KAUeCTBE €IMHCTBEHHOTO (haKTOPa ay TeHTU(DUKAIIH, CIU-
TaeTCsd HEIPUEMJIEMBIM pellleHneM Jjisi M poBoit ayrenTudukannn. Buomerpudeckne JanHble MOTYT OBITH
[OJIyYeHbl Yepe3 UHTEPHET MJIM IIyTeM ChEMKH 4eJIOBeKa Ha KaMmepy TesjedoHa (HApuMep, JJis HOJLy YeHHst
n300pazkeHns JIMIA) C ero COIJIACHs MM TajiHO; TaKKe OHOIaHHbIE MOT'YT ObITh CHATHI ¢ 00BEKTOB, K KOTOPBIM
PUKACAJICST JeJIOBEK (HAIPUMED, JIsl OJIyUeHNUs! OTIIEUYATKOB IAJIbIEB); KPOME TOTO, JAHHbIE MOTYT OBbITH
HOJIY9€HbI € MCIIOJIb30BAHUEM CHUMKOB BBICOKOIO Pa3pelieHnst (HAIPUMED, JJisl IIOJIyYeHnsl Y30pa PaLy KHOM
0060J109KH Ty1a3a). Buomerpus m0JKHA UCIOIB30BATHCS TOJLKO B COCTaBe MHOIOMAKTOPHOH ayTeHTHhUKa-
UK ¢ HpuMeHeHreM (BU3MYECKOrO CPeJICTBA ayTeHTuduKanuu (9ero-ro, NpUHAJJIEXKAINEro JejoBeky ). Ha-
IIpUMeDP, UCIOJIb30BaHle yCTPOUCTBA /I MeHePUPOBaHUs OJIHOPA30BbIX I1apoJieil, BBOJUMBIX I10/Ib30BaTe/IeM
BPYYHYIO B YCTPONCTBO KOHTPOJIS.

10.2.3 VposeHb 3: AyteHTudmkKaumsa Ha OCHOBe WnppoBaHus

Yposenn 3 (NIST 800-63b) ucnosbdyercst, eciiu Bpe, OT KOMIPOMETAIIUU CUCTEMbI MOXKET HAHECTHU JIMIHBII
yIiepb uian yiepd rocyJIapCTBEHHBIM HHTEPECAM, & TAKYKE IIPUBECTU K 3HAYNTEIbHBIM (DHHAHCOBBIM ITOTEPSIM
U IPak/IAHCKUM UJIM YTOJIOBHBIM IIpaBoHapytienusiM. /liist 3-ro ypoBHs Tpebyercs ay TeHTUMDUKAIHS, «OCHO-
BaHHAs HAa [TOITBEPXKIEHUN O0JIaJaHNs] KJIFOUOM Yepe3 IIPOTOKOJI mudpoBanus». JJaHHBII THIT KCIIOIB3YeTCst
JIst obecrieyeHrsl HAUBBICIIIETO YPOBHS HAJEXKHOCTH ayTEeHTU(MUKAIMN U, KAK [IPABUJIO, Pean3yercs Jepes
aImapaTHble MOMILYJIH UM POBAHUS.

10.3 VYnpasneHune ceccusimm

Ilocne ycnemmnoit ayTeHTRMUKAIIN TOJIB30BATES IPUIJIOKEHNE MOKET OTCJIE2KUBATH U COXPAHATH €r0 ayTeH-
TUMDUIUPOBAHHOE COCTOSIHIE HEKOTOPOE BPEMsi. DTO TO3BOJISIET MIOJIB30BATEIIO ITPOJIOJIZKATH PAbOTy ¢ IPUJIO-
JKeHueM 0e3 TIOBTOPHOI ayTeHTH(MUKAIIH ITPU KaXK IOM ITOC/IeLyoIeM 3amnpoce. KOHTPOIb TAKOTO COCTOsTHUST
Ha3bIBAETCS Y IIPABJIEHAE CECCUSIMU.

10.3.1 CospaHue n 3aBepLueHUe Ceccuii

CocrostHre 0JIb30BaTE sI KOHTPOJIUPYETCs depes3 ceccuu. LIpu cTaHgapTHOM yIpaBJieHHH BeO-CeCcCusiMu OHH,
KaK IIPaBUJIO, XPaHsTCs Ha cepBepe. [losib3oBaTesio mpeocraBisieTcst UIeHTH(DUKATOP CECCUU, IO KOTOPOMY
OH MOXKeT OIPEJIeINTh, KaKas CecChus Ha CTOPOHE CEPBEPa COJIEPKUT KOPPEKTHBIE JaHHBIE O II0JIb30BaTe-
se. Kimmenty Tpebyercss TOMBKO MAEHTU(MUKATOD CECCUM, BaXKHBIE CEPBEPHBIE TAHHBIE O CECCAU KJINEHTY He
IPEIOCTABIISIOTCS.

Bot neckosibko TpeboBaHnMit, KOTOPBIE CIEAYET YIECTh IIPHU CO3AHUHN WA PEAJIN3AINA MEXaHU3MAa yIIPaBJie-
HUS CECCUSIMMU:

® UICHTU(DUKATODP CECCAU JOJIKEH OBITH JJIMHHBIM, YHUKAJIBHBIM U CJIyYaiHBIM;
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® IIPHUJIOXKEHUE JIOJIPKHO CO3/aBaTh HOBYIO CECCHUIO WJIM, KAK MUHUMYM, MEHATHh MJIeHTU(MOUKATOP CECCUU
[IpU TIEPBUYHON U TIOBTOPHON ayTeHTU(MDUKAIINHN;

e Jisl KaXKJOH ceccuu JOJKHO ObITh yCTAHOBJIEHO BpeMs HpocTos (6e3meficTBus) U BpeMs CyIIECTBO-
BaHMs, TOCJTIE KOTOPOTO TMOJb30BATEIN JOJKHBI MOBTOPHO MPOXOAUTDH MPOIEAYPY ayTEeHTU(PUKAIIAMN.
Bpemsa oxumanus J0KHO OBITH 0OpATHO TPOMOPITHOHAILHO BasKHOCTH 3aIlUIIAEMBIX TaHHDIX.

Bonee nonpodbuyro nndopmaruio cm. B [lamsarke 1o yupasiennio ceccusivu. J{omogHUTEbHBIE TPEOOBAHUST
K YIPaBJIEHUIO CECCUSIMU COJIEp:KaTCst B pasjene 3 crangapra ASVS.

10.3.2 Kyku-daiinbl 6pay3sepos

Kyxku-daitnbr ncmons3yores 1y Xpanenns: HACHTH(MUKATOPOB CECCUil B BEO-IIPUIOKEHUAX CO CTAHIAPTHON
CXeMO#1 yIpaBJIeHUs CECCUSIMHU. BOT HECKOJIBKO COBETOB I10 0DeCIeYeHnIO OE30IIaCHOCTH IIPY UCIIOJIH30BAHUN
KyKu-aitios:

® KOr/a KyKu-hailyibl UCIOJIB3YIOTCsI i KOHTPOJIsI CeCCUil ayTeHTU(UIIMPOBAHHBIX 0JIb30BaTEelH, J10-
CTYT K HUM JIOJIZKE€H OrPAHMYINBATHCS MIHUMAJIHLHBIM HAOOPOM JTOMEHOB U IIyTel, a TaKyKe OHU JOJIZKHBI
CTAHOBUTBHCS HEJIEHCTBUTENbHBIMU CPa3y WM BCKOPE MOCJe OKOHYAHUSA CPOKA JeMCTBUS CECCHUH;

® JT0/7KeH OBITH YCTAHOBJIEH (bjIar secure, 00ECIeInBAIONINI epeiady JTaHHBIX TOJBKO M0 6€30IIaCHOMY
kamaxy (TLS);

e rnoykeH ObITh ycTanosieH duar HttpOnly, npemoreparmatonuit foctyn K KyKu-daiiaaM ¢ ITOMOIIBIO
JavaScript;

e robasisieHne aTpubyTOB «samesitey K Kyku-dailsiaM IIPeIOTBPAIIAET OTIPABKY HEKOTOPBIMHU COBDE-
MEeHHBIMU Opay3epamMy KyKu-(haitjioB ¢ MeKCAfTOBBIMU 3aIIPOCAMU, & TaKKe 00eCIIeUnBaAET 3AIUTY OT
MEKCANTOBOI IO/IMEHBI 3aIIPOCOB M YTEYKH JIAHHBIX.

10.3.3 TokeHbl

Ceccum Ha CTOpOHE CepBepa MOTYT ObITH OIpaHUYEHBI JJIs HEKOTOPBIX (opm ayrenTuduranuu. «CiryKObI
6e3 COXpaHEHUsI COCTOSTHUST» MO3BOJISIOT YIIPABJISITH JAHHBIMUA CECCUNl HA CTOPOHE KJIMEHTA, YTOOBI TIOBBICUTH
[IPOU3BOJINTEILHOCTD, & TAKXKe CHU3UTHh HATPY3KYy Ha CEPBEp B YaCcTH XPaHEHWsl W KOHTpOJIsi ceccwit. [o-
JIOOHBIE IPUJIOYKEHNUsI, «0€3 COXPAHEHUsI COCTOSTHUST», CO3/IAI0T KPATKOBPEMEHHBIE TOKEHBI JIOCTYIIA, KOTOPbIE
HCIOJIB3YIOTCS TI0CHIe TTIPOXOXKIEHUS [T0JIH30BaTeIeM ayTeHTH(MUKAINN JJI TPOBEPKH KJIMEHTCKUX 3aIIPOCOB
(6e3 oTHPABKU yUETHBIX JIAHHBIX).

10.3.4 JWT (Beb6-TokeHbl JSON)

Be6-rokerbt JSON (JWT) npencrassitor orkpbiThiii crasgapr (RFC 7519) KOMIIAKTHOrO U caMom0CTaToq-
HOTO crocoba 6e30macHOl mepegadyn JaHHbIX MeXK Ty KjmeHTamu ¢ nmoMoibio JSON-06beKkToB. DTH JaHHBIE
MOI'YT OBITH IIPOBEPEHBI U TMOATBEPKIEHBI, TOCKOJIBKY UMEIT IudpoByto moanuck. JWT-TokeHb cO31at0TCst
BO BpeMs ayTeHTH(MUKAIMK U IPOBEPSIOTCS CepBEePOM (UM cepBepaMu) Iepe] HadaaoM 06paboTKY JAHHbIX.

Ilocne cozmanus Tokenst JWT, Kak mpaBusio, He COXpaHSIOTCS HA CepBepe, a mepenaiorcs kianeHty. Ilemgoct-
HOCTb TOKEHa KOHTPOJIMPYETCs 1P POBOIl TOAIUCHIO0, KOTOPasi II03BOJISIET BIIOCJIEICTBUU IIPOBEPUTH JAEHCTBU-
TeJIbHOCTh U oTcyTcTBHe Momudukauii JWT-TokeHa.

Tlonob6mbIil momx0r HE TPEOyeT COXpaHEHUs COCTOSIHUS U O0ECIeYnBAET aBTOHOMHOCTH, ITOITOMY OTJIMIUS B
TEXHOJIOTUAX KJIMEHTa U cepBepa He MeIllaloT UX B3auMOJIeliCTBHIO.
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10.4 BuwumaHunel

ITudposbie naeHTHGUKATOPDI, Ay TEHTU(MOUKAIAST U YIPABICHNAE CECCUSIMU — ITO CJIOXKHBIE U OOITUPHBIE Te-
MbI. 3/1eCh Mbl PACCMATPUBaEM JIUIIL BepIIUHY aiicbepra nudpoBoit niaenTuduKanuu. YoeauTech, 9To pea-
JIn3aIyeil peleHuii, CBSI3aHHbIX C UIeHTU(UKAINEH, 3aHUMAETCsT Balll CAaMbIil CIIOCOOHBIM U OTBETCTBEHHBIN
UHXKEHED.

10.5 lNpepoTBpauwiaembie ysi3BMMOCTHU

e Tor-10 OWASP 2017 - A2: Hejoctarku ayTeHTH(MOUKAINNA U YIIPABICHIS CECCUAMU

e Tor-10 OWASP 2014 (mobuibHbIe yerpoitcrsa) - M5: HenasiexkHasi aBropusanust 1 ay TeHTU(OUKAIST

10.6 Ccbinkn

o [Tamarka OWASP: Ayrentudukarms

o [Tamsarka OWASP: Xpanenue napoJeit

o [Tamsirka OWASP: 3abbiThiil 1apoJib

o [Tamsarka OWASP: Beibop u ucroib3oBaHne KOHTPOJbHBIX BOIIPOCOB

o [Tamarka OWASP: Yupasisenue ceccusivu

o [Tamsarka OWASP: /Iisa paspa6oruukos iOS

e Pyxkosogcrso OWASP 1o Tecruposanuio: TectupoBanue ayTeHTHMDUKAIINA

e Cruenumanbnuoe uzganue NIST 800-63 (Penaxius 3) - Pykosoacrso 110 1udpoBbiM uieHTudbUKaATOPAM

10.7 NHcTpymeHTbI

o [Tsnuesn Muccnep (Daniel Miessler): Haubosee dacro Berpevaromuecs naposu <https://github.com/
danielmiessler /SecLists/tree/master /Passwords>*
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[naBa ]_ ]_

C7: ObsizaTenbHbIli KOHTPOAL AOCTYNA

11.1 OnwucaHue

Kourposs gocryna (mim ABropusaliys) 3aK/II09aeTcsd B PA3PEIIeHH WK 3alPEIIeHnH CIeluduIecKux 3a-
IIPOCOB, TIOCTYIIAIOIIUX OT II0JIb30BaTEJIEH, TPOrPaMM HJIX IIPOIIECCOB, & TaKXKe IIPeIosiaraeT Bbl1ady U OT3bIB
TO/TIOOHBIX IPUBUJIET .

Heobxomumo orMeruThb, 9To aBropusanus (IOITBEPKICHUE IIPABA JIOCTYIA K CHEUAJIbHBIM (DyHKIUIAM M1
pecypcaMm) He paBHseTCs ayTeHTUudUKAIMU ([OATBEPXKIEHUIO JIMIHOCTH).

KonTposs jgocryira 06b19HO 3aTparuBaer 0oJIbIIMHCTBO pa3/iesios [10, B 3aBUCUMOCTH OT CJIOXKHOCTH CUCTEMBI
KOHTpOJIst jmocTtyna. Hampumep, ynpasiieHre MeTaJIaHHBIMUA KOHTPOJIS JOCTYIa WX KIIIUPOBAHUE s Tie-
Jieit MacITabupPyeMOCTH OOBITHO ABJISIOTCS JOMOJTHUTEIbHBIMI KOMIIOHEHTAMU CHCTEMbI KOHTPOJIS JIOCTYIIA,
KOTOpbIE€ HEOOXOIMMO CO3aBaTh mWin 00CTyKuBaTh. CyIIeCTBYeT HECKOIHKO PA3HBIX MOIXOI0B K KOHTPOJIIO
JOCTyIIa:

e usbuparenbHoe yrnpasienne gocrynoM (DAC) — npeanosnaraer orpaHnyeHre 1O0CTyTIa K 00beKTaM (Ha-
npumep, GailjaM WM 3JeMEeHTaM JIAHHBIX) HA OCHOBE WJIEHTU()HUKATOPA, & TAK¥Ke HPUHIIUIA <HEOO-
XOJMMOTO 3HAHUs» CyObEeKTOB (HAIPUMED, I10JIb30BaTe/ell UM IIPOIECCOB) U/WJIU TPYII, KOTOPHIM
[IPUHAJIEKAT 00 BEKTHI;

e manzarHoe yupassenue jgoctyiom (MAC) — mpejosnaraer orpaHudeHue JOCTyIIa K CHCTEMHBIM pe-
cypcaM Ha OCHOBe BayKHOCTHU (OIpejiesisieMoil MeTKaMu) JAaHHBIX, COJEPIKAIUXC B 9TUX pecypeax, U
dopmabHBIX ToTHOMOUHIE (T. €. AOIyCKa) MOJIb30BaTeIel Ha JOCTYI K NHMDOPMAIUH, YKA3AHHON BayK-
HOCTH;

e posieBast Mozeib yupasienus gocrynom (RBAC) — upeamosaraer KOHTPOJIb JOCTyIIa K PeCypcaM Ha
OCHOBE POJIeil, OTPEIEIAIONTIX Pa3peNIeHHbIe IEHCTBUI C PecypcaMu, a He Ha OCHOBE HJEHTH(MDUKATOPOB
CyObEKTOB;

e yipanjieHue JgocTynoM Ha ocHoBe arpubyToB (ABAC) — npenmosiaraer paspelieHue WU 3alperne-
HU€ 3aIPOCOB IOJIb30BATENIsI, NCXOAd U3 AaTPUOyTOB IOJB30BATENS W ATPUOYTOB OOBEKTA, & TaKKe
9JIEMEHTOB OKPY2KEHUsI, KOTOPbIE MOTYT OIPENeNIAThCS TVIODATHHO U OBITH OoJiee PesIeBAHTHBIMU ISt
HIpUMeHIEeMBIX ITOJIUTHK.
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11.2 MpuHuMNbl co3gaHna CNCTEM KOHTPOJSt AOCTyna

Cremytomue TpebOBaHUS K TPOEKTUPOBAHUIO CHCTEM KOHTPOJIST JIOCTYIIA HEOOXOINMO YINTHIBATH HA HAYAIb-
HBIX CTAJUAX Pa3pabOTKU IPUIOKEHUS.

11.2.1 1) MpoekTupyiitTe TwaTenbLHO 1 3apaHee

Tlocne BBIGOpPa MO KOHTPOJIsI JIOCTYIIA IIPOIECC MepepabOTKU MPUJIOKEHUS B COOTBETCTBUU C HOBBIM
abJI0HOM OOBIMHO OTHMMAET MHOTO CHJI M BpeMeHH. KOHTPOJIb HOCTYIA SIBJISAETCS OJHUM U3 OCHOBHBIX AC-
TIEKTOB ObecIiedeHus 6e30MaCHOCTH MTPUIOKEHHUsT, KOTOPDIH HEOOXOIMMO TIMATETHHO U 3apaHee IpopadoTaTh,
0COBGEHHO TIpU peann3anuu TpebOBaHUi MyJbTUTEHAHTHOCTH W TOPU3OHTAJIBHOTO (3aBUCSIIIETO OT JIAHHBIX)
KOHTPOJIs JOCTYIIA.

IIpoekT KOHTpOJIST HOCTyIAa MOXKET HAYMHATHCS IIPOCTO, HO 3a4aCTYIO IPEBPAIIAETCS B CJIOXKHYIO W MHO-
royHKITMOHAJIBHYIO CUCTEMY KOHTPOJIsi besonacHocTu. [Ipu omernke Bo3MoxkHOCTEH (DPEHMBOPKOB B 9acTH
KOHTPOJISI JIOCTYTIa yOEIUTeCh B TOM, YTO OHHU TO3BOJIST BaM AJAITHPOBATH KOHTPOJb JOCTYIIA IO CBOU
HYKJIBL.

11.2.2 2) HanpaBnsiiTe Bce 3anpocbl Yepe3 CUCTEMY KOHTPOAs AOCTyna

Vb6equrech, YTO BCE 3aIPOCHI IIPOXOJAT IIPOBEPKY HPAB JIOCTyIA. LeXHOJOTUN, TaKhe KakK Java-(uiaIbTph
WIN APYTHAE MEXAHU3MbI AaBTOMATHIECKO 00PabOTKH 3aIIPOCOB, SIBJIAIOTCSH MICATbHBIMA IIPOIPAMMHEHBIME ap-
TedaKTaMU, IOMOTAIOIIMMEI 00ECIEIUTh TPOBEPKY KOHTPOJIS JOCTYIIA BCEX 3AIIPOCOB.

11.2.3 3) 3anpewaiiTe 4OCTYN NO YMOJ4YaHUIO
SanpeT 110 YMOJI9aHUIO O3HAYAET, YTO €CJIX 3alIPpOC HE Pa3pelleH ClIEIINa/JIbHO, TO OH OTKJIOHAETCH. EcTb MHOrO
CHOCO6OB pean3danuu JaHHOI'O IIpaBuJia B KOAE ITPUJIO2KECHUA. Huke IIpeJacTaB/IeHbl HEKOTOPbIE U3 HUX.

1. TlpumoxkeHre MOXKeT BBIJABATH ONIUOKY M UCKJIIOUEHNE IPU 00pabOTKe 3aIIpOCOB HA MIPEIOCTABIICHNE
nocryma. B momoOHBIX CIydasx B JOCTYIIE JOIKHO OBITH OTKA3aHO.

2. Ilpu coznanuu aJIMUHECTPATOPOM MJIXA II0JI30BAaTEEM HOBOI YYETHON 3aliCH 9Ta yYeTHA 3alUCh II0
YMOJIIAHUIO JIOJI?KHA UMETh MUHUMAJIbHBII MJIN HyJIeBOi HAOOD IIpaB JIOCTYIIA, IOKA STH IIpaBa He Oy Iy T
Ha3HaYeHbI.

3. Ilpu nobaBennn HOBOI (DYHKIHMM B MPUIOXKEHWE HUKTO M3 IIOJb30BaTEsEH HE TOJ2KEH WMETH IIPaBa
HCIO0JIb30BaTh €€ JI0 BBIIIOJIHEHUs COOTBETCTBYIOIIe! HACTPONUKM.

11.2.4 4) MpuHuUMN MUHUMANbHBIX NPUBUIETUA
y6eﬂI/ITer, Y9TO BC€ IIOJIb30BaTe/In, IIPOrpaMMbl UJIN ITPOIECChI UMEIOT MUHUMAaJIbHbIEC UJIN TOJIBKO H€O6XO,HI/I-

Mble TpaBa JIOCTyIa. BHUManne: HEKOTOPbIe CUCTEMBI He TIO/IIEPKUBAIOT HACTPOUKY JIETAIHHOTO YITPABICHUT
JOCTYIIOM.

11.2.5 5) He ncnonb3yiiTe »eCcTKO 3aKOANPOBaHHbIE POM

MHorue cpejicTBa CO3MaHUs IPUJIOKEHUI 10 YMOTYAHUIO UCIOJIb3YIOT POJIEBYIO MOJIEb YIIPABJIEHUS JOCTY-
oM. B Koze MHOTMX TIPUJIOYKEHUI HE PEJIKO BCTPEYAOTCsl IIPOBEPKU TOI0OHOTO PO/JIa.
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if (user.hasRole("ADMIN")) || (user.hasRole("MANAGER")) {
deleteAccount () ;

Hy>kHO OBITH OCTOPOKHBIM IIPU KCIIOJIB30BAHUU POJIEBOH Mojies B Kojie. OHa MMeeT CJie/Iyioniue OrpaHnde-
HUS ¥ PUCKU.

e [IporpaMMupoBaHUEe ¢ HCIOIB30BAHNEM POJIEBOI MOAENH — JIeJI0 PUCKOBaHHOe. JIerko co3maTh HEKOpP-
PEKTHYIO WX MPOIMyCTUTH IPOBEPKY POJeil B KOJIe.

o IIporpaMMupoBaHue C HCIIOJIB30BAHUEM DPOJIEBOI MOJEIN HE HOJJIEPKUBAET MYJIbTUTEHAHTHOCTH. Vc-
TI0JIb30BAHUE POJIEBON MOJIE/IM B CUCTEMAaX PAa3HBIX 3aKA3YNKOB MOTPEOYeT CO3JaHUSI OT/ICILHON BETKH
KOJIa WU J00aBJIEHUsI OTIIEJbHBIX IIPOBEPOK JIJIsT KAYXKJOTO 3aKA39YMKA.

e [IporpamMMupoBaHme C UCIIOIB30BAHUEM POJIEBOM MOJIEIN HE TOIEPKUBACT 3aBUCSIIEE OT JTAHHBIX N
TOPU30HTAJIBHOE YIIPABJIEHUE JJOCTYIIOM.

e Jlnsa GoJtbIiux 6a3 KO/Ia ¢ MHOXKECTBOM IIPOBEPOK IIPAB JIOCTYIIA OBIBAET CJOYKHO ITPOBOJIUTH ayAUT WU
MIPOBEPSATH MOJIUTUKY YIIPABJIEHUS JOCTYIIOM BO BCEM IIPUJIOZKEHIH.

Bwmecto aroro monpo0byiiTe UCIIOIB30BATE CJEAYIONIHI CIIOCOD YIIPABIEHNS JTOCTYIIOM:

if (user.hasAccess("DELETE_ACCOUNT")) {
deleteAccount () ;

Tlono6HBIE MPOBEPKHU MpaB JIOCTYIA HA OCHOBE aTPUOYTOB WJIM KOMIIOHEHTOB MOTYT CJIY?KUTh OTIIPABHOM
TOYKOW JIJIst CO3IAHUsI XOPOIIO CIIPOEKTUPOBAHHON M MHOrOMYHKIMOHAJIBHON CACTEMBI YIIPABJIEHUS JOCTY-
oM. [TomobubIit T TpOrpaMMUPOBaHNS B JajIbHENIIIEM obeciiednT Oojiee THOKYIO KACTOMU3AIINIO KOHTPOJIST
JIOCTYTIA.

11.2.6 6) Peructpupyiite Bce cobbiTUsl, CBSA3aHHblE C KOHTPOJIEM AOCTyna

Bce HeyJadHbl€ IIOIIbITKHU IIOJIydYeHUd JOCTYIIa JOJI2KHBI PErUCTPUPOBATHCA, ITOCKOJbKY OHU MOI'yT CJIY2KUTbH
OPU3HAKOM ITONUCKA 3JIOYyMBINIJIECHHUKOM yHBBI/IMOCTefI B IIPUJIO?KEHUN.

11.3 lMNpepoTBpawaemble ya3BumocTun
e Tomn-10 OWASP 2017 - A5: HemocTarkun KOHTPOJIS JTOCTYIIA,

e Ton-10 OWASP 2014 (mobuibnble yerpoiicrsa) - M5: Henanexxuag apropusanus u ayTeHTH(MUKALIA

11.4 Ccbinkn

o [Tamsarka OWASP: Kourposs mocryma
o [Tamsarka OWASP: /g paspaboruukos iOS - Henanexknas apropusanust u ayTeHTH(OUKAIUST

e PykoBogcro OWASP 1o recrupoanuto: TectupoBaHue aBTOpHU3aIiu
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https://www.owasp.org/index.php/Top_10-2017_A5-Broken_Access_Control
https://www.owasp.org/index.php/Mobile_Top_10_2014-M5
https://www.owasp.org/index.php/Access_Control_Cheat_Sheet
https://www.owasp.org/index.php/IOS_Developer_Cheat_Sheet#Remediations_5
https://www.owasp.org/index.php/Testing_for_Authorization
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11.5 NucTpymeHTbl

e OWASP ZAP c monosHuTE/IbHBIM KOMIIOHEHTOM it TecTupoBaHusi KOHTPOJIS JIOCTYIIA
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https://www.owasp.org/index.php/ZAP
https://github.com/zaproxy/zap-extensions/wiki/HelpAddonsAccessControlConcepts

[naBa 12

C8: lNoBcemecTHas 3awWmTa JaHHbIX

12.1 OnwucaHue

Koudunennpanbabe gaHHbIE, TaKMe KaK [IapoJid, HOMEPa KPEIUTHBIX KApT, MEJIUIMHCKHUE 3aIlUCH, [TePCO-
HaJIbHBIE TaHHBIE U KOMMEPYECKHE TAHBI TPEOYIOT JIOTIOJTHUTEIHHON 3aIUThI, OCOOEHHO €CJIN OHU TOIIAIAI0T
IO/ JIEHCTBYE 3aKOHA O HENPUKOCHOBEHHOCTH JIAHHBIX, HarnpuMep, Obmero peramenta EC o 3ammure man-
ueix (GDPR), nim 3akona o 3amure (hbUHAHCOBLIX NAaHHBIX, HanpuMep, Craniapra 6e30IIACHOCTH JIAHHBIX B
cdepe mnarexnbix kapr (PCI DSS).

3JIOyMBIIIJIEHHUKA MOI'YT IOXUTUTH JIaHHBbIE U3 BeO-IPUJIOKEHUN U BeO-CJIy>KO MHOXKECTBOM Pa3HBIX CIIO-
coboB. Hampumep, arakyrommii MOXKeT MOAKIIOYATHCSA K O0IIeil OeCpoOBOMHON CeTH W TPOCMOTPETH WU
IOXUTHUTh KOH(MUIEHITNAIBHBIE [JaHHbIE IPYTUX [TOJIH30BATEEH, €CJIN OHU IEPEIAIOTCS Yepe3 Hebe30macHoe
WHTEPHET-TTOJIKTI0YeHre. TakrKe 3JI0YMBIIIEHHIK MOYKET HCII0JIb30BaTh BHEApenne SQL-koja, 9robbl moxm-
TUTH [IAPOJIM U JPYTUe YYETHbBIE JaHHbIE U3 IIPUJIOXKEHN, & 3aT€M BBLJIOXKHUTH UX B OTKPBITHINA JIOCTYII.

12.2 Knaccudpmkayums gaHHbIX

Heobxommmo kiraccudumpoBars JaHHBIE B BAIIEH CHCTEME U OIPEIEIUTh K KAKOMY YPOBHIO KPUTUIHOCTHU
OTHOCUTCsT KayKIbIil OJIOK maHHbIX. Kak/1as KaTeropus JaHHBIX 3aTE€M MOYKET ObITh COOTHECEHA C MPABUJIA-
MM 3aIUTHI, OIPEIEIIeMbIMU [JIsI KaXKJIOT0 yPOBHs KpuTudHocTH. Hampumep, mybiandnas MapKeTHHIOBas
nHMOpMAaIUsI, He sABJSIONAsICTd KOHMUIEHIINATILHOM, MOXKET ObITh OTHECEHA K ODIIEIOCTYITHBIM JIAHHBIM, KO-
TOpbIe MOXKHO pa3MelaTh Ha o0IIeocTymHOM caiire. Homepa KpeJIMTHBIX KapT MOXKHO OTHECTH K IEPCO-
HaJIbHBIM JAHHBIM II0JI30BaTe e, KOTOphIe TPEOYIOT Mu(POBAHUS TP UX XPAHEHUU UJIU IEepPeJade.

12.3 LLincdpoBaHne nepegaBaemMbix OaHHbIX

IIpu mepenade KouUIEHIINATILHBIX JAHHBIX Yepe3 JTI0OYI0 CeTh HEOOXOIMMO MPUMEHITH CKBO3HYIO 3aIllUTy
coequHennit (nim mmdposanue). TLS, 6e30roBOPOTHO, SIBJISETCS CAMBIM PACIIPOCTPAHEHHBIM U MOJIEPIKI-
BaeMbIM KPUIITOIPADUIECKUM [IPOTOKOIOM, 00ECIIETHBAIOINIIM 06€301acHOCTb coenuennii. OH UCIOIb3YeTCs
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BO MHOrUX cdepax (BebG-upuiorkeHus, Be6-ciIyKObl, MOOUIIbHbIE IIPHJIOYKEHNUs) JJisd OE30IaCcHOi Iepeiadn
JaHHBIX 110 ceTu. st obecrieuenust besonacuoctu coenuaennit TLS HeoOX0IUMO MpaBUJILHO HACTPOUTh.

OcHoBHas mosib3a ot nporokosa TLS — 310 3amura JaHHBIX BEO-NIPUIIOXKEHU OT HECAHKIIMOHUPOBAHHOTO
JIOCTYIa ¥ U3MEHEHUIi [IPK UX liepejiade Mexk/y Kiuentamu (BeG-Opay3epaMu) U cepBepOM BeO-IIPHUIIOKEHNs,
a Tak»Ke MEeXKJy CePBepOM BeO-IPHUJIOKEHNS U BHYTPEHHUM CEPBEPOM WA JIPYTHMH, HE OTHOCSIIUMICT K
6pay3epy, KOMIIOHEHTaMU OPraHU3AIIUN.

12.4 LLindpoBaHne xpaHUMbIX OaHHbIX

IlepBoe mpaBmiio ympaBieHns: KOH(MDUIECHIINAJTBHBIMI JaHHBIMI — U30€raTh XpaHeHUs! KOH(MUICHITNATBHBIX
JAHHBIX, KOTJa 9TO BO3MOXKHO. Ecam coxpaHaTh KOH(MpUIEHITNAIbHBIE TaHHbBIE HEOOXOINMO, TO YOeanTech B
HaJIMYUU Y HUX KPUITOrPadUIecKoii 3allUThl OT HECAHKIIMOHMPOBAHHOIO JOCTYIIa U U3MEHEHUIA.

Kpunrorpadust siByisiercst oaHON M3 caMbIX II€PeIOBBIX 00JacTeil mHMOPMAIMOHHON 0e30MacHOCTH, ee II0-
HUMaHUe TpebyeT OOIMMPHBIX 3HAHWI W OIBITA. TPYIHO BHIOPATH KAKOE-TO OJHO €JIUHCTBEHHOE peIleHue,
ITOCKOJIBKY CYIIECTBYET MHOXKECTBO PAa3HBIX ITOJIXOJ0B K IMMH(MPOBAHUIO, KAXKIbI M3 KOTOPBIX MMEET CBOU
MIPENMYIIECTBA W HEJOCTATKH, KOTOPBIE BeO-apXUTEKTOPHI W BeO-pa3spabOTINKN JOIKHBI Y€TKO MOHUMATD.
Bonee Toro, cepresnoe KpunrorpaduiecKoe NCCIeI0BaAHNE OOBITHO OCHOBBIBACTCA Ha BDLICIIENl MaTeMaTHKe
U TEOPUU YUCeJ, YTO CO3/IaeT BBICOKUI BXOJHOI IIOPOTI.

Instead of building cryptographic capability from scratch, it is strongly recommended that peer reviewed
and open solutions be used, such as the Google Tink project, Libsodium, and secure storage capability built
into many software frameworks and cloud services.

12.4.1 MobwunbHblie npunoxeHusa: BezonacHoe nokanbHoe XpaHeHMe AaHHbIX
MO6I/I.J'H)HI)I€ IIPUJIOZKEHUA IIPEeJCTaBJIAOT OCO6yIO TPYIIILy PHUCKa YTE€YKHU JTaHHbIX, IIOCKOJIBKY MO6I/I.J'II)HBIe
YCTPOMCTBA PETYJISPHO TEPSIOTCA U BOPYIOTCsI, HO IIPU ITOM COIEPKAT KOH(MUIEHINAJbHBIE JaHHBIE.

Ha mobumpaBIX yeTpoiicTBax HEOOXOAUMO XPAHUTH MUHUMYM JaHHBIX. HO eciim BaM HEOOXOINMO XPAHUTH
KOHMUIEHIATbHBIE JAHHBIE HA MOOUILHOM YCTPOMCTBE, TO 3TH JIAHHBIE JOJIXKHBI XPAHUTHCS B CHEIUATHLHOM
KaraJjore, B Kaxk10ii mobusibaoit OC on cBoit. B AHznpouse sTo Oyaer xpanuiniie Kioodeir Android, a 8 10S
— cBs13Ka kJiroueit 108S.

12.4.2 XKU3HEHHbIV LUK KJoYeln

CekpeTHbIe KJIIOYU UCIOIB3YIOTCS B IMPUJIOXKEHUSIX [JIsi HECKOJbKUX meseii. Hampumep, ceKperHble KIIOUn
MOT'YT HCIIOJIB30BATHCS 1T mofnucu TokeHoB JW'T, 3aIruThl KpeAUuTHBIX KapT, PA3IUIHbIX (OPM ayTEeHTH-
dbukammmn, a TakxKe 1 Apyrux yHKIHi obecevdenns 6€30MaCHOCTH KPUTUIHBIX JaHHBIX. [Ipu ympasaennn
KJIFOUaMU IPUIEPIKUBANRTECH CJIEYIOIMNUX TPABIIL:

e obecrieubTe 3AIMUTY CEKPETHBIX KJII0Uel OT HECAHKITMOHUPOBAHHOIO JOCTYIIA;

® XpaHHUTE KJIIOYU B COOTBETCTBYIONIEM XPAaHUJIHIIE, KAK 3TO OIIMCAHO HUKE;

® JICIIOJIB3yiiTe HE3aBUCUMBIE KJIIOUH, KOIJa TPEOYIOTCS HECKOJIBKO KJII0Yeit;

e pea/U3y#Te BO3MOXKHOCTH 3aMEHBI AJITOPUTMOB U KJIIOUEH, TPU HEOOXOIUMOCTH;

(] peaJII/I3yIU/ITe B IIPUJIO2KEHNU MEXaHU3M CMEHBI KJIIOYEn.
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https://github.com/google/tink
https://www.libsodium.org
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12.4.3 VYnpasneHune cekpeTamun B NPUIOKEHUN

IIpuoxkenns: comepkaT OrpOMHOE KOJTUIECTBO «CEKPETOBY», HEOOXOIMMBIX JIJIs BBIIOJHEHHUsI TPOBEPOK 0e3-
OIIACHOCTH, HAIpUMep, cepTudukarsl, naposn SQL-coenunenuil, yaeTnble JaHHbIE CTOPOHHUX CJIYyKO, Mapo-
s, SSH-kioun u krroun mmdpoBanust. HecaHKIIMOHNPOBAHHOE pa3TriIallleHne WId U3MEHEHIE STUX CeKPETOB
MOXKET IIPUBECTH K TTOJTHOM KOMITPOMETAINH CUCTEeMbBI. [Ipu ypaBiennn ceKpeTaMu B IPUJIOKEHUSIX TTPUJIEP-
2KUBAMTECh CJIEIYIONINUX ITPaBUIL:

® He XpaHWTE CEKPETHbIE KJUYM B KOJE, (baitlax KOHMUryparun, a TakKe He IepeaBaiiTe ux depes
mepemenubie okpykenusi. Vcnons3yiite GitRob man TruffleHog st moncka cekperoB B pernosuropusix;

® TICITOJIB3YITE JIJIsT KJTIOU€eil U MPOYNX CEKPETOB YPOBHSI IIPUJIOXKEHUsT CIENMaIbHbIe XPAHUIIHIINA, HAIIPH-
mep, KeyWhiz , mpoekr Vault or komnanuu Hashicorp mim Amazon KMS, obecnednBaroiue 6e3omac-
HOCTBb XPAaHEHUs U JOCTYIIa K CEKPETHBIM KJIF0YaM BO BpeMsi pabOThI IPUIOXKEHUSI.

12.5 lMNpepoTBpawaemble ya3BumocTun

e Tor-10 OWASP 2017 - A3: Pasriamenne KoH(MUIEHITTAIbHBIX JAHHBIX

e Ton-10 OWASP 2014 (mobuibnble yerpoiicrsa) - M2: Hebesonacnoe xpaHeHue JJaHHBIX

12.6 Ccbinkn

o [Tamsarka OWASP: 3amura TpaHCIOPTHOIO YPOBHS

e Ivan Ristic: Pekomenmanum no peaymsanun SSL/TLS

o ITamarka OWASP: Tlpunyaurensuoe ucnonbzosanune HTTPS (HSTS)

o [Tamsarka OWASP: Xpanenne B 3ammudpoBaHHOM BHJIE

o [Tamsrka OWASP: Xpanenne napoieit

o [Tamsarka OWASP: [Insa paspaborunkos i0OS - Hebezonacuoe xpanenue gaHHBIX

e Pyxkosogcreo OWASP 1o recruposanuio: Tectuposanue TLS

12.7 NHcTpyMeHTbI

e SSLyze — unTepdeiic KOMaHHONW CTPOKH U OUOJIMOTEKa JJIsi CKAaHUPOBaHUs KoHpUryparmit SSL
e SSLLabs — 6ecrutarnas ciryxk6a jjig ckanupoBanus u npoepku koudurypanuit TLS /SSL
o OWASP O-Saft TLS Tool — uncrpyment miist recrupoBanus TLS-coenunermii

e GitRob — MHCTPYMEHT KOMaHIHOM CTPOKU JIJIsl IIONCKA KPUTUYHBIX JIAHHBIX B OOIIEI0CTYIIHBIX (haiiiax
na GitHub

e TruffleHog — mHCTpYyMEHT 1J18 TOMCKA CJTyYaifHO 3aKOMMUYIEHHBIX CEKPETOB
e KeyWhiz — menemkep ceKpeToB
e Hashicorp Vault — menemxkep cekpeToB

e Amazon KMS — uHCTpyMeHT ympaBjieHus: Kiodamu Ha Amazon AWS
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https://github.com/michenriksen/gitrob
https://github.com/dxa4481/truffleHog
https://github.com/square/keywhiz
https://www.vaultproject.io/
https://aws.amazon.com/kms/
https://www.owasp.org/index.php/Top_10-2017_A3-Sensitive_Data_Exposure
https://www.owasp.org/index.php/Mobile_Top_10_2014-M2
https://www.owasp.org/index.php/Transport_Layer_Protection_Cheat_Sheet
https://www.ssllabs.com/projects/best-practices/index.html
https://www.owasp.org/index.php/HTTP_Strict_Transport_Security_Cheat_Sheet
https://www.owasp.org/index.php/Cryptographic_Storage_Cheat_Sheet
https://www.owasp.org/index.php/Password_Storage_Cheat_Sheet
https://www.owasp.org/index.php/IOS_Developer_Cheat_Sheet#Insecure_Data_Storage_.28M1.29
https://www.owasp.org/index.php/Testing_for_Weak_SSL/TLS_Ciphers,_Insufficient_Transport_Layer_Protection_(OTG-CRYPST-001)
https://github.com/nabla-c0d3/sslyze
https://www.ssllabs.com/ssltest/
https://www.owasp.org/index.php/O-Saft
https://github.com/michenriksen/gitrob
https://github.com/dxa4481/truffleHog
https://github.com/square/keywhiz
https://www.vaultproject.io/
https://aws.amazon.com/kms/
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[naBa 13

C9: BreapeHue xypHanmpoBaHust 1 MOHUTOPUHIa CobbIThii besonacHoCTy

13.1 OnwucaHue

BouibmmacTBO pa3spabOTUYNKOB y2Ke UCIOJIb3YIOT XKy PHAJIMPOBaHUE IIPY OTJIAJKE U JUarHocTuke. Tak:ke BaxK-
HO PEruCTPUPOBATL COOBITUSA GE30MACHOCTY (J@HHbIE, CBA3aHHBIE ¢ O0ecredeHneM Ge301aCHOCTH) BO BPEMsl
paboThl mpusaoKeHns. MOHUTOPUHT — 39TO «2KWBO» aHAIN3 MPUJIOXKEHUS U YKyPHAJIOB DE30IMaCHOCTH C II0-
MOIIBIO PA3JIUIHBIX CPEICTB ABTOMATH3AIMH. TaKue yKe MHCTPYMEHTHI U ITA0JI0HBI MOT'YT NMPUMEHATHCS K
BBIIIOJIHSEMBIM OIlEPAaIsAM, OTJIaJKe U 00eclIeueHNI0 O€30I1aCHOCTH.

13.2 lMonb3a oT >XypHanmpoBaHusi cobbITU BesonacHocTw

2KypraJsibl perucrparun coObITHil 6€30MacHOCTH MOTYT OBITH UCIOJb30BAHBI JIJIsI:
1. cnabkeHus cUCTEMBI ODHAPYKEHUS ATAK JTAHHBIMI;
2. aHAJIM3a U pacC/le/IOBaHNs NHIUIEHTOB;

3. BBIIIOJIHEHUS Tpe6OBaHI/II71 pery/mmpyronmx OpraiosB.

13.3 Peanusauuns >xypHanupoBaHus cobbiTuii besonacHocTun

Hike npescraBiensl peKOMEHIAINN IO PEATN3AIAN YKy PHAJAPOBAHUA COOBITUI O€30IIaCHOCTH.

e lcnonb3yiiTe cTangapTHbIE (OPMBI U CIIOCOOBI PErMCTPAIUN COOBITUI B CUCTEME M MEXKJy CHCTeMa-
MU Baleil opranuzanuu. [IpumepoM crasaapTHON IAT(OPMBI JJIs PETUCTPAIIN COOBITHIl SBJISTIOTCS
cityx0b1 2Kypraaupoanus Apache (Apache Logging Services), koropbie 06eceqnBaOT COBMECTUMOCTD
KypHAJUpOBaHus Mexny npuiaoxkennsmu na Java, PHP, .NET u C++.

e He peructpupyiite CIMIIIKOM MHOTO MJIM CJUITKOM MaJjo JaHHBIX. Hampumep, ybequrech B 00s13aTe /b
HOI perucrpanyuu BpEMEHHBIX METOK 1 I/I‘JIeHTI/I(bI/IKaLH/IOHHI)IX JIaHHBIX, TAKUX KaK IP—a;LpeC NCTOYHUKAQ
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7 uJIeHTH(UKATOP MOJIH30BATE s, HO HUKOT/Ia He 3aIlliChIBaliTe TIepCOHAIbHbIE NI KOHMUIEHIINAIbHbIE
JaHHBIE.

e Ob6parure 0cob0e BHUMAaHNUE HA CUHXPOHU3AIUIO BPEMEHH MEXKIY Y3JIaMU JiJisi 00ECIeUeHnsT COTIaco-
BAHHOCTU BPEMEHHBIX METOK.

13.3.1 XXypHanupoBaHue C uenbio 0OHapy>XeHUs aTak U NPOTUBOAENCTBUS UM
WcnonwayiiTe »KypHaAIUpPOBaHUE JJIsI OIIPEJIEJIEHNs aKTUBHOCTH, YKa3bIBAIOIIEil Ha BPEJOHOCHBIN XapakTep
,HEIU/ICTBI/IP'I II0JIb30BaTEeJId. HOTeHI_[I/IaJIbHO OIlaCHasd aKTUBHOCTD, IIO/JIe2Kalllad PEeTrucTpaluu:

® BBOJUMBIC JAaHHBbIC HAXOAATCA 3a IpeaeiaMiu O2KUJaeMOI'0 YHUCJIOBOI'O JHAalla30Ha,

® BBOJMMbIE JIAHHBIE MOAUMDUIUPYIOT KOMIOHEHTBI, KOTOPBIE JOJKHBI OCTABATHCs HEU3MEHHBIMU (CIIMCOK
BBIGOPA, T0JIs (DJIAYKKOB, IPOUNe KOMIIOHEHTBI ¢ OTPAHUIEHHBIM BBOJIOM );

® 3aIpPOCHI, HAPYIIIAIONINE MIPABUIA YIIPABIECHUS JTOCTYIIOM Ha CTOPOHE CepBepa;
e 0oJiee TIOAPOOHBIN CIIUCOK MapKepOB aTakK MOXKHO HANTH 3716Ch.

Korma npusioxxenne o6HaApyKUBaeT MOJ00HYI0 AKTUBHOCTD, OHO JIOJI?KHO, KAK MUHUMYM, 3aPErUCTPUPOBATH
9TO cOOBITHE U OTMETUTH €ro Kak ornacHoe. B mieasie npusiozkeHne J0JI2KHO OKa3aTh IIPOTUBO/IEIICTBIE aTaKe,
HaIpUMeEp, [IyTeM aHHYJUPOBAHWUS CECCUU IOJIb30BATENs M OJOKHPOBKHU €ro y4YeTHO# 3amucu. MexaHu3m
[IPOTUBOIEICTBUsI TIO3BOJISIET MPOIPAMME PEArnpoBaTh Ha OOHAPYKUBAaEMbIe ATAKU B PeabHOM BPEMEHH.

13.4 Pa3paboTka cuctembl >XypHasunpoBaHusa cobbiTuii 6esonacHo-
cT1n

Cucrema KypHAJTUPOBAHUS JIOJPKHA CO3/[aBATHCS U OOCIYKUBATHCS C YIeTOM TpeboBaHWN Ge30HaCHOCTH.
s obecniedenns 6e30IIACHOCTH KYPHAJIOB PEKOMEHIyeTCH:

® KOAWPOBATH W IPOBEPATH BCE IIOTEHIIMAJBHO OIIaCHBbIC CHMBOJIBI II€pEd MX 3allChI0 B 2KYPHAJ IJId
OpeaoTBpalleHd BHEIPEHNA JTaHHbIX WX ITOJICJIKN 2KYPHAJIOB]

® OTKa3aTbCd OT pEerucrpaliuun KOH(l)I/I,H,eHI_LI/IaJ'IbeIX JaHHBIX, TaKUX KaK IIapOJId, I/I,H,GHTI/ICI)I/IKaTOpI)I cec-
CI/II‘/'I7 HOMEPpa KPEJUTHBIX KapT WUJIN COIMUAJIBHOT'O CTPpaxXOBaHMA;

® OCYIIECTBJIATHL KOHTPOJIb IIEJIOCTHOCTH KYDPHAJIOB C IEJIbI0 IPEeJOTBPAIECHUsI HECAHKIIMOHUPOBAHHBIX
JefCTBUI ¢ HUMU 9€epe3 ayIuT pa3penreHuit Ha padboty ¢ daiiaMu XKypHAJIOB U IIPAB HA UX N3MEHEHUE;

® OTIPABJATH KyPHAJIBI PETUCTPAIIMK OT PACIIPEIEJIEHHBIX CUCTEM B IIEHTPAIbHYIO, 0€30IIACHYIO CIIYKOY
JKYPHAJIMPOBAHUSI. DTO OOECIIEYUT COXPAHHOCTH KYPHAJUPYEMbBIX JAHHBIX [IPU KOMIIPOMETAIIMH OT-
JEJIbHBIX y3JI0B, a TaKXKe IIeHTPAJIN30BAaHHOCTh MOHUTODUHTA.

13.5 Ccbinkn

e Mapkepsr arak OWASP AppSensor — ucosib3yrTcst i ONPEIeIeHNUs] MONBITOK 3JI0YMbBIINLIEHHUKA
OOHADYKUTH B IPUJIOKEHUH yS3BUMOCTH WA HEJIOCTATKHI

e OWASP - Bueapenune JaHHBIX B 2Ky PHAJIbI
e OWASP - IMomenka *KypHaJIOB

o [Tamsarka OWASP: 2KyprajmpoBanue — Kak IPaBUIBHO PEAJIM30BATH KYPHAJIMPOBAHUE B IIPUJIOKE-
HUAU
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https://www.owasp.org/index.php/AppSensor_DetectionPoints
https://www.owasp.org/index.php/Log_Injection
https://www.owasp.org/index.php/Log_Forging
https://www.owasp.org/index.php/AppSensor_DetectionPoints
https://www.owasp.org/index.php/Log_Injection
https://www.owasp.org/index.php/Log_Forging
https://www.owasp.org/index.php/Logging_Cheat_Sheet
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e PykoBojcrso paspaborunka OWASP: 2Kyprajuposanue

e PykoBogcreo OWASP 1o anaim3sy xoma: BoisiBiieHne ommboK KypHAJIUPOBAHUS B KOJIE

13.6 NHcTpymeHThI

e [Ipoekr OWASP: 2Kypuanuposanne coObITuii 6€30MacHOCTH

e Ciyk0b1 KypHasmmpoBanust Apache

13.6. WncrpymeHTsi 45


https://www.owasp.org/index.php/Error_Handling,_Auditing_and_Logging#Logging
https://www.owasp.org/index.php/Reviewing_Code_for_Logging_Issues
https://www.owasp.org/index.php/OWASP_Security_Logging_Project
https://logging.apache.org/
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[naBa 14

C10: ObsizaTensHast obpaboTka BCex OWNOOK 1 UCKIOHEHNT

14.1 OnwucaHue

O6paboTKa MCKIIIOYEHU O3BOJIsIeT HPUJIOKEHUIO PearnpoBaTh Ha pasjindHble omubku (Hampumep, cboii
CeTH WM TOJKJIIOYeHNs] K 6a3e NAHHBIX) pa3audHbIMU crocobamu. KoppekTHas o6paboTKa MCKIIOYeHNH 1
omubOK IPOCTO HEOOXOUMA JIJIsi 00eCIIeIeHUsT HaIe?KHOCTU 1 OE30IIaCHOCTH BAIIero KOJia.

Omumbku u UCKII0UeHNsS 00padaTHIBAIOTCS HA BCEX YPOBHSAX IPUJIOXKEHUS, BKJIIOYas KPUTHIECKYIO OM3HEC-
JIOTUKY, PYHKINN 6e30TacHOCTr U PPEeiMBOPKH.

Ob6paboTka OmubOK TaKXKe BayKHA C TOYKH 3peHHs] OOHAPYKeHUs aTak. HeKoTopble aTaku Ha MPUJIOKEHUS
MOTYT BBI3bIBATDH ONIMOKH, O3BOJIAIONIIE OOHAPYKUTh aTaKy B IIPOIECCE e€e IIPOBEICHNUS.

14.2 HekoppekTHasi obpaboTka owmnbok

UccnemoBarenmn u3 YuuBepcurera TOPOHTO BBISICHHIIN, 9TO Jlake HEOOJIBINAsT OIJIONTHOCTD IPU 00paboTKe
OmubOK WM UX UTHOPUPOBAHME MOXKET IIPUBECTU K KPUTHICCKUM COOsIM B PADOTE PACIIPEICTICHHBIX CHCTEM.

HexkoppekTHasi 06pabOTKa OMUOOK MOYXKET CTaTh MPUYUHON Pa3IuYHBIX Ysi3BUMOCTEN.

e YTeuka JAHHBIX: pasrjalleHne KOH(MUICHINAIBHON mHMOpMAIUA B COOOIMEHNAX 00 OMMOKAX MO-
2KeT HeIPeIHAMEPEHHO IMOMOYb 3JI0yMbIILIeHHrKaM. Hampumep, coolienne, comepKaliee TpacCupoB-
Ky CTeKa WJIA MOJIPOOHOCTH BHYTPEHHE OIMMUOKU, MOYKET IPEIOCTABUTD 3JI0YMBINIJICHHUKY JAHHBIE O
BaieM Ookpyzkenuu. [laxke Hebosbinue pasianaust B 06paboTke ommbOK (HampuMep, COOOIIEHNe O BBO-
Jle HEKOPPEKTHOI'O UMEHH II0JIh30BATe sl NN HEKOPPEKTHOrO TIapoJisi IPH OIHOKe ayTeHTHhUKAINN )
MOI'YT CTATh JJIsi ATAKYIOIIEro NCTOYHNKOM BaxXKHOi mHpopMarmu. Kak omuchBajgoch BhIIe, HEOOX0-
MO ODECIIeYNTDb MOAPOOHOE KYPHAJUPOBAHNE OIMMOOK JIJIsi IPOBEJEHUS PACCIEIOBAHUN U OTJIAIKH,
HO n30eraTh pasryialieHus STUX JAHHBIX, OCODEHHO BHEITHUM KJIMEHTAM.

e OGxox orpanmdyenuii TLS: ysssumocts Apple «goto fail» Gbuia ciemcrBueM OMMUOKU yIIPaBJIEHUS
B Kojle 00paboTKu OIMOOK, KOTOpasi MIPUBOIIIA K IOJIHOM KoMipomeraruu 1LS-coenuaennii cucrem
Apple.
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https://www.usenix.org/system/files/conference/osdi14/osdi14-paper-yuan.pdf
https://www.dwheeler.com/essays/apple-goto-fail.html
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OTKa3 B 00CJIy>KUBAaHUU: OTCYTCTBHE Da30BOI 06pabOTKU OMMOOK MOXKET IIPUBECTH K HEPADOOTOCIIO-
cobHocTH cucreMbl. OOBIYHO 3TO OTHOCUTEILHO IIPOCTAs B SKCILIYATAIUN ysI3BUMOCTh. JIpyrue mpobJie-
MBI ¢ 0OPabOTKOI OIMMUOOK MOI'YT IIPUBECTH K IOBBINIEHHOMY HCIIOJIb30Bannto pecypcos LI mwim qucka
7 TaKuM 0OpPAa30M yXYIIIUTh TPOU3BOINTEIHHOCTh CUCTEMBI.

14.3 lNMone3Hble coBeTbl

VupapisaiiTe HUCKIIOYEHUIMUA TCHTPATN30BAHHO, YTOOBI u30eKaTh JIyOJUPOBAHUS OJOKHPOBOK
try/catch B Kojle. Y6enurech B KOPPEKTHON 06pabOTKe HENpEIBUIEHHBIX PEXKUMOB PabOThl BHYTPH
MIPUJIOZKEHUSI.

Yb6equrech B TOM, 9TO BBIBOIUMBIE COOOIIEHMs 00 OMUOKaX HE COEPKAT KOHMDUICHIINAIbHBIX JAHHBIX,
HO TP 5TOM COJEPKAT JIOCTATOYHO WHMOPMAIMT JIJIs COOTBETCTBYIONIETO PEArHPOBAHUS HA HUX.

ObecneubTe 2KYPpHaJIUpOBaHUE UCKJIIOYEHUI TaKnUM 06pa30M, 9TOOBI ClleaJINCThl U3 KOMaH/Ibl TeX-
HUYECKON OO AEPZKKHU, KOHTPOJIA KadeCTBa, pacCjJae0BaHusA NHIUACHTOB WUJIN pearupoBaHrsd Ha aTaKN
nMeJn JOCTATOYHO MJAHHBIX JJId PEIICHUA HpO6J’Iel\H)I.

TmarenpHO TpOoTECTUPYTE U TPOBEPHTE KO 00PAbOTKM OITHOOK.

14.4 Ccbinkn

Pyxoeogacreo OWASP 10 anamusy koga: ObpaboTka ommbok
Pyxkosoacreo OWASP 1o Tecruposanuio: O6paborka ommboK
OWASP: HekoppekrHasi 06paboTKa omuboK

CWE-209: Pazryamenne nadopMamny B COOOIIEHUSIX 00 OITHOKax

CWE-391: Urnopuposanue omubOK

14.5 NHcTpymeHTbI

Error Prone — uncrpyment ot Google jijis1 cTaTnaeckoro aHajan3a U MOMCKa CTaHIAPTHBIX HEJOCTATKOB
B 00paboTKe OIMubOK J7ist Java-pa3paboTInKOB.

Chaos Monkey ot Netflix — ogun n3 HanboJiee N3BECTHBIX ABTOMATUYECKUX UHCTPYMEHTOB JIJIs IOMCKA
OmuOOK B 3aILyIIEHHOM MPUJIOXKEHNN, KOTOPBIl HAMEPEHHO OTKJIFOYAET KOMIIOHEHTBI CHUCTEMBI, ITOOBI
[TO/ITBEPIUTH KOPPEKTHOCTDb BOCCTAHOBJIEHUS PabOTOCIIOCOOHOCTHU BCel CIIyKOBI.
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https://www.owasp.org/index.php/Error_Handling#Centralised_exception_handling_.28Struts_Example.29
https://www.owasp.org/index.php/Error_Handling
https://www.owasp.org/index.php/Testing_for_Error_Handling
https://www.owasp.org/index.php/Improper_Error_Handling
https://cwe.mitre.org/data/definitions/209.html
https://cwe.mitre.org/data/definitions/391.html
http://errorprone.info/
https://github.com/Netflix/SimianArmy

[naBa ].5

3akntoyeHne

JlaHHbBI TOKYMEHT HeOOXOMMO pacCMATPUBATHL KaK OTIPABHYIO TOYKY, & He KaK WCUEPIBLIBAIONINI HabOD
METOJIOB ¥ IPAKTHK. MBI erie pa3 XoTuM OTMETUTD, UTO MPEJICTABICHHBIE MATEPUAJIBI IPETHAZHAYEHBI JIJTsT
O3HAKOMJIEHHSI C OCHOBaAMH pa3paboTKu Ge3011acHOr0 MPOrpaMMHOTO 0DeCIIeIeHN s .

IIpu cozmanmu mporpamMMmbl obecriedennst 6€30MACHOCTH MPUJIOXKEHUN, PEKOMEHIYETCs BBIITOJTHUTD CJIEIYI0-
Iye Iarm:

1. osmakomutbes ¢ Tou-10 OWASP u Ton-10 OWASP (mo6usibhbie yerpoiicrsa) ijis HOHUMAHUS PUCKOB,
CBSI3AHHBIX ¢ 06€30MACHOCTHIO BEO-IPUIIOKEHNUIA;

2. cornacuo TpeboBaHUiO N¢ 1 MIPOAKTHBHON 3aIlUThI, BKJIOYATH B IIPOrpaMMy obeciiedenusi 6e30macHoi
pa3paboTKu MOAPOOHBIN CIIMCOK TpeOOBaHUI K OE30IIaCHOCTH HA OCHOBE CTaHIapTOB, Hampumep, Crax-
napra noarsepkaenus 6esonacuoctu Beb-npunoxkenuit OWASP (ASVS) u Crangapra moarsepK ieHus
6ezonacuoctu MobmIbHbIX npuiaozkennii OWASP (MASVS);

3. ozHakoMuThes ¢ nosioxkeausamMu OWASP OpenSAMM s 6o71ee 06I1Iero NOHIMAaHUS KIIIOUYEBhIX OJIOKOB
coznanus 6esonacuoro I10.

Ecmm y Bac ocrasmcek Bompochl K pyKOBOAMTEISIM ITPOEKTA, TO TOIUINATECh HA HAIN CIIMCOK PACCHLIKY TI0
anpecy https://lists.owasp.org/mailman/listinfo/owasp _proactive controls.
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https://www.owasp.org/index.php/Category:OWASP_Top_Ten_Project
https://www.owasp.org/index.php/OWASP_Mobile_Security_Project#tab=Top_10_Mobile_Risks
https://www.owasp.org/index.php/Category:OWASP_Application_Security_Verification_Standard_Project
https://www.owasp.org/index.php/Category:OWASP_Application_Security_Verification_Standard_Project
https://github.com/OWASP/owasp-masvs
https://github.com/OWASP/owasp-masvs
https://www.owasp.org/index.php/OWASP_SAMM_Project
https://lists.owasp.org/mailman/listinfo/owasp_proactive_controls
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