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Bepcig 3.0, 2015 p.

Bepcig 2.0, 2014 p.

Bepcig 1.0, 2009 p.

NMpo CmaHOapm

ABTOpPCLKi NpaBa Ta niueHsiga

MepeamoBa

LLlo HoBoro vy Bepcii 3.07?

3actocyBaHHga CmaHdapmy ouiH8aHHS 8ionosioHocmi bearneku dodamkie

PiBHi oLiHOBaHHSA BignoBiaAHOCTI 6e3neku ooaaTKiB

Ak 3acTtocoByBatu CmaHOapm?

PiBeHb 1: noBepxHeBUK

PiBeHb 2: cTaHOapTHUN

PiBeHb 3: I'pyHTOBHUN

[NMpakTnyHe 3actocyBaHHa ASVS

[NpakTU4Hi Nnpuknagu

MpakTnyHmn npuknag 1. ASVS sk HaCTaHOBM LWOAO TECTYBAHHA Be3neku

MpakTnyHun npuknag 2. ASVS gk saxyeHUn XXUTTEBUN LMK NporpamMHoOro 3abesnevyeHHs

nporpamMHi 3acobu ang ouiHKM BianoBiaHOCTI

MNo3nuia OWASP wono ceptudikaTiB i 3HakiB goBipy ASVS

HacTtaHoBu cepTudikyoumMmMm opraHizauigm

Pornb iHCTpYMEHTIiB aBTOMaTVU30BaHOIro TeCTYBAHHA HA NPOHUKHEHHS

Ponb TecTyBaHHSA HAa NPOHUKHEHHS
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[eTtanbHi HACTaHOBM OO0 apXiTEKTYpU be3neku

Crangaptn 6e3ne4YHoro KogyBaHHS

HacTtaHoBM L1000 MOAYIIbHUX | KOMOIEKCHUX aBTOMAaTU30BaHNX TECTYBAHb

HaBuaHHa 3 6e3nekn po3pobkn nporpam

Mpoektn OWASP, wo 3actocoByoTb ASVS

Security Knowledge Framework

Zed Attack Proxy OWASP

Cornucopia OWASP

[HeTtanbHi BUMOrv 4o OuUiHKBAaHHSA BiANMOBIAHOCTI

OB1. ApxiTekTypa, NpoeKkTyBaHHA Ta MOAenBaHHA 3arpos

3agava

Bumoru
NocunaHHg

OB2. Bumoru woao oLiHiBaHHE BiaNOBiAHOCTI aBTeHTUdIKaLLi

3agava

Bumoru
NocunaHHg

0OB3. Bumoru Woao ouiHkBaHHSA BiaNoOBIAHOCTI yNpaBniHHA ceaHcaMu

3agava

Bumoru
[MocunaHHsa

0OB4. Bumoru Woao ouiHBaHHSA BianoBiAHOCTI KOHTPOK A0OCTYNY

3agava

Bumoru

NocunaHHS
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OB5. Bumoru woao oLiHiBaHHSA BiANoBiAHOCTI 00p00KU WKIAINBUX BXiOHUX AaHUX

3agava

Bumoru
NocunaHHsa

OB6. BuxigHe koayBaHHSA / ekpaHyBaHHSA CMMBONIB

OB7. Bumoru woao oLiHiBaHHS BianoBigHOCTI KpunTorpadii npy 36epiraHHi

3agava

Bumoru
[NocunaHHS

OBS8. Bumoru woao oLiHiBaHHE BiaNoBiAHOCTI 00po0KU Ta peecTpaLii MTOMUIIOK

3agava

Bumoru
NocunaHHg

OB9. Bumoru woao oLuiHBaHHA BiANOBIiAHOCTI 3aXUCTY JaHUX

3agava

Bumoru
NocunaHHg

0OB10. Buumoru woao ouiHoBaHHE BianoBiaoHOCTI 6e3neky KOMYHiKaLin

3agava

Bumoru
[MocunaHHsa

OB11. Bumoru LWogo ouiHKBaHHA BianoBiaHOCTI koHdirypauin 6esnekm HTTP

3agava

Bumoru

NocunaHHS
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OB13. Bumoru Wwoao ouiHiBaHHA BianoBiAHOCTI KOHTPOK 3a LWKIANVBUMU NporpaMH1UMm 3acobamu

OB12. Bumoru WWoao ouiHiBaHHSA BignoBiAHOCTI KOHMirypaLin 6esaneku

3agava

Bumoru

OB14. Bumoru WWoao ouiHiBaHHSA BignoBiAHOCTI BHYTPILLIHLOT 6e3neku

OB15. Bumoru Woao ouiHBaHHSA BianoBiaHOCTI Bi3Hec-Norikm

3agava

Bumoru
[NocunaHHS

OB16. Bumoru Wwogo ouiHBaHHA BignoBiaHOCTI dannis i pecypcis

3agava

Bumoru
NocunaHHs

OB17. Bumoru Wwoao ouiHiBaHHA BignoBiaHOCTI MODINbHUX AoOaTKiB

3agava

Bumoru
NocunaHHg

OB18. Bumoru woao ouiHKBaHHSA BianoBiAHOCTI Be0-cryxo

3agava

Bumoru
[MocunaHHsa

0OB19. KoHdirypauii

3agava

Bumoru

[MocunaHHsa
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HopaTtok A. Lo Tpanunocs 3...

HopaTtok B. nocapin

Hopatok B. NocunaHHg

HopaTtok I'. BctaHOBNEHHS BiANOBIAHOCTI cTaHOapTam
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Mpo CmaHOapm
CmaHdapm ouiHoeaHHs1 8idrnosidHocmi 6e3neku dodamkie € CNUCKOM BMMOr 0O ©e3neku goaaTkis, a

TaKOX il TECTYBaHHS, AKMM MOXYTb KOPUCTYBATUCA apXiTEKTOPU, PO3POBHUKKN, TECTYBarbHUKK, dbaxiBLi B
ranysi 6esneku Ta 3BMYanHi CNoXnBadi 4151 BUSHAYEHHS TOro, Yn oAaTok € 6e3neyHmMm.

ABTOpPCbKI NpaBa Ta niyeHsiqa

ABTOpCbKi nNpaBa © 2008-2015 pp. ®oHa OWASP. Lleit nokyMeHT BMOaHO 3a MilleHsiet

L@IGQE@JCreative Commons («KpientiB KomMMmOHC») «I3 3a3HadeHHAM aBTOpCTBa —

PoanoBclogkeHHs Ha TUX camux ymoBax 3.0». Y BunagkKy noBTOPHOrO BMKOPUCTAHHA abo
PO3MNOBCIOAKEHHS HEOOXIAHO YiTKO 3a3Ha4YaTn YMOBW JliLEH3Ii.

CTaHaapT ouiHIOBaHHA BignoBigHocTi 6e3nekn gopatkie 3.0 OWASP
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[MepegmoBa

NackaBo npocumo ao ASVS! Bepcii 3.0. CmaHAapm po3pobrneHo rpynoto axisuiB 3 METO CTBOPEHHS
OCHOBHWX MOMOXEHb, AKi OKPECOTbL BUMOrK LWoao 6e3neku Ta ii KoHTponi. ASVS 3ocepeaXyeTbcs Ha
cTaHgapTu3auii  yHKUiOHanbHUX | HedyHKUiOHanbHUX KOHTponiB 6e3nekn, HeobXxigHMX npu
NPOEKTYBaHHiI, po3pobLi Ta TeCTyBaHHi cydacHux Be6-goaaTkis.

ASVS Bepcii 3.0 € NOEAHAHHAM CMINbHUX 3yCUIb MOro PO3poBHMKIB | BiArykiB ranyseBux daxisuib.
Baxnueum y ubOMYy BuOaHHI € ONUC [JOCBIAY MpakTU4HOro BnpoBamkKeHHA ASVS. BiH moxe sk
AOMOMOITU TUM, XTO Bneplie 3ycTpiBca 3i CmaHOapmom, Yy nnaHyBaHHi MOro BNPOBaXEHHs, Tak i
NO3HANOMUTW KOMNAHIT, AKi BXXe npauoBany 3 HUM, i3 JOCBIAOM iHLLIMX KOPUCTYBaYIB.

3aBXau iCHye Bennka MMOBIPHICTb TOro, Wo 3i CmaHOapmom MOXYTb He norogxysaTtuca Ha Bci 100 %.
AHani3 puaukiB € NeBHO MipoK CyO’€KTMBHMM, WO CTBOPKE BUKMIMK cnpobam ysaranbHUTU BCe B
yHiBepcanbHomy ctaHgapTi. [1poTe icHye Hafid, Wo OCTaHHI OHOBMEHHS, NpeacTaBreHi B Ui Bepcil, €
KPOKOM Yy npaBUSIbHOMY HanpaMKy Ta niACUMIOTb KOHUENUil, OKpecreHi B LbOMYy BaXIMBOMY
rasly3eBoMy cTaHgapTi.

LLlo HoBoro y Bepcii 3.0?

Bepcisa 3.0 6yna gonoBHeHa fekinlbkoMa HOBMMMW po3finiamu, y TOMYy 4YuChi NpOo KOHirypauii, Beo-
cnyxbu Ta cy4yacHi KnieHTCbki gogaTtku, Wwob 3pobutn CmaHOapm KOPUCHILMM ANs CyvacHUX i, §K
npaBuIio, THYYKMX [OOAATKIiB i3 PO3NOBCHOMAXKEHUM KOPUCTYBaLbKMM iHTepdencom abo MOOBINbHUM
KMieHTOM Ha ocHoBi HTML5?, Lo 3BepTalTbCA A0 3aranbHOro Komnnekcy Be6-cnyx6, nobygosaHux 3a
apxiTektypot REST?, aki BukopucToBytoTe SAML*-aBTeHTUdIKALHO.

Okpim TOro, CmaHdapm 6yno AenynnikoBaHO, Y TOMYy YMCIli 3 METOK BUKMOYEHHS BaraTtopas3oBoro
TECTyBaHHSA OOHOrO i TOro caMmoro MobinbHOro gogaTka po3poOHMKOM.

Y Bepcii 3.0 nogaeTbca NocunaHHa Ha crnoBHUK CWES®, akuii Moxe O0MOMOrTU Npu BU3HAYEHHI Takol
iHbopMau,il, 9K MMOBIPHICTb BUKOPUCTAHHA Ta pe3yfnbTaTv YCMILWHOrO BUKOPWUCTAHHS, a TaKoX Y
LUMPOKOMY CEHCi Ona PO3YyMiHHSA TOro, WO MOXe MiTM He TakK, SKWO KOHTponi 6e3nekn He
3aCTOCOBYOTbCSA ab0 3aCTOCOBYOTLCA HEEDEKTUBHO, Ta SIK HiBENtoBaTK crniabki CTOPOHN.

3pewToto, Byno HanarogKeHo Aianor i3 rpoMaChKiCTiO Ta NpoBeaeHo cecil ons posrnagy CmaHdapmy
daxisLusaMu B pamkax KoHdepeHUuii 3 6eaneku gogaTkis AppSec EU 2015 y €poni Ta 3akntoyHy poboyy
cecilto B pamkax koHdepeHuil 3 6eaneku gogaTkiB AppSec USA 2015 y CLWIA, wob BpaxysaTtu y
Cmandapmi Bigrykm ©Garatbox daxisuiB. llig yac posrnsgy CmaHO0apmy daxiBusMun Oyfio iCTOTHO

1 ASVS (Application Security Verification Standard) — CtaHaapT ouiHOBaHHS BiAnoBiaHOCTI 6eaneku AoaaTKiB.
2 HTMLS5 (HyperText Markup Language 5) — MoBa po3MiTKu rinepTeKCTOBUX [IOKYMEHTIB, Bepcist 5.

3 REST (Representational State Transfer) — nepegaya penpeseHTaTUBHOMO CTaHy.

4 SAML (Security Assertion Markup Language) — MoBa po3MiTkv aeknapaltlii 6esneku.

5 CWE (Common Weakness Enumeration) — MNepenik po3noBClOAKeHNX CrnabKux CTOPIH.
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3MIHEHO 3HAY€HHS OAHOr0 3 KOHTPOMIB BHACNIOOK CTBOPEHHS HOBOrO KOHTPOMK Ta BiAMOBWU Big
BignosigHoro ctaporo. Y CmaHOapmi CBI4OMO He OMUCYTbCA HEPEKOMEHAOBaHI BUMOMN 4O KOHTPOJSIHO,
OCKISTIbKM Lje MOrfo 61 CNpUYNHUTKL NNyTaHuHy. BuiepnHuin onuc 3miH HaBeaeHo y Jdogatky A.

3aranom, Bepcia 3.0 € eauHolo Ta Hawbinbwow 3MiHOW CmaHOapmy 3a 4ac NOro iCHyBaHHS.
Po3pobHukn CmaHdapmy cnopiBaloTbCa WO BiH Oyde KOPUCHMM, a TakoX LWO KOpWUCTyBaui
3aCTOCOBYBATMMYTb MOr0 HanMpPi3HOMaHITHILLMMK cnocobamu.

CTaHaapT ouiHIOBaHHA BignoBigHocTi 6e3nekn gopatkie 3.0 OWASP 11
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3actocyBaHHA CmaHOapmy ouiHto8aHHS 8idrogiOHocmi besrneku dodamkie

IcHye aBi ronosHi uini ASVS:
1) gonomorTtu opraHiszauisim y po3pobui Ta o6cnyroByBaHHi 3axmLLeHNX 4oOaTKiB,;
2) 3abe3nevnTn y3romkeHHs BMMOr i nNponosuuin cnyx6 6Gesnekun, nocravanbHUKIB iIHCTPYMEHTIB
3abe3neyveHHst 3aXUCTy Ta CNOXnBadviB.

TODL/SERVICE PROVIDER

ALIGH WERIFICATION
METHODOGLOGES WiFH
ASVE STARDRRD

&

aWwasP ASVS

ARTICULATE REQUIREMEHTS
USIHG ASWSE ETAHDARD

PROCUBEMENT

&

=
=
(=3
i
=
= L) % . )
3 ICERTIFY YOUR: DEFINE SECURITY CONSIDER ASWS VERIFY ACRINET
i APFLICATION"S ETOUIRIME KT S OESIGHR-LEVEL TOLIE SERECTED
= RISK REVEL. BABED ON ASWS EEQUIREMENT SR AEVS LEVEL
AHD AP TO FEQUIREMENTE UF LI
ASVE LEVEL PR YR LEVEL
ll il il il

DEVELCPRENT

MantoHok 1. 3acTocyBaHHA ASVS opraHisauisMmm Ta noctavyanbHUKamMmM iHCTPYMEHTIB / nocnyr.
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PiBHi ouwiHIOBaHHA BignoBigHOCTI 6e3nekn goaaTtkiB

CmaHdapm oujHo8aHHs1 eidnogiOHocmi 6e3rnieku 0oOamkKie BW3HA4Yae TPU PIiBHI  OLHIOBaAHHSA
BiAMOBIOHOCTI, KOXEH i3 AKMX € rMnbLKnM Big NonepeaHboro.

PiBeHb 1 ASVS npusHayeHun gns BCix NporpamHmnx 3acobis.
PiBeHb 2 ASVS npusHayeHun ons 4oAaaTkiB, WO MICTATb KOHIAEHUINHI AaHi, SKi NOTPebyOTb 3aXUCTY.

PiBeHb 3 ASVS npusHadeHun anga Hambinbl KPUTUYHMX AoAaTKiB, 3@ LOMOMOrOK SIKMX BMKOHYHOTbCS
diHaHCOBI onepaLii, Wo MICTATb KOHQIAEHUiINHI MeanyHi AaHi abo BMMaraloTb HAMBULLOIO PiBHSA O0BIpK
Jo cebe.

KoxeH i3 piBHiB ASVS Mae cnucok Bumor o 6eanekn. Taki BUMOrM, OKpiM iHLIOro, MOXHa BigHECTU A0
OCHOBHUX XapaKTEPUCTUK | (PYHKUIOHANbHUX MOXNIMBOCTEN ©6e3nekn, HKki pPO3pPOOHMKM MOBUHHI
BOyaoByBaTU Y CBOI NporpamMHi 3acobu.

ASYS DEFINES DETAILED +
VERIFICATION QUIREMENTS FOR
LEVELS 1 AND ABOVE, WHEREAS
LEVEL OIS NEANT TO BE FLEXIBLE
AND 1S CUSTOMIZED BY EACH

ORGANIZATION

STANDARD

n OPPORTUNISTIC

OWASP ASVS LEVELS

MantoHok 2. PiBHi ASVS OWASP.

OpHym i3 Hamkpawmx cnocobiB 3actocyBaHHs CmaHdapmy ouiH8aHHs1 e8idrnosiOHocmi 6e3rneku
0o0amkie € NOro BUKOPUCTAHHS SIK MakeTy ANA CTBOPEHHS KOHTPOSbHOIO CNMCKY 6e3ne4yHoro KogyBaHHSA
ANA  KOHKPETHOro pJogaTtka, nnatdgopmu 4uM opradisaudii. 3actocyBaHHa ASVS y pi3HOMaHITHUX
NPaKTUYHUX CLUEeHapisx OO03BONUTbL AeTanbHille 30CepeamTucs Ha TUX BuMMOrax ao 6esneku, siki €
HanBiNbLL BaXXNMBMMW O5151 KOHKPETHOIO NPOEKTY Ta cepeaoBumLLa.
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HopaTok gocsirae nepioro (abo noBepxHeBOro) piBHA ASVS, AKWO BiH HaNEXHUM YMHOM 3axXULLEHWUN
BiJ, BPa3nMBOCTEN, AKi NErko BUABMSOTLCA Ta BXOAATb Y nepenik Be6-spasnumeocten Torn-10 OWASP Ta
iHLLI CXOXi CINCKM.

PiBeHb 1, Ak npaBuno, NigxoanTb ANa AoAaTkiB, AKi BUMaratoTb HA3bKOIro PiBHA AOBIPU A0 NPaBUSibHOCTI
BMKOPUCTaHHA KOHTponiB 6e3nekn, abo ana 3abesnedeHHs LWIBWMAKOTO aHanidy opraisauieto rpynu
pofaTtkie, abo ans gonomoru npu po3pobui nepeniky npiopute3oBaHux BUMOr o 6esnekn B pamkax
BMKOHaHHA B6aratogasoBoi poboTn. KoHTponi nepLlioro piBHA MOXyTb 3abe3neyvyyBaTucst aBTOMaTUYHO
SIK IHCTpyMeHTaMu, Tak i NpocTo Bpy4Hy 6e3 goctyny Ao BuxigHoro kogy. PiBeHb 1 BBaxaeTbcs
MiHiManbHUM ANK BCiX JoOaTKIB.

Hanbinbw #MMoBIpHO, WO Taki godaTkum nocTtaBaTUMyTb neped 3arpo3aMy  Bif 3MOMLUKKIB, SKi
3aCTOCOBYIOTb MPOCTi ManoedeKTUBHI TEXHIKM ONs1 BU3HAYEHHA BPasnUBOCTEN, LLO fEerko BUSABUTU Ta
BUKOPUCTATK, HA NpOTMBary LinecrnpsimMmoBaHUM 3roMLUnKaM, SKi OOKYCYHOTb CBOKO €HEprit0 Ha NeBHOMY
LinboBOMY AoaaTky. AKWO AaHi, wo obpobnsaoTbcsa 4o4aTKOM, MalTb BUCOKY LHHICTb, NEPLUOro piBHS
yacTto 6yae HegocTaTHBLO.

Hopatok gocarae gpyroro (abo crangapTHOro) piBHA ASVS, AKLLO BiH HaneXxXHMM YMHOM 3axuLLLEHUN Big
OiNbLIOCTI PU3NKIB CbOrOAEHHS, MOB’A3aHNX i3 NporpaMmHUMK 3acobamu.

PiBeHb 2 3abe3nevyye HasiBHICTb €(EKTUBHUX KOHTponiB 6e3nekun, ski 3aCTOCOBYOTbLCA B CaMoOMy
aofatky. Ak npaBuno, BiH NigXoauTb ANa AoAaTkis, AKi NPOBOASATbE BaXKMBI MiXKKOPNoOpaTUBHI (hiHaHCOBI
onepadii, obpobnsawTs MeandHy iHGOpMaUilo, BUKOHYOTb KPUTUYHO Baxnmei gnga 6isHecy abo
KOHiAeHUiNHI pyHKUiT abo 06pobnstoTh iHLWI KOHMIAEHLINHI akTUBN.

Ak npaBuno, Taki gogaTkM noctaBaTUMyTh Nepen 3arpos3amMu Bif 4OCBIOYEHUX MOTUBOBAHUX 3ITOMLLMKIB,
AKi 30CepeKyrTbCs Ha KOHKPETHUX Linsx i npauoTb 3a A0NOMOroK iHCTPYMEHTIB i TeXHIK, L0 4acTo
Ta e(peKTMBHO 3aCTOCOBYIOTLCA NPU BUABMNEHHI Ta BUKOPUCTaHHI cnabknx cTopiH gogaTka.

TpeTiin piBeHb € HANBULWMM PiIBHEM OLIHIOBAHHS BignoBigHOCTI B pamkax ASVS. Ak npaBuso, LUen piBeHb
HeoOXigHWM Ana goaaTkiB, AKi BMMaraloTb OUHIOBAHHS BiAMOBIAHOCTI ©6e3nekn Ha rnmmbokux piBHSX,
HanpuKnaga, Yy BiNCbKOBIN ranysi, y cdepi OXOpoHU 340poB’a Ta 6e3nekn, B KPUTUYHIN IHPPaCTpyKTypi
Towo. PiBeHb 3 ASVS Moxe ByTM HeoOXiAHMM Ons opraHidauin y ToMmy Bunagky, SKWO NOPYLUEHHS
0e3nekn gogaTtka MoXxe MaTu 3Ha4YHMI BMNMB Ha AIANbHICTb OpraHisadii, Yn HaBiTb Ha i1 XXUTTE34ATHICTb.
Hwx4e HaBedeHO npukraj BKasiBOK i3 3aCTOCYBaHHA TpeTboro piBHA ASVS. [logaTok gocsrae TpeTboro
(abo rpyHTOBHOrO) piBHA ASVS, €KWO BiH HANEXHUM YMHOM 3axXMLEHWN Big CNPSMOBAHUX
BPa3fIMBOCTEN i AEMOHCTPYE NPUHLMNM HAAIMHOI CUCTEMU 3aXUCTY.
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HopaTok, wo Bignosigae Tpetbomy piBHIO ASVS, Bumarae Oinbll rmmbokoro aHanisy, apxiTektypw,
KOOyBaHHS Ta TECTYBaHHS, HiXK A4OOATKU iHWKMX PIBHIB. 3axuLLEeHUn 0OAATOK Ma€e Cepro3Hy MOLYISbHY
opraHizauito (Ons NOCWUNEHHS, Hanpuknag, CTiMKoCTi, mMacwTaboBaHOCTi Ta, nepw 3a Bce, PiBHIB
6e3nekn). KoxkeH moaynb (BiAOKPEMMNEHNA MepexeBuUM 3’€aHaHHAM Ta / abo isn4yHMM ek3eMnnisipom)
Mae BracHi yHKUioHanbHi 000B’A3kM Wwoao 6e3nekn (3axucT y rmMunbuHy), ski HeOOBXiAHO HaneXxHuM
YMHOM pokymeHTyBaTu. Lli 000B’siskm oxonniolTb KOHTponi  3abesnedyeHHss KOHIAEHUINHOCTI
(Hanpuknag, wWwWudpyBaHHSA), UinicHOCTI (Hanpuknag, nepeBipkn BXIOHUX OaHuX), AOCTYMHOCTI
(Hanpuknag, KOPEKTHOro ynpassiHHA HaBaHTaXXEHHSIMK), aBTeHTUIKaUIT (Y TOMY YMCIi MK cuctemamm),
HEeBIAMOBHOCTI Bif Aii, aBTopu3auii Ta ayauTy (PEECTPYBaHHS).

lNMpakTnyHe 3actocyBaHHA ASVS

MoTuBauii 3arpo3 pisHATbCA. [edaki ranysi MaroTb YHiKanbHi iHOPMAaLiMHI Ta TEXHOSOrYHI akTUBKU Ta
HOpPMaTMBHI BUMOrM 0 BiANOBIAHOCTI, LLO 3anexaTb Bif ranysi.

Hwxye HaBeZleHO BKasiBKM OO0 pekoMeHOoBaHMX piBHIB ASVS. Xo4ya ICHYHOTb NEBHI YHiKamnbHi KpUTepil
Ta BIAMIHHOCTI 3arpo3 4S5 KOXXHOI iHOYCTPIT YePBOHOK HUTKOK MO BCIX rasly3eBuUx CErMeHTax npoxXoamTb
TBEPKEHHA NPO Te, WO BUMNAAKOBI 3MOMLUMKM 3aBXAW LIyKaloTb ferkoBpasnuei gogatkn. Came Tomy
He3anexHo Big ranysi BCi JoaaTky NOBWHHI Bignosigatn nepwomy pisHio ASVS. Lle — pekomeHgoBaHa
BiANpaBHa TO4YKa yNpaBmiHHA pu3Mkamun, $Ki Hawunerwe BussBuTWM. OpraHisauiam Hanonernveo
pekoMeHOYETbCSA 3BEPHYTU Binbluy yBary Ha XxapakTepuUCTUKY iX YHiKanbHUX pU3MKIB 3anexHo Biag cgepu
X gisnbHOCTI. 3 iHWOoro 60Ky CTOITb TPETin piBeHb ASVS, SKMin MOXe MOoCTaBUTW nig 3arpo3y 6e3neky
noanHn abo cepnos3HO BMMMHYTU Ha OpraHi3adiio y BUnagKy LinkoBUTOro nopyLweHHs 6e3nekn gogarka.

PeKOMeHnyeTbcﬂ PeKOMer,yeTbCH PeKOMeHAyeTbc;I
0 AT SR P1ASVS P2 ASVS P3 ASVS

®diHaHCK Xoua uen cermeHT YCi oodaTku, WO MaloTb AOCTYyN ﬂOﬂda)TKM d;) MICTATb
CTPaXVBaHHS n b atakveatu | A0 MEpexi. KOHiAEeHUINHY iHopbMmaLlito. K.
paxy pobyio arakysa Hanouknaa. HOMeD ~ KDeaAWTHOI
BUNAAKOBI  3NOMLUMKW, KapTkM 4M ocobucTi naHi. 3a
Hacriwe BIH € NONOMOrOH AKol  MOXHa
NPIOPUTETHO  MiLLIEHHIO nepeBoauTN  OBMEXeHi  cvmm
ans MOTVUBOBAHMX rooLuen obmexxeHuMn
XakepiB. BignosiaHo, crocobamu, Hanpuknaa;
arakm  4acto - MaioTb 0] NEeDneBoaNTY FDOLLI MiXK
¢|H3HCOI§9 miAarpyHTa . paxyHKamu OfHi€l ycTaHoBM;
3asBuyan 3MOMLLMKIB
LikaBUTb KOHpigeHUiHa (i) 3nincHoBaTH .
iHbopmauis abo  paHi NoBiNbHUN rDOLLOBUIA obir

(Hanowknao. 4vepes ACH)) i3

obnikogoro  3anucy, K 0BMEXEHHAMM Ha TpaH3aKLii;

MOXHa BMKOpUCTaTM 3

MeTol LaxpancTea abo (i) 3pincHioBaT  6e3roTiBKoBI
ans OTPUMaHHs rPOLLOBI Nepekasn 3i XOPCTKMMU
6e3nocepengoT BUrogmn 06Mel)KeHH$|MV| Ha nepekasmn
: KowTiB NpOTArom NeBHOro
Bi BUKOPUCTaHHSI 1

A P NMPOMIXKY Yacy.

BOygoBaHuX Yy [JopaTtkv

YHKLiOHANbHNX

MOXIJTMBOCTEMN,

7 ACH (Automated Clearing House) — ABTomaTuyHa po3paxyHkoBa nanara.
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NOB’A3aHUX i3 rPOLLOBUM

obirom.
3-NMoMix TexHik MoxHa
BUAOINUTY Kpagikku

obnikoBUX OaHux, aTaku
Ha piBHi gogaTkiB i
coujanbHy iHXeHepito.
Oesiki 3 OCHOBHUX
[OKYMEHTIB npo
BignosigHicTb: PCI DSSE,
3akoH pemma-Niva-
Bnanni Ta 3akoH
CapbenHca-Okceni.

Bupo6HuuTBO, Xo4va mMoxe 3gaTucs, Lo
npodpeciniHa Ui ranysi mawTb Ayxe
BisANbHICTDb, Marno CninbHOro, npoTte
TpaHCNopTyBaHHS, 3MOMLUMKN, SKi HanBInbLL
TexHonorii, NMOBIPHO aTakyBaTUMyTb
KOMYHarbHi opraHisauii umx
nocnyrm, CEermMeHTiB, HanyacTiwe
iHbpacTpykTypa Ta 34ilcHIOTD
obopoHa LinecnpsiMoBaHi  aTtakw,
3aTpayalnum  Ha  HuX
Ginble vacy, 3ycunb Ta
pecypcis.
BusiBneHHs
KOHiAEHLiNHOT
iHdbopMmauii Ta

NMPOHUKHEHHS B 3aXMLLEHi
cucTemm yacTo €
CKMagHUM  3aBOaHHAM,
AIKke BUMAarae 3arnyyeHHs

iHcangepis i
3aCcTOCYyBaHHS TEXHIK, sKi
I'PYHTYIOTBCSA Ha

iHOuBIQyanbHin

ncuxonorii. Taki artaku
MOXYTb  3AilCHIOBaTUCH
iHcangepamu,

CTOPOHHIMU ocobamu
abo ix 06’'eaHaHVMM
aycunnamn.  Ix  meta
MoXe nonsAratn B
OoTpUMaHHi  goctyny Ao

iHTenekTyanbHoi
BIlacHOCTI ons
cTpareriyHoi un

TEexXHomnoriyHoi  Buroau.
Okpim TOro, BapTo
3BEpHYTM  yBary  Ha
3MOMLLMKIB, METOK SIKUX
3MOBXMBaHHS
dyHKLiOHaNbHUMK
MOXITMBOCTSIMM [OAATKIB,
BMMMB  Ha  MOBEAIHKY
cucteMm, WO MIiCTATb
KOHDiAEHLiNHY
iHcbopmaliito, abo

8 PCI DSS (Payment Card Industry Data Security Standard) — Ctangapt 6e3nekv gaHux iHgycTpii GaHKIBCbKMX NIATKHUX KAPTOK.
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nopyLeHHs ix poboTu.
BinbLwicTb 3NOMLLMKIB
HamaralTbCsl OTpUMaTu
KOHMDIAEHUNHY
iHpopmauito, Ky MOXHa
3actocyBatM 3 MeETO
OTPUMaHHS  NpPSMOi 4K
onocepeakoBaHoi BUroau
LUMSAXOM  BUKOPWUCTaHHS
ineHTUdIKaLinHux i
nnaTixkHux gaHux. Yacto
Taki OaHi
BUKOPUCTOBYIOTBCS  ANst
Kpagikkn  ocobucTocTi,
NpoBeAeHHS
LIaxpancbkMx nnaTexis
abo B  pi3HOMaHITHMX
LuaxpancbKux cxemax.

OxopoHa 3gopoB'Aa  binbLwictb 3MOMLLVKIB
HamaralTbCs  oTpUmaTu
KOHDIAEHUNHY
iHpopmalLiito, siKy MOXHa
3actocyBatM 3 METOK
OTPUMaHHSI  MpPSAMOI  uun
ornocepeakoBaHoi BUroau
LUNSIXOM  BMKOPWUCTaHHS
iaeHTndikaLinHnx i
nnaTikHuX gaHux. Yacto
Taki OaHi
BMKOPUCTOBYIOTbCS  ANst
Kpagikkn  ocobucTocTi,
npoBedeHHs
LIaxpancCbkMx nnaTexis
abo B  pi3HOMaHITHUX
LIaXpanCbKMX CXemax.

Y ranysi OXOPOHU
3gopoB’s CLUA wue
npasvna nocTaHoBU
HIPAAS oo
KOHDIAEHUINHOCTI,

©e3nekn Ta CrOoBIlLlEHHs
npo ix nOpyleHHs, a
Takox wWondo Gesneku

naujieHTiB

(http://www.hhs.gov/ocr/p

rivacy/).
PozgpibHa Y ubomy cermeHTi 6arato
TopriBns, 3MOMLLMKIB
XapuyBaHHS, 3aCTOCOBYIOTb  TaKTUKY
roTenbHoO- BMNAgKoOBUX  PO3GiNHMX
pecTopaHHa Hanagie. OpHak, Bce X
cnpaBa icHye nocTinHa 3arposa

CMpsiMOBaHUX aTak Ha
nopaTtkM, Ak MIiCTATb
nnaTikHy  iHdopmadito,
npoBoAATb piHaHCOoBI
onepadii abo 36epiratoTb
iHdbopmawuito, L
[03Bonsie
ineHTUdIKyBaTH
ocobuctictb. Okpim TOrO,

o

8 HIPAA (Health Insurance Portability and Accountability Act) — 3akoH npo 6e3nepepBHiCTb Aii Ta NPO30PICTL MEAUYHOTO CTPaXyBaHHS.
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B LUbOMY rany3eBomy
CerMeHTi iCHye MeHLW

NMOBIpHa 3arposa
CKMagHilumx  atak 3
METOH Kpagikku
iHTenekTyansHoi

BMaCHOCTi, KOHKYPeHTHOI
po3Bigku abo oTpyMaHHS
nepesary Haj LinbOBOO

opraHisadieto abo
OinoBUM  napTHepom Y
neperoBopax.
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[MpakTnyHi npuknaan

MpakTnyHum npuknag 1. ASVS sk HacTaHOBM OO0 TeCTyBaHHA 6e3neku

B ogHomy npuBaTtHomy yHiBepcuteTi KOTn, CLUA, micueBa «YepBoHa komaHga» 3actocoBye ASVS
OWASP 4K HacTaHOBM Mpu MPOBEAEHHI TecTiB Ha MNPOHUMKHEHHS. CmaHOapm BUKOPUCTOBYETLCS
MPOTSAIrOM YCbOro MpOLEeCy TEeCTyBaHHA: Ha neplumx 36opax Mo nfiaHyBaHHIO Ta BM3HAYeHHK obcary
TECTyBaHHSl, B CaMOMYy MpPOLEeCi TeCTyBaHHSA $SIK HACTaHOBM, a TaKOX Npu OdOPMIIEHHI pes3ynbTaTiB
TECTYBaHHS B 3aKIOYHOMY 3BiTi An4 KnieHTiB. OKpiM TOro, «4epBOHI» NPOBOAATb HAaBYaHHA rpynu, ska
3actocoBye ASVS.

«YepBoHa kOMaHOa» MPOBOAUTL TECTM Ha MNPOHUKHEHHS Ha pPIiBHI Mepex i AogaTtkiB ans pisHUX
dakynbTeTiB BH3 B pamkax BceyHiBepcuTeTCbKOi cTpaTerii iHpopmMauinHoi 6e3nekn. Ha nepumx 36opax
No NfnaHyBaHHK KMIEHTUM 4acTO He nocniwakTb [AaBaTh 3rofy Ha TeCTyBaHHA IX foAdaTKiB rpynoto
ctygeHTiB. llicns o3HanMoMIeHHs 3auikaBneHuX CTOpiH i3 ASVS i MNOSICHEHHA M TOro, WO TeCTyBaHHS
npoBoauTMMETbCA 3rigHo 3i CmaHdapmom, a TaKoX TOro, WO 3aKmlYHUM 3BIT MICTUTUME OnUuc
BignoBigHocTi gogatka CmaHOapmy, 3aHENOKOEHHA HEranHO 3HKUKaE. [oTim ASVS 3acTOCOBYETLCS Npu
BU3HA4YeHHi 0b6cary TecTyBaHHs, W06 BCTAHOBUTU, CKiNlbKM HEOBXiOHO Yacy Ta 3ycunb A5 NpoBeaeHHS
TeCTyBaHHSA. «YepBOHa KOMaHOa» MOSICHIOE PU3UK-OPIEHTOBAHE TECTYBaHHA Ha OCHOBI MonepeaHbo
BM3HaAYeHMX PIBHIB OUiHIOBaAHHA BignosigHoCTi ASVS. Lle crnpunae JOCArHEHHI0 B3aEMOPO3YMiHHS LLOLO
HeobXxigHOro obcsry TectyBaHHs MEBHOIO Ao4aTKa MiX KNiEHTOM, 3auikaBNeHMMN CTOPOHaMK Ta rpyrnoto.

AK TiINbKWM NOYMHAETBCA TECTYBAHHS, «4EPBOHI» 3acTOCOBYHOTb ASVS aAnsa opraHisauil CBO€I AisiNbHOCTI
Ta po3anogisly poboyoro HaBaHTaKeHHs. KepiBHMKM NPOeKkTy MOXYTb FEerko KOHTPOMBaTu nporpec
TeCTyBaHHA [JopaTka rpynot, BIiACMIOKOBYHOYM, HAKi BAMOIM OO OLUHIOBAHHSA BIignoBIiAHOCTI BXe
nepesipeHi, a fAKi We nignaratoTb NepesipLli, WO Yy CBOK Yepry nokpallye KOMyHikauito 3 KrieHTamun Ta
A03BOSISIE KepiBHMKaM MpoekTy edekTuBHiwe ynpaensatn pecypcamu. Ockinbku «YepBoHa komaHaa»
rOSIOBHMM YMHOM CKIagaeTbCsl 3i CTyAEHiB, nepen OinbLUICTIO YNeHiB rpynu CTOITb YMMano BUMOT,
NoB’sA3aHUX i3 Pi3HNMUM KypcaMu, siKi 3armatoTb baraTo yacy. YiTko BU3HAYeHi 3aBOaHHs, SKi FPYHTYIOTLCS
Ha Uinunx kateropisix abo okpemMux BUMOrax o OLiHIOBAHHA BigNOBIAHOCTI, JoNOMaratTb YfieHam rpynu
PO3yMIiTH, O came HeoOXiAHO TeCcTyBaTu, a TaKOX TOYHO BU3HA4YaTW 4ac BUKOHAHHS TakuxX 3aBAaHb.
Okpim TOro, yitka cTpyktypa ASVS KopucHa i Npu 3BiTyBaHHI, OCKINbKA YNEHN rpynn MOXyTb (pikcyBaTu
pesynbTatm [O Nepexody Ha HacTynHe 3aBdaHHs, edeKTMBHO OodopMnsyn OinblicTe 3BITIB
OZIHOYAaCHO 3 NPOBeAEHHAM TECTIB Ha MPOHUKHEHHS.

3aknoyHUn 3BIT «YepBOHOI KOMaHAM» I'PYHTYETbCA Ha ASVS, OnucytouM CTaTyC KOXHOI BMMOTU A0
OLIHIOBAHHA BIAMOBIQHOCTI i, 3@ HeoOXigHOCTI, Hagatum gogaTkoBy iHopmauito. Lle 4iTko nokasye
KnieHtam i 3auikaBneHnm ocobam, ge 3HaxoauTbCsA X AoAaTtok 3rigHo 3i CmaHOapmom, a TaKkoX €
Ha[3BMYANHO BaXXIMBUM MPU BU3HAYEHHI nofanblunx 3aBAaHb, OCKIMbKWU OEMOHCTPYE NiABULLLEHHSA YK
3HWKEHHA piBHA 6e3nekn npoTarom Tpueanoro nepiody. binblwe Toro, 3auikaBneHi CTOPOHU MOXYTb
nerko 3HanTu iHopmaLito Npo Te, SK 4o4aTOK BUKOHAB NEBHY KaTeropito Yn KaTeropil, Ockinbku oopmaTt
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3BiTy MoBHICTIO cniBnagae 3 ASVS. Okpim TOro, yitka ctpyktypa ASVS nornerwye i HaB4aHHA HOBMX
YrieHiB rpynun TOMy, K CTBOPIOBATM 3BiTU Ha OCHOBI oOpMaTiB MUHYINX 3BITIB.

3pewwToto, nicnsa BnpoBagKeHHs ASVS nokpallumnscs i npouec HaBYaHHA «YepBOHOT KomaHany . PaHiwe
LLOTWMXXHEBI HABYaHHA 30cepe;XyBanncsa Ha TeMi, Ky obmpanu KepiBHUKU NpoekTn abo rpynu no 3anuty
YNEeHIiB rpynu Yn 3anexHo Bia ix notTpeb. HaBuaHHSA, siki IpyHTYBanucs Ha Uux KpuTepiax, nokpallysanu
HaBUYKW YrieHiB rpynu, ane He 3aBxau Bynu noB’s3aHi 3 OCHOBHOK AiSNbHICTIO «4EePBOHUXY. [HWMMMK
cnoBamu, Yy TeCTyBaHHAX Ha MNPOHUMKHEHHS Trpyna 3Ha4yHO Kpallow He cTaBana. Tenep, nicns
BNpoBaKeHHA ASVS, HaBYaHHA rpynu 30CepeKyloTbCA Ha OKPEMUX BMMOrax [0 OLIHIOBaHHSA
BiAMOBIAHOCTI, WO Mpu3Beno O CYTTEBOrO MOKPALLEHHS HaBUMYOK OKpPeMMUX YNEeHiB rpynu Ta SIKOCTI
3aKIMYHOrO 3BITY.

MpaktmyHun npuknag 2. ASVS €K 3axXvMWEHUN XUTTEBUU LMUKN MNPOrpamMHoOro
3abe3ne4yeHHA

CrapTtan, sikunm 3aMaeTbCA HafaHHSM MOCNYr i3 aHaniTUKKU BENUKUX AaHUX (DiIHAHCOBMM YCTaHOBaM,
yCBIigOMIOE, WO 6e3neka B Nnpoueci po3pobkn nporpaMHoro 3abesneyeHHsi € HanBaXKMMBILLIOKD BUMOIOHO
Ans oTpUMaHHA AocTyny A0 ¢iHAaHCOBMX MeTagaHux Ta ix obpobku. Came ToMy uen ctapTan obpas
ASVS 3a ocHoBY 6e3nekn B rHy4KOMY XUTTEBOMY LMK PO3PO6KN.

CtapTtan 3actocoBye ASVS npu CTBOPEHHi 30ipoK KOPUCTYBaLbKUX iCTOPIN Ta BapiaHTIB BUKOPUCTaAHHS
ANS BUPILWEHHA NUTaHb, NOB’A3aHMX i3 OYHKLiOHanNbHOK 0e3nekoto, K, Hanpuknag, npyv BU3HAYEHHI
Hamkpaworo cnocoby BNpoBagXeHHs (YHKUIOHANbHOI MOXNUMBOCTI Bxoay B cuctemy. Craprtan
3acTtocoBye ASVS He Tak, AK BinbLWICTb iHWKMX KOpUCcTyBauiB: y CmaHOapmi BiH nigbupae Ti BUMOru, sKi
niaxoOsTb MOMY B KOHKPETHOMY CMPWHTI, Ta gofdae ix 6e3nocepedHbO OO0 nepeniky (pyHKUioHanbHMX
BUMOr, SGKWO uUe — (yHKUiOHanbHa MOXIMBICTb, abo OO0 OBMeXeHb AiloyMx cueHapiiB, SKwo ue —
HedyHKLioHanbHa MoXnuBicTb. Hanpuknag, npu BuGopi asoxdaktopHoi TOTP%-aBTeHTuUdiKauii 6yno
Ao4aHOo NOonNiTUKY naponiB i perynatop Beb-cnyx6, Wo OAHOYACHO CTano MEeXaHi3MOM BUSIBMNIEHHS Ta
nonepemXeHHss atak MeTogom nepebopy. Y HacTynHUX cnpuHtax byae BubpaHo goAaTKoBi BUMOrM 3a
cxemamu «came BYacHo» (just in time) Ta «Bam ue Hikonu He 3HagobuTbCa» (you ain't gonna need it).

Po3pobHukn 3actocoBytoTb ASVS §K KOHTPOMbHUIK nepenik ans B3aeMHOI nepeBipku, wo 3anobirae
Hebe3neyHUM npakTUKaMm KOLYyBaHHSA, a TaKOX Y PETPOCMNEKTUBHUX MiaHax Ans 1oro, wobd po3pobHUKK,
AKi po3podbunn HOBY (YHKLIOHANbHICTb, MOMMX MepeBipUTU BCi MMOBIPHI BUMOrM ASVS i Te, 4n
HeobXiaAHO LLOCh NOKpaLLyBaTh YM CNPOLLYBATU Y HACTYMHUX CIPUHTAaX.

3pewwTolo, pPOo3pobHUKM 3acTocoByloTb ASVS B pamkax 3axuuieHoro 65noky aBTOMaTU30BaHOro
OLHIOBaHHA BI4MOBIAHOCTI Ta Habopy iHTerpauiHuUX TEeCTiB ANA NepeBipkn BapiaHTiB BUKOPUCTAHHS,
HenpaBubHOIO BUKOPUCTaHHA Ta (pa3smHry. MeTta nongrae B Tomy, WO6 3HU3UTM PU3NK BOSOCMALHOIO
MeToay, B SIKOMY TECTYBaHHS Ha NMPOHUKHEHHS1 BUKOHYETLCS HaNpPUKiHUi po3pobku goaaTtKy, O MOXe

9 TOTP (Time-based One-time Password) — 4acoBuii 0HOPa30BuiA Naporb.

CraHpgapT ouiHiOBaHHA BignosigHocTi 6e3nekn goaatkiB 3.0 OWASP 20



*)ownsp

NpPU3BECTM 0 OOPOroi peopraHisadii kogy, Konvm nonpaBkM BHOCATLCS OO0 BXe Npautotyoro npoaykry.
Ockinbku nicnst KOXXHOro CNpuUHTa MOXYTb 3‘ABNATUCS HOBI Bepcii gogaTtka, He4oCcTaTHbO MoknagaTucs
Ha OgHOpas0BYy MepeBipKy. TakMM YMHOM, NPy aBTOMaTU3aLil PEeXUMY TECTYBaHHA Ha MPOHUKHEHHS He
MOBMHHO 3anULWNTUCA XOAHOI 3Ha4yHOi nNpobnemu, sky Mir 6u BUSBUTU KBanidpikoBaHWA KOHTponep
Ge3nekn nicns 6araToTUXKHEBOI NepeBipKkK goaaTka.
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[MporpamHi 3acobu anst ouiHKM BigNOBIAHOCTI

Mo3unuia OWASP wopo ceptudikaTiB i 3HaKiB aoBipn ASVS

OWASP ¢gK KOMepLiMHO HeuTpanbHa HenpubyTKkoBa oOpraHisauis He BuOae XoaHi cepTtudikatn
nocTavarnbHMKam Nocnyr, KOHTponepam BiANOBIOHOCTI YM Ha NporpamMHe 3abe3neyeHHs.

OWASP ogiuinHO He nepesipsaB, He PeECTpyBaB i He BMAaBaB >XOAHI TBEPLKEHHSA, 3HaKM OOBipU Ta
cepTmdikaTi, TOMy OpraHisauisim, siki NoKnagatTbCa Ha HUX, BapTo ByTn obepexHumn, nosipsatoum byab-
SIKUM TPETIM CTOpOHaMm abo 3HaKkam [OBipw, WO CTBEPAXYIOTb NPO HasiBHICTb cepTudikaty ASVS.

OpHak, opraHizauism He 3abopOoHSETHCA NMPOMOHYBaTWM Taki NOCNyrn 3 NiATBEPAXEHHS BiAMNOBILHOCTI,
SIKLLO BOHW HE CTBEPKYIOTb NPO HasABHICTb oduiLinHnx ceptudpikatis OWASP.

HactaHoBu cepTuUdikyrouMm opraHisaudisam

CmaHdapm oujHrosaHHs 8idnogiOHocmi be3srnexku do0amkie MOXHa 3aCTOCOBYBaTU SIK «BiOKPUTY KHUTY» 3
OLHIOBAHHA BI4MOBIOHOCTI AoAaTka, BKNHOYauWM BIiOKPUTUA HEOOMeXeHun OoCTyn OO MOro OCHOBHMX
pecypciB, K, Hanpuknag, A0 apXiTekTypu i po3pobHUKIB, NPOEKTHOI AOKYMeHTaLil, BMXiQHOro koay,
aBTEeHTUIKOBAHOro OOCTYNy A0 CUCTEM TeCTyBaHHSA (B TOMY 4uCri 4OCTyny OO0 WOHaANMeHLLe OA4HOro
00niKoBOro 3anucy B KOXHin poni), 3okpemMa Ansi OUiHIBaHHSA BignosigHocTi P2 ta P3.

ICTOPMYHO TecTyBaHHA Ha MPOHUMKHEHHS Ta aHania 6es3nekn nporpaMHOro kogy  MIiCTUAM nuwle
npobnemHi 3Haxigkn ayguty. TobTo, B 3aknOYHOMY 3BiTi OonucyBanaca BUKIKOYHO iHopMauis npo
HeBgaui. CepTudikytodi opraHizauii NOBUHHI BKOYATM B KOXEH 3BiT 0OCAr OUiHOBaHHSA BiANOBIQHOCTI
(3oKpeMa, SKLIO OCHOBHWUIA KOMMOHEHT 3HaxoOuTbCsA MNo3a fiana3oHoM, €K, Hanpuknag, SSOW-
aBTeHTMQikauis) Ta CTUCIMA BMKNag pes3ynbTaTiB OUIHIOBaHHSA BIigMOBIAHOCTI, B TOMYy 4uChi Mpo
nponaeHi Ta HENPOWAEHI TECTU 3 UITKUMWN BKa3iBKaMU, 9K BUPILLUTU NMUTAHHSA 3 HENPOMOEHUMU TECTaAMM.

3BMYarHOO rany3eBOK NPaKTUKOK € BeOeHHs AeTarnbHOi poboyoi AOKyMeHTauil, 36epexeHHs 3HIMKIB
ekpaHy abo Bigeo, cueHapiiB Ansi HagiMHOro MOBTOPHOrO BUMKOPUCTAHHA Ta E€NEKTPOHHMX 3anucie
TECTYBaHHS, 9K, Hanpuknazg, nepexonsieHHs XypHaniB Npokci-cepBepa Ta BigMOBIgHUX 3aMiTOK, TakuX SK
CMUCOK O4MUCTKK. Taka iHghopMauist Moxe ByTn AINCHO KOPUCHOK AN AoKa3y pes3ynbTaTiB po3pobHMKaMm,
AKi MaloTb HambinbWwi cymHiBU. HepocTaTHbO NPOCTO 3anyCcTUTW IHCTPYMEHT — i BiA3BiTyBaTU Npo
HeBgady. Lle (B »xogHOMY pasi) He Hagae OOCTaTHLOI KifIbKOCTI AoKa3iB Npo peTeribHe TeCTyBaHHS BCiX
acnekTiB Ha piBHIi cepTudikauii. ¥ BuNagKy BUHUKHEHHS CMIPHUX NUTaHb HeobxigHo, wob 6yno
AOCTaTHbO [OKa3iB AN HaJaHHSA BNEBHEHOCTI B TOMY, WO 6yrno NpoTecToOBaHO KOXHY 6e3 BUKMOYEHHS
BMMOTY, NOB’A3aHY 3 OLiHIOBaAHHAM BiANOBIAHOCTI.

10 SSO (Single Sign-On) — TEXHOSIOrisA EAUHOTO BXOAY.
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Ponb iHCTPpYyMeHTIiB aBTOMaTN30BaHOro TeCTyBaHHS Ha MPOHUKHEHHS

BaxaHo, wWo6 IHCTPYMEHTU aBTOMATM30BaAHOIO TECTyBaHHA Ha MPOHUMKHEHHA 3abesnevyBanu
MaKCMMarnbHO MOXMMBE MOKPUTTA Ta 3agitoBanun skomora binblle napameTpiB 6e3nivdio pisHMx opm
310BMUCHUX BBEOEHD.

OuiHtoBaHHS BignoBigHOCTI ASVS HEMOXITMBO 3aBEPLUNTU MOBHICTIO NLLIE 32 AONOMOIOK IHCTPYMEHTIB
aBTOMAaTU30BaHOrO TECTYBAHHA Ha MPOHUKHEHHS. Xo4a 3HauyHY KifbKicTb BUMOr P1 MOXHa nepesiputu
3a AOMOMOro aBTOMAaTM30BaAHOMO TECTYBaHHA, abcontoTHa GinbLicTb BUMOr He MiagaeTbcs nepesipui
iHCTpYyMEeHTamMn aBTOMaTU30BaHOIO TECTYBaHHA Ha MPOHUKHEHHS.

BapTo 3ayBaxutu, WO 3 po3BUTKOM ranysi 6esneknm [oOaTKiB Mexa MK aBTOMATU30BaHUM i PyYHUM
TecTyBaHHAM Bce 6inblie po3MMBAETLCA. |HCTPYMEHTM aBTOMATU30BaAHOIMO TECTyBaHHS 4acTo
BMMaratTb Py4YHOro HanawTyBaHHS dhaxiBUusMKW, a KOHTporiepu 6e3nekn, SKi NnpautoTb BPYYHY, YacTo
BUKOPUCTOBYIOTb PiI3HOMAHITHI IHCTPYMEHTM aBTOMaTU30BaHOIO TECTYBaAHHA.

Ponb TeCTyBaHHA Ha NPOHUKHEHHSA

LlinkoM MOXNMBO BMKOHATU TeCTyBaHHS Ha MPOHMKHEHHSA Ta MepeBipUTU YCi acnekTu Ha BignoOBIgHICTb
P1 Bpy4Hy 6e3 gocTyny OO BUXIQHOroO Koay, arne Le He € NpOoBigHOK MNpakTukorw. [na TectyBaHHs P2
HEeOoOXigQHO LWOHANMEHLIe OTpumMaTtM [JOCTyn OO pPO3pOOBHMKIB, OOKYMEHTaUuil Ta Kogy, a TaKox
aBTeHTUdIKOBaHM [O0CTyn A0 cuctemMu. P3  HeMOXNIMBO MOBHICTIO OXOMUTU TeCTyBaHHAM Ha
NPOHUKHEHHS!, OCKINbKM OBiNbLICTb 00AATKOBMX 3aBAaHb BIAHOCUTLCS A0 OUHIOBAHHS CUCTEMHUX
KOHpirypauin, aHanisy LWKiaIMBuUX KOAiB, MOAESNOBAHHSA 3arpo3 Ta iHWKMX poboyumx NpOAyKTiB, He
NOB’A3aHUX i3 TECTYBAHHAM Ha MPOHUKHEHHS.

ASVS 5K geTanbHi HACTaHOBM WOA0 apXiTeKTypu 6e3nekun

OaHuM i3 HaMpO3MNOBCIOMKEHIWNX € 3acTocyBaHHSA CmaHdapmy ouiH8aHHs e8idrnogidHocmi be3neku
0odamkKig sIK pecypcy apxitektopiB 6e3neku. [1BOM OCHOBHMM METOLOMOriAM apXiTekTypu 6esnekun —
SABSA Ta TOGAF — 6pakye BenuKkol KinbKOCTi iHopmauil, HeobxigHOI Ans aHanidy apxitektypu
Oesnekn popatka. ASVS MOXHa 3acTocOoBYyBaTM [f9 3aNOBHEHHS UWX MporasivH, OCKINbKWA BiH
ponomarae apxitektopam 6esnekn obvpaTtu Kpali KOHTpomni And TUNoBux npobrnem, sk, Hanpwuknag,
WabnoHn 3axncTy AaHux i cTpaterii nepeBipkn BXiAHUX OAHUX.

ASVS 3amicTb cTaHOapTiB 6e3ne4YHoro KogyBaHHsA
baraTo opraHisauin MOXyTb MOYEPnHYTU KOPUCTb i3 BNpoBagKeHHs ASVS, obpasln OOUH i3 TPbOX
piBHiB abo posranysumBwun CmaHOapm Ta BHICLUM BCi 3MiHW, HeoOXigHi ons obpaHoro piBHA PU3UKY

AopaTka, 3anexHo Big ranysi 3acTocyBaHHSl. PekoMeHOyeTbCs caMe Takuii BUA, po3ranyXeHHs1, OCKiNbKu
NPy HbOMY MIATPUMYETLCS BIOCTEXEHHS. TakMM UYMHOM, SIKWIO [04AaTOK MNPOWLIOB MepeBipky Ta
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Bignosigae BuMo3si 4.1, ue o3Hayae Te came i 4N NOoro posrany>XeHnx Koniun, Aki po3BmBaroTbCA 3rigHo 3i
CmaHdapmom.

ASVS sK HacTtaHOBM WOA0 MOAYNbHUX i KOMMJIEKCHMX aBTOMaTU30BaHUX
TeCcTyBaHb

ASVS € BUCOKO npuaaTHUM Afs TeCTyBaHHA, 3a €OAWHUM BWHATKOM, MOB’A3aHUM i3 BUMOramu [o
apxiTekTypu i WKigNMBmMx kodis. 3aBAAKM MOAYITbHUM i KOMMSIEKCHUM TecTaM, SKi NepeBipATb Ha OKpeMi
Ta XapaKkTepHi BapiaHTX HeNpaBUbHOIO BUKOPUCTaHHS Ta (pas3nHry, 3 KOXXHOK HOBOK BepCieto 4oaaTok
MOXe NPaKTUYHO 34iNCHIOBATM CaMOOLHIOBaHHSA. Hanpuknag, MoXHa AOMNOBHUTU JOAATKOBUMW TecTamu
KOMMNNEKT TECTiB ynpaBmniHHA BXOAOM B CUCTEMy, WOO NepeBipaATM napamMeTpu iMeHi KopucTyBada Ha
TMNOBICTb, BECTU CMMCOK OOMIKOBUX 3anuciB, nonepemxatn aTtakm Metogom nepebopy, a Takox
BCcTaBneHHs B 3anutu LDAPY! ta SQL'?, XSS mowo. MoaiGHMM 4YMHOM, TecTyBaHHS napameTpiB
naposito NOBUHHO OXOMNJIOBATM TUMNOBI NAPOni, AOBXWHY NApPOSto, iH €KL HyNboBOro 6anTa, BuaaneHHs
napameTtpy, XSS, nepenik 06nikoBnx 3anucis, Ta iH..

ASVS sik HaBYaHHSA WoA0 6e3neKkn po3podKu nporpam

Okpim TOro, ASVS MOXxHa 3acTtocoByBaTU AOS1 BU3HAYEHHS XapaKTepHUX OCOBNMBOCTEN 3aXMLLEHUX
nporpamHmnx 3acobiB. barato kypciB «6e3ne4yHoro KogyBaHHsa» € NPOCTO KypcaMy €TUYHOrO XakepcTBa,
Ae [awTb Haas3BMYaMHO Mano nopag woao kogyeBaHHsA. Lle Hisk He pgonomarae po3pobHukam.
Hatomictb, Kypcu 6e3neyHOi po3pobkm MOXyTb 3actocoByBatM ASVS, UiTKO 30CEPEaXYHYMCb Ha
NPOaKTUBHUX KOHTPOSNAX, onucaHmx y CmaHOapmi, a He Ha TOM-AeCATUi HeraTMBHUX AiK, AKUX cnig
YHUKaTW.

11 DAP (Lightweight Directory Access Protocol) — nonerweHuin npoTokos AOCTYny A0 AUPEKTOPIN.
12 SQL (Structured Query Language) — MOBa CTPYKTYPOBaHMUX 3anuTiB.
18 XSS (Cross-Site Scripting) — MiXcainToBe BUKOHaHHS CLieHapiiB.
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Mpoektn OWASP, wo 3actocoBytoTb ASVS

https://www.owasp.org/index.php/OWASP Security Knowledge Framework

SKF!* 3acTOCOBYETHCSA AN HABYaHHS PO3POOHUKIB HanMcaHH 6eaneyHoro koay. Lle — Be6-goaatok Ha
OCHOBI BigkpuToro BuxigHoro koay Python'®-Flask'®, skuit 3actocoBye CmaHOapm oUiHIO8AHHS
gidrnosiOHocmi 6e3neku dodamkie OWASP y HaBYaHHI HanucaHHo 6e3nevYHoro 3a AM3anHOM Koay.

https://www.owasp.org/index.php/OWASP Zed Attack Proxy Project

ZAPY" OWASP € npocTMM y BMKOPUCTAHHI iIHCTPYMEHTOM KOMMMEKCHOIO TECTYBaHHS Ha MPOHUKHEHHS
ANs BUSBMEHHSA BpasnuMBocTen Yy Beb-goaaTtkax, po3pobneHnin ans nogen i3 HanpisHOMaHITHIWMM
poceigom y cdepi 6e3nekn. Cam no cobi Uen IHCTPYMEHT € igeanbHUM Ans Po3poOHUKIB i
OYHKUIOHaNbHUX TecTyBamnbHUKIB, SIKi € HOBaykamMu B TeCTYBaHHAX Ha MPOHUKHEHHA. ZAP Hapae
aBTOMAaTM30BaHi CKaHepu, a TakoX Habip iIHCTPYMEHTIB, SKi 4O3BOSAKTbL BPYYHY 3HaXo4MTW BPa3SiMBOCTI
cucteMmn Gesneku.

https://www.owasp.org/index.php/OWASP Cornucopia

Cornucopia OWASP — ue kapTkoBa rpa, 3a [JOMNOMOroK KOl rpynu po3pOobHUKIB MporpamMHoro
3abes3neyvyeHHss BM3Ha4alTb BUMOrM [0 0Ge3nekn y npoueci THy4Ykux, TpaguuiiHuX i dopmanbHUX
po3poboK. BoHa He 3anexuTb Big4 MoK, nnatdopmun Ta TexHonorin. (Habopn Cornucopia ©ynu obpaHi
3rigHO 3i CTpykTypoto Kopomkozo dosioHuka SCP® OWASP i3 po3rnsgom OKpeMux po3ainis vy
CmaHdapmax ouiHoeaHHs eidnosiOoHocmi 6e3nieku 0odamkie OWASP, y HacmaHogax w000
mecmyesaHHs OWASP i B NpuHyunax 6e3ne4yHux po3pobok [esina Pyka.

14 SKF (Security Knowledge Framework) — OCHOBU 3HaHb 3 6e3neku.

15 Python — iHTepnpeToBaHa 06’ €KTHO-OpiEHTOBaHa MOBa NPOrpamMyBaHHsi BUCOKOIO PIBHS 3 AVHAMIYHOK CEMaHTUKO.
16 Flask — mikpokapkac ansi cTBopeHHs1 Be6G-goaaTkie MOBOO nporpamysaHHs Python.

17 ZAP (Zed Attack Proxy) — ckaHep 6e3nekv Be6-noaaTkis 3 BiakpuTum komom MNpokci 3ea-arak.

18 SCP (Secure Coding Practices) — MpaKTWK1 3aXMCHOTO KOJyBaHHSI.
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OB1. ApxiTekTypa, NpoeKkTyBaHHA Ta MOAENOBAHHS 3arpo3

3agaua

3abesneyeHHs BiANOBIAHOCTI OLiHIOBAHOIoO fOAAaTKa HAaCTYMHUM BMCOKOPIBHEBUM BUMOTraM:
e Ha nepwoMy piBHi KOMMOHEHTW [oAdaTka BU3HA4YalTbCA Ta BXOAATb OO0 CKnagy pgopartka
He6e3NPUYMHHO;
e Ha [IpyroMy piBHi BU3HA4Ya€EeTbLCSA apxiTekTypa, a Ko Bignosigae ii BuMoraw,;
® Ha TPeTbOMY PiBHi apxiTeKkTypa Ta AM3alH HasBHi, BUKOPUCTOBYHOTLCA Ta € e(PEKTUBHUMMN.

Mpumitka. Llen po3ain nosBepHynu y Bepcito 3.0, 3anuwmnsLumn, No CyTi, Taki caMi KOHTPOS apXiTekTypw,
aKk 'y ASVS Bepcii 1.0.

Bumoru

R Y K K

I'IepeB|pV|TV| 4K BU3HAYEHI BCi KOMNOHEHTN goAdaTtka, i YM BOHU I'IOTpI6HI

- Tepesiputi, 41 BU3HAYEHI BCi KOMMOHEHTW, fAK, Hanpvknag, 6ibnioreku,
MOZyni Ta 30BHilLHI CUCTeMM, SAKi HEe € 4acTVMHOK AoAaTKa, ane HeobXiaHi 1.0
ONs oro yHKUiOHYBaHHS.
(<7 | MepeBipnTH, YM BYyNo BU3HAYEHO BUCOKOPIBHEBY apXiTeKTypy AoAaTtka. -- 1.0
14 lNepeBipnTH, YK BCi KOMMNOHEHTU AoAaTKa BUTIKaKOTL 3 ypaxyBaHHs GisHec- 1.0
dYHKLiV Ta / abo dYHKLi 6e3nekn, AKi BOHN BUKOHYHOTb. :
15 MepeBipnTH, Yn BCi KOMMOHEHTH, AKi HE € YaCTUHOI AoAaTKa, ane HeobXiaHi
ANA MOro PYHKUIOHYBaHHS, BUTIKAOTb 3 ypaxyBaHHs GisHec-coyHKuin Ta / 1.0
abo yHKUin 6e3neku, ki BOHW BUKOHYIOTb.
(L5 TNepeBipnTn HaaBHICTL MoAdeni 3arpos Ans LinsL0BOro p,op,aTKa a Takox Te, 1.0
4yu Taka Mofesb OXOMNIOE BCi pU3UKKM, NoB’'s3aHi 3i STRIDE!® ’
1 [lepeBipuT HasBHICTb LEHTPanisaoBaHOro BMPOBA[AXKEHHA BCIX KOHTPOJIiB
Oe3nekn (Bkmodaruy OiGnioTekn, ki BUKIMKAOTb  30BHILLHI - CRYX0Ou 1.0
besnekn).
(Ll TMepeBipnTyi, YW BiOAINEHI KOMMNOHEHTM OAWMH BiA OAHOrO 3a [OMOMOroH
MEBHOrO KOHTPOm 6e3neku, AK, Hanpuknaz, MepexeBol CermeHTauieo, 3.0
npaBunaMmm MikMepexXeBoro ekpaHy abo rpynamMmm XmapHoi 6e3neku.
I lNepeBipuTi, Yn OOAATOK MaeE YiTKMN PO3MOAIN MK piBHEM daHWUX, piBHEM
KOHTpOnepa Ta piBHeM BifobpaxkeHHs, Wob pilueHHs wono Gesnekn Mornu 3.0
npUMMaTmNCs B 3aXMLLEHMUX KOMMNOHEHTaX.
1L006 [MepeBipUTH, UM KITIEHTCBKMI KOO HE MICTUTb KOH(IAEHUiNHOT Bi3Hec-noriku, 30
CeKpeTHMX KntoYiB abo iHWOoi KoHMIAeHUinHOT iHdbopMaLlil. :

1% STRIDE (Spoofing, Tampering, Repudiation, Information Disclosure, and Elevation) — cuctema knacudikauii 3arpos nigMiHm igeHTudikatopa kopucTtysava,
BTPYYaHHS, BiAMOBW, PO3rofoLLEHHsI AaHNX, BiAMOBU B 06CNyroByBaHHi Ta NiABWLLEHHS NPUBINeiB.
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MocunaHHA

HeTanbHiwy iHopmauito HaBe4eHO B HACTYNMHUX JOKYMEHTaXx:
e [lam’amka rpo modesntoeaHHs1 3a2po3 OWASP
(https://www.owasp.org/index.php/Application _Security Architecture Cheat Sheet);
e [lam’amka rpo aHani3 nosepxHi amak OWASP
(https://lwww.owasp.org/index.php/Attack Surface Analysis Cheat Sheet).
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OB2. Bumorn wono ouiHoBaHHS BiaNOBIAHOCTI aBTeHTUdIKaUil

3agava

ABTeHTUIKaLisi € aKTOM BCTaHOBMEHHsSI abo NiaTBEpAXXEHHS YOrocb abo KOrocb K aBTEHTUYHOrO, TOBTO
3acCBigYeHHs OOCTOBIPHOCTI TBEPAXKEHb, 3PO6MNEHNX KUMOCH Y/ MPO LLIOCh.

3abeaneveHHs BigNOBIAHOCTI OLiHIOBAHOMO foAaTKa HACTYMHMM BUCOKOPIBHEBUM BMMOTraM:
e nigTBEpPOKEHHSA LMPOBOI 0COBUCTOCTI iHiLiaTopa KOMyHiKauii (BignpaBHMKa);
e 3abe3rneyeHHss MOXNMBOCTI aBTeHTUIKaLii BUKITIOYHO aBTOPU3OBAHUX OCIO, a TaKoX 3axuuieHa
nepenaya obnikoBUX AaHUX.

Bumoru

R N 3 2 N

““L " TepesipnTu, 4n BCi CTOPIHKA Ta pecypcu BuMaralTb aBTeHTUdiKauii 3a
3aMOBYEHHSIM, 332 BUHATKOM TUX, AIKi MpU3HadeHi came ans Toro, wob 6ytm = v
BIIKPUTUMM (MPUHLMM MOBHOTO NOCEPEAHNLITBA).

. MNepesipuTy, 41 nons naponie He Bino6paxaioTb BBEAEHUA KOpUCTyBaYeM =,
napornb.

I\)

MepeBipnTH, 41 Ha CepBEpHiil CTOPOHI MPUMYCOBO 3aCTOCOBYKOTbCS BCI |/
KOHTPOTi aBTeHTUdiKaLil.

I'IepeB|pV|TV| 4n KOHTpOﬂI aBTeHTMq)IKaU,II 38663I'Ie‘-lyl0Tb 3axuUcCT Big BXoay /
3r10MLUMKIB B CUCcTemy.

“ (| lNepeBipnt, 41 nons ANs BBEAEHHS Naposito [O3BONSAOTL i 3a0X04YyHOTb
BUKOPUCTAHHA NaposibHUX pa3 i He 3abOpOHAITL BUKOPUCTAHHA OOBrUX = v
napornbHux dpas / gy>xe cknagHux napornis.

“: lepesiputy, 4n BCi (OyHKUiT aBTeHTUikaLii ocobucTocTi (K, Hanpuknag,
pefarysaHHs npodinto, 3abyTuii naponb, BUMKHEHWA /| BTpa4eHUn mapkep
AoCTyny, cnyxba TexHi4HOi ninTpumkn abo IVRZ), aki MOXyTb BigHOBUTU = v/
fAoctyn 00 O6nikoBOro 3anucy, He MeHL CTiMKi [0 aTak, HidK MexaHiam
nepBWHHOT aBTeHTUdikauii.

I'IepeB|pV|TV| 4n (byHKLI,IOHaJ'IbHa MOXJIMBICTb 3MiHU naporsto sumMarae CTapVII/I /
naporsib, HOBWI naporsb | NiATBEPAKEHHA NMaposio.

“”2 [epeBipnT, 41 peecTpyrOTbCs BCi Migospini Al woao aeTeHTUdiKauii 3i
3a3HaYeHHsIM 3anuTiB i3 BIAMNOBIAHMMM MeTajaHVMK, HeobXiaHuMK ans
po3cniayBaHHsA nopylleHb Geaneku.

Z4ik<t - TNepeBipyTH, Yn naponi obnikoBMx 3anucie 36epiraloTbCA 3 BUKOPUCTAHHAM
[OCTaTHbO CUNBbHOMO WKMdpPyBaHHA Ta BigbuBalTb aTakM MeToaoM
nepebopy Ha npoueaypy WndpyBaHHS.

“ 5 TNepeBiputi, YM igeHTUOIKALAHI AaHi TpaHCMOPTYOTLCA MO BIAMNOBIAHOMY
3almppoBaHOMy KaHary, a TakoX Yy BCi CTOPIHKK / doyHKLUIT, AKi BUMaraTb v 3.0
BBEOEHHS KOpMUCTyBayeM WMOro igeHTudikauiiHux AaHuxX, BMKOPUCTOBYIOTb

20 |VR (Interactive Voice Response) — iHTepakTyBHa rofiocosa Bignosigb.
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3aWmndpoBaHi kaHanw.

Z 0 TepesipnUTy, Yn DYHKLIA BiOHOBIIEHHS 3a6yTOro Napornio Ta iHLUi LWAXM Moro
BiAHOBJIEHHSI He BIAOGpaaloTh Ailo4nii Naporb, a TakoxX Yv KOPUCTYBaY He
OTPMMYE HOBUI Naporb Y BUrNA4i He3awndpoBaHOro TEKCTY.

MNepesiput, WO He MoOXnmBUA  36ip OdaHUX depe3 dyHKUiOHAnNbHI
MOXMNWBOCTi BXOdy B CUCTEMY, 3MiHM maponio abo BidHOBMEeHHs 3abyToro
00nikoBOro 3anucy.

MepesipnTK, Yn B NporpamMmHOMy cepeaosuLli aodaTtka abo B Gyab-akomy 3
MOro KOMMOHEHTIB He 3acTOCOBYOTbCA TWMMOBI Naponi (AK, Hanpuknag,
admin?! yn password??).

lNepeBipuTH HasiBHICTb PErynoBaHHA KiNbKOCTI 3anuTiB AN NOnepemKeHHs
aBTOMaTM30BaHMX artak3 MeTol aBTeHTUdIKauil K, Hampuknag, aTtaku
meToaoM nepebopy abo aTaku Ha BigMOBY B 06CNYroByBaHHi.

Mepesiputi, 4M BCi aBTeHTUIKAUINHI _OaHi Ana OTpUMaHHA OOCTyny [0
30BHILWHIX Cryx6 € 3awmndpoBaHMM i 36epiraloTbCs y 3aX1LLEHOMY MiCLi.

MepeBipnTH, YN OYHKUIA BIAHOBNEHHS 3abyTOro Naporto Ta iHLWi WAsSXnM Noro
BiJHOBMNEHHS 3aCTOCOBYIOTb 4OOATKOBUN NporpamHuin 3acié aBTeHTudikadii,
NOBIAOMIEHHS Ha MODINbHU TenedoH abo MexaHiaMm BigHOBNEHHs 6e3
BMKOPUCTaHHS Mepexi.

MepeBipnTH, Yn BNokyBaHHA OOMIKOBOro 3anucy Mae CTaTycu ik M'aKoro, Tak
i KOpPCTKOro OnokyBaHHS, SIKi HE € B3AEMOBWKITIOYHUMU. AKWO O6MiKoBWI
3anMc TMMYacoBO 3abrfioKOBaHWMA y M’SIKOMY pPEXMMi BHACnigoK aTaku
MeTogoM nepebopy, CTaTyc >XOPCTKOrO OrOKYBaHHS BUMUKATUCS He
NOBUHEH.

NepeBipuTi, UM NMUTAHHSA, AKi FPYHTYIOTLCA Ha 3HAHHAX KOPUCTYBada (Takox
BiJOMi £IK CEeKpeTHi NWTaHHHA), SKWO Taki BUMMAaralwTbCH, € AOCTaTHbO
CUNbHUMUY AN 3aXUCTy AoaaTka.

MNepeBipuTi, YN MOXHA HanawTyBaT¥ CUCTEMY TakMM YMHOM, WOOG He
[lonyckaTn MOBTOPHOTO BUKOPUCTAHHS  3a3HAYEHOI  KiMbKOCTi  MUHYMUX
naponis.

MepeBipuTn, 4M BMMaraetTbCa MOBTOPHA, CTyniHYacTa, aganTuBHa abo
nBoxdakTopHa aBTeHTMQikauisa abo nignuc TpaH3akuii nepea [O03BOSIOM
OyOb-AKMX PU3MKOBAHWX oOMepawii, MOoB'A3aHuX i3 Oo4aTkoM, 3rigHo 3
npodinem p13unkis gogaTka.

MepeBiput  HasBHICTb  3axopiB  AnNA  GrOKyBaHHA  BUKOPUCTaHHSA
PO3MNOBCIOMKEHNX NaponiB i crnabkux naponbHux dpas.

MNepesiputi, 4 OoAaTOK BiOMOBIAAE Ha BCi BUKMUKU aBTeHTUIKaUIl, AK
YCMilHI, Tak i ©OesycnilwHi, MNpOTArOM O[HaKOBOrO CepefAHbOro 4Yacy
OuiKyBaHHS.

lNepeBipuTi, YM CEKPEeTHi Koawu, KModi nmporpamHoro iHTepgency aoaaTka
(API) Ta naponi He MiCTATbCA Yy BuMXiAHOMY Kodi abo MepexeBux
penosunTtapisx BUXiGHOro Koay.

“=lth TepesipUTh, WO 3@ MOXMMBOCTI _aBTeHTUiKaLil KOpUCTyBadiB [0[aTokK
BMKOPUCTOBYE HadilHWI MexaHiam 6e3nekn aBTeHTUdiIKaLl.

2.31

MepeBipuT, WO 3a MOXMNMBOCTI aBTeHTUQIKaUil KOpUCTyBauiB AoaaTok

2L Admin B nepekrnagi 3 aHrincbKOT MOBY 03HaYae «adMiHy, «agMiHicTpaTopy.
22 password B nepeknagi 3 aHrnicbKoi MOBM 03HAYaE «Maposiby.
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A03BOJIE 3aCTOCYBAHHA ABOX(aKTOPHOI abo iHWOI CTiNKoi aBTeHTudikauii
4 Byab-AKOi aHanNorivyHOI CXeMW, sika 3axuLLae iM’s KopucTyBava Ta naporb
Big PO3KPUTTSA.

MepeBipuTH, WO iHTEpdencn agmiHicTpaTtopa He OOCTYNHI ANdA CTOPIH, AKi He v v 30
3acnyroByoTb Ha JOBIpY. :
NocunaHHA

HeTanbHiwy iHopmMauito HaBegeHO B HACTYNMHUX JOKYMEHTaXx:

e HacmaHosu wo0do mecmysaHHs1 4.0: mecmyesaHHs asmeHmudabikayii OWASP
(https://www.owasp.org/index.php/Testing for authentication);

e [lam’simka npo cxosuuwe naposiie OWASP

(https://www.owasp.org/index.php/Password Storage Cheat Sheet);

e [lam’amka ripo 3abymi naposii OWASP
(https://www.owasp.org/index.php/Forgot Password Cheat Sheet);

e Bubip i 3acmocysaHHs KOHMporsibHUX 3arnumaHb OWASP

https://www.owasp.org/index.php/Choosing_and _Using_Security Questions Cheat Sheet (gus.
Cnucok dit).
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OB3. Bumorn woao ouiHioBaHHSA BiAMOBIAHOCTI ynpaBiiHHA ceaHcamu

Ta NiATPUMYE Yy CTaHi, 3a SKOro KOPUCTYBay MOXe B3aeMOLiATW 3 HUM. Lle HasmBaeTbCca ynpaBniHHAM
ceaHCcaMu Ta ONUCYETLCA SIK HABIp yCiX KOHTPONIB, AKi KEPYtOTb MOBHOK B3aEMOAIEID MiXK KOPUCTYBAYEM i

MepeXXeBUM A0AaTKOM.

3abesneyeHHs BigNOBIQHOCTI OLiHIOBAHOro AodaTka HACTYMHUM BMCOKOPIBHEBMM BMMOram ynpasiHHS

ceaHCaMu.

® CEeaHCM € YHiKanbHUMW ONsi KOXHOI OKpemoi ocobu, iX He MOXHa BragaTu Ta HUMW HEe MOXHa

KOpUCTYBaTUCS CifbHO;

® CeaHCW nepepuBatoTbCs, KON € HEMOTPIOHMMMK, Ta GMNOKYHTLCA BHACMIAOK NEpPEBULLIEHHST Yacy

OYiKyBaHHS B Nepioan HEaKTUBHOCTI.

Bumoru

=

I'IepeB|p|/|T|/| HasIBHICTb ancneryepa ceaHciB KOpVICTyBa‘-IIB i MOro CTiNKICTb 00
BCiX TMNOBUX aTak Ha yl'lpaBJ'IIHHﬂ ceaHcaMu.

N

MepeBipUT, YN ceaHCcU NepepuBaloTbCA MPU BUXOAI KOpUCTyBaya 3i
cucTemu.

w

I'IepeB|pV|TV| Yy CeaHCcu 6J'IOKyIOTbCFI BHaCJ'IIﬂ,OK nepeBuLEHHA Yacy
OHIKyBaHHﬂ yepes NeBHUN neplo,q HEeaKTUBHOCTI.

<40 [lepeBiputv, 4YM ceaHCu  OFOKYIOTbCA  BHACMIAOK  NEpPeBULLEHHS
MaKCcMMarbHO AOMYCTUMOI aMiHICTPaTOpPOM TPMBANOCTI CeaHCy He3anexHo
Bi AKTMBHOCTI KopucTyBaya (abcomoTHe OnokyBaHHA  BHACMigOK
nepeBULLEHHS MaKCUMarnbHOT TPUBANOCTI CeaHcy).

<= lNepesiputi, 4Mm BCi CTOPIHKM, AKi BMMaraloTb aBTeHTUdiKaLUil, MaoTb
MPOCTUW | BMOAMMWIA AOCTYN A0 (PYHKUIOHAMNbHOI MOXIMBOCTI BUXOAY 3i
cuctemm.

<. TepeBipnTun, uu iOeHTUMDIKATOPM CeaHCiB HiKONM He BigobpaxalTbCs B
URL23-ap,pecax NOBIJOMITEHHAX MPO MOMUIKM abo >XypHamnax, a TakoX 4u
[oaaToK He nigTpumMye nepeBmnsHavyeHHs URL Kyki-dhanniB ceaHcis.

MepeBipnMTU, YW NPU  KOXHIA YCMilWHIK aBTeHTUMIKauii Ta MNOBTOPHIN
aBTeHTU@IKaLii CTBOPHOETLCA HOBUI CeaHC Ta iAeHTUIKaTop CeaHcy.

<L0E TNepesipUTv, 4M [OAATOK BU3HAE aKTUBHUMU nvwe Ti igeHTUdikatopm
ceaHcy, K reHepylTbCH NOro NPOrpaMHUM CePeaOBULLEM.

MNepesiput, YU igEHTUDIKATOPN CeaHCIB € [0CTaTHbO  4OBrUMM,
BUMAAKOBUMMW Ta YHiKanbHMMM MO BCi 6a3i KOPEKTHMX aKTUBHMX CEaHCIB.

2 URL (Uniform Resource Locator) — yHichikoBaHUi1 fiokaTop pecypcis.

CTaHpapT ouiHIOBaHHA BignoBigHocTi 6e3nekun goaatkie 3.0 OWASP

N

N

N

N

w

1.0

1.0

1.0

1.0

1.0

1.0

1.0

1.0

1.0

32



MepeBipuTn, Yn igeHTUdIKaTopu ceaHciB, WO 36epiraloTbCs B Kyki-ghannax,
MalTb LWAsX, SKAA Bede OO0 [OOCTaTHbO obmexeHoro pnns gogdartka
3HAYEeHHs, a TakoX, WO MapKepu ceaHcy aBTeHTUdikauil [oAaTKOBO
3agatoTb atpubyTn HitpOnly24 Ta secure?s,

MepeBipuT, uYnm o0OOMeEXye [OAATOK KiNbKICTb MapanenbHUX akTUBHUX
ceaHciB.

MMepeBipuUT, 4M CAUCOK aKTUBHMX CeaHCiB BigoOpaxaeTtbcsi y npodini
06niKOBOro 3anMcy KOXHOro KopucTtyBada abo B YOMYCb aHanoriyHomy.
KopucTyBay noBuHeEH MaTu 3Mory nepepBaTtn 6yab-sKMN akTMBHUIA CeaHc.

lMepeBipMTN, UM KOpPUCTyBayy PEKOMEHOYETbCHA MepepBaTM BCi aKTUBHI
ceaHcu nicns ycniwHoi 3MiHM naporto.

MocunaHHA

[eTanbHiwy iHpopmauito HaBegeHO B HAaCTYNMHUX AOKYMEHTax:

e HacmaHosu wo0do mecmysaHHs 4.0: mecmyeaHHs yripaerniHHs ceaHcamu OWASP
(https://www.owasp.org/index.php/Testing _for_Session _Management);

v

e [lam’amka npo ynpaeniHHs ceaHcamu OWASP

(https://www.owasp.org/index.php/Session Management Cheat Sheet).

2 HttpOnly B Nepeknagi 3 aHIMiNCLKOT MOBM 03HAYaE «JIMLLE NPOTOKON nepeaadi rinepTeKCTOBUX JOKYMEHTIBY.
25 Secure B nepeknagi 3 aHrmincbLKoi MOBU 03HaYae «6e3neyqHnny.
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3agava
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KoHuenuis aBTopm3auii nonsrae B HagaHHi 4OCTyny A0 pecypciB nvwe TMM ocobaMm, SKMM OO3BOSIEHO

BMKOPUCTOBYBaTH iX.

3abe3neyeHHs BiANOBIAHOCTI OLLIHIOBAHOIO AoAaTka HACTYNHUM BUCOKOPIBHEBUM BUMOTaM:

e 0cobu, ski MaloTb JOCTYN A0 pecypciB, HaaaTb AOCTOBIPHI iAeHTUdIKALINHI AaHi;

e KOpuCTyBa4i OTPUMYIOTb YiTKi poni Ta npueiner;

e MeTajaHi WoJo ponewn i 403BONIB 3axXULLIEHI BiJ NOBTOPEHHS Ta BTPYYaHHS.

Bumoru

lNepeBipuT HasiBHICTb MPUHUMNY MiHIManbHWUX NPUBINEIB: KopucTyBayam
HaaaeTbCa AOCTYN nuwe A0 yHKUiR, iHpopmauintux dannis, URL-aapec,
“ L KOHTpOMepiB, MOCNYr Ta iHWWX PEecypcCiB, ANA SKUX Y HUX € cneuianbHuin

Aossin Ha pgoctyn. Lle osHayae 3axucT Bid4 NiAMiHM ideHTMdikaTopa
KOp1CTyBa4a Ta NiABULLEHHS NPUBINeiB.

4.8

MepeBipuTn, UM JOCTYN A0 KOHDIAEHUINHUX 3aMUCIB 3aXULLLEHUI HANEXHUM
UYMHOM, KON KOXXEH KOPWUCTyBay Mae [AOCTYM TiflbkM 0O aBTOPU3OBAHUX
00’eKTiB i AaHuX (Hanpuvknag, 3axucT Big BTPYYaHHS iHLIMX KOpUCTyBadiB 3a
[OMOMOroK napameTpa nepernsgy YvM BHECEHHSA 3MiH B OOMikoBMIA 3anuvc
IHLLIOro KopucTyBaYa).

MepeBipnTn, YN AeakTMBOBaHO (OYHKLiO nepernsgy katanoris, SKWo il He
aKkTMBOoBaHO HaBMUCHO. OKpiM TOro, 4OAATKM HE MOBWHHI Matu JO3BONY Ha
BUSIBMIEHHS 4YM PO3KPUTTA MeTagaHux dannis i katanorie, sk, Hanpwuknag,
nanok Thumbs.db, .DS_Store, .git abo .svn.

MepeBipUTK WO KOHTPOMi AOCTYNy y pasi BiOMOBW 3anulualTb AOAATOK B
3axuLLiEeHOMY CTaHi (He JO3BOMSATbL AOCTYN).

.. [NepeBipuTn, 41 3aCTOCOBYIOTLCA OAHAKOBI MpaBWia KOHTPOMIO AOCTYNY sk
: Ha piBHI NpeacTaBneHHs, Tak i Ha CepPBEPHIN CTOPOHI.

lNepeBipuTH, YK KiHLEBI KOPMUCTYBaYi HE MOXYTb 3MiHUTW BCi aTpubyTV i OaHi

“ 01 KopucTyBaya, a TaKkoX iHdopMaLilo Mpo MOMITUKY, AKY BUKOPUCTOBYIOTb

KOHTPONi JOCTYNy, SIKLWO B HAX HEMAE Ha Lie crnevjianbHOro 403Bony.

MNepeBipuUT  HasBHICTb  LEHTPaniaoBaHoOro  MexaHismy  (BKIHoYako4u
LWL GibnioTekn, siki BUMaralTb 30BHIWHLOI aBTOpM3aLil) ANA 3axucTy AOCTyny
A0 BCiX TUNIB 3aXMLLEHUX PECypCiB.

| [epesiputn MOXNMBICTL peE:CT[ngaHHfl BCIX pilleHb, MOB'A3aHNX i3
: KOHTpOMeM AocCTyny, B TOMY Ynchi 6esycniluHuX.

lNepeBipuTH, Y1 JOJATOK i MpOrpamMmHe CepeaoBULLE BUKOPUCTOBYHOTE CUMbHI
Bunagkosi aHTU-CSRFZ-mapkepn abo MalTb IHLWMA MexaHi3M 3axucTy
TpaH3akuin.

% CSRF (Cross-Site Request Forgery) — nigpotka MiXcaiToBMX 3anuTiB.

CTaHpapT ouiHIOBaHHA BignoBigHocTi 6e3nekun goaatkie 3.0 OWASP
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MMepeBipuTn, Y cuctema Moxe 3axuLlaTtu Big arperoBaHoro abo TpmBarnoro
[OCTyny [no 3axuuweHux yHKUin, pecypciB abo paHux. Hanpuknag,
PO3rMsSHYTM 3aCTOCYBaHHS perynsaropa pecypciB 3 METO ODMeXeHHS
KiNbKOCTI NMpaBOK 3a roAnHy abo nonepemKeHHs 34UTYyBaHHSA Bciei 0asu
OaHNX OKPEMUM KOPUCTYBayeM.

MepeBipuTn, 4YM pJogaTtok Mae [oOaTkoBy aBTopu3adito  (Hanpuknag,
CTyniHyacTy abo aganTuBHY aBTeHTUIKaLiIO) ANs ManouiHHMX cuctem Ta /
abo posnogin oboB’A3kiB Ons  godaTkiB  0COONMBOI  BaXNMBOCTI  Anst
3aCTOCYBaHHSA aHTULLAXPANCbKMX KOHTPOMIB 3 YypaxyBaHHAM  pU3UKIB
JopaTtka Ta MUHYMNX LaxpancbKnx gin.

MNepeBiput, 4 [OOOATOK 3OIICHIOE KOHTEKCTO3alexHy aBTopusauiio
npaBuIibHO, 3a00OPOHSIIOUYN HEABTOPM3OBaHI MaHINymsLii WSXOM BTPYYaHHS
B NapameTpu.

MocunaHHA

HeTanbHiwy iHopMauito HaBegeHO B HACTYNHUX JOKYMEHTaXx:
e HacmaHosu wo0do mecmysaHHs 4.0: asmopu3sauis OWASP
(https://www.owasp.org/index.php/Testing_for_Authorization);
e [lam’amka rpo koHmMposb docmyrny OWASP
(https://www.owasp.org/index.php/Access Control Cheat Sheet).

CTaHaapT ouiHIOBaHHA BignoBigHocTi 6e3nekn gopatkie 3.0 OWASP
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OB5. Bumoru wogo ouiHoBaHHA BigNoBIAHOCTI 06PO0KM WKIANMBUX BXiOHUX
JaHUNX

3agava

HarposnoBcrogKeHilwot cnabko cTopoHo Beb-6e3nekn gogaTka € Moro HECMPOMOXKHICTb HaNEXHUM
YMHOM NepeBipATN Nepen BUKOPUCTAHHAM BXiOHI AaHi, WO NOCTynatoTb Big KnieHTa abo 3i cepenosuLLa.
Lle cnpununHae abcontoTHy OGinblWiCTe OCHOBHUX BpasnuBoCcTen Beb-goaatkiB, $K, Hanpuknag,
MiKCanlTOBE BMKOHAHHSA cueHapiiB, SQL-iH ekuil, iH'ekuil KomaHg iHTepnpeTaTopa, aTtakm Ha Jlokanb Ta
cumBonn FOHIKOO, aTakm Ha hannosi cucTemMu i nepenoBHeHHs1 Bydepa.

3abeanevyeHHs Bi4MNOBIAHOCTI OLiHIOBAHOrO JoAaTKa HACTYMHUM BUCOKOPIBHEBUM BUMOTaM:
e yCi BXigHi JaHi nepeBipeHi Ha NpaBUMbHICTb Ta NPUAATHICTb ANS X LiSIbOBOro BUKOPUCTaHHS;
® HIiKONM He MOXHa AOBIPATU OaHMM, OTPUMAaHMM i3 30BHILLHIX mpKepen abo knieHTiB; 06pobnsaTtu
Taki AaHi HeobXxiaHO BiANOBIAHUM YMHOM.

Bumoru

lNepesiputi, 4N cepedoBULLE BUKOHAHHA He Bpas/iMBe OO MEepernoBHEHHS

Oydbepa, a TakoX 4UM KOHTponi Oeanekn 3anobiratoTb NEpPenoBHEHHK = v 1.0
Oydepa.

BuaHauntu, 4un peectpyloTbCAa Ta BiOXMNATLCA 3anuMTy Micna MOMUMKK v v 1.0
CepBEPHOI NepeBipKN BXIAHMX AaHMWX. :
BusHaumtu, um 3acToCOBYOTLCA Mpouedypy MepeBipku BXIAHUX AaHWX Ha v v 1.0
CEepBEPHIN CTOPOHI. )
BusHaumti, 4n OoAaToOK 3aCTOCOBYE €AMHI KOHTPONi MepeBipku BXiAHMX 1.0
AaHUX Ans BCiX TUNIB NPUAHATUX JAaHUX. )
Mepesiput, 4 SQL-sanutn, HQL?, OSQL?, NoSQL%, 36epexeHi

npoueaypu Ta BUKNMKM 36epexeHnx npoueayp 3axuiieHi 3a_[0rMoMOror v v 20
nonepeaHbLO NiArOTOBNEHMX onepaTopis abo napameTpusauii 3anuTie i, )
BiANOBiIOHO, He Bpa3nuei A0 SQL-iH’ eKuiN.

MNepesiputi, 4 OoOaTOK He BpasNUBMA OO LDAP-iH eKkUin, a TakoX 4mu v/ v/ 20
KOHTponi 6e3nekun 3anobiraoTb LDAP-iH’ekuiam. '
MNepesiputn, 4 AOAATOK HE BPas3nuMBMiA A0 iH'ekuii OS-komaHs, a Takox uu v v 20
KOHTponi 6e3nekun 3anobiratoTb iH ekuism OS-komaHg,. :
MepeBipnTH, Y1 OOAATOK HE BPasnMBUM OO ANUCTAHUINHOMO abo foKanbHOro / v 3.0
BKIMIOYEHHS hanniB Npy BUKOPUCTAHHI BMICTY, SKUI € LUNAXOM A0 danny. )

27 HQL (Hibernate Query Language) — MoBa 3anuTis ribepHenT.

28 OSQL (Object-Structured Query Language) — 06’ekTHO-opieHTOBaHMin SQL.

2 NoSQL (not only SQL) B nepeknagi 3 aHrmiicbKoi MOBM 03HAYae «He Tirlbkn SQL».
30 OS (operating system) — onepaLiiiHa cuctema.
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MepeBipnTH, Y1 OOOATOK HE BpPasnNUMBMIA A0 po3noBclogkeHux XML31-artak,
SIK, Hanpuknag, 00 BTpyyaHHa B XPath32-zanutn, XXE33-atak 1a XML- v
iH’ eKin.

n
o

MepekoHaTucs, WO BCi pAAKOBI 3MiHHI, siki MicTaTbes B HTML abo B iHWoMy

Kogi Beb-kMieHTa, HaneXHMM YMHOM KOHTEKCTyanbHO 3aKOAOBaHi BPY4HY

abo 3acTOCOBYHOTb LLIAGIOHM aBTOMATUYHOIO KOHTEKCTyarnbHOro KogyBaHHs = v
3 MeTow 3abesnevyeHHs1 HEBPA3NMBOCTI goAdaTka OO aTak 4Yepe3 aKTUBHE

XSS, nacmBHe XSS Ta XSS B DOM34,

2.0

MepeBipnTH, Y YyTNKBI NoMs, SIK, Hanpuknag, accountBalances®, role3® a6o

password, 3axuLlieHi Bif LUKIANIMBOrO aBTOMaTUYHOIO NPUB’A3YBaHHS, SKLLIO
nporpamMHe cepefoBuvlle [JodaTka [JO3BOMSIE aBTOMATM4YHE MacoBe v
NMPUCBOEHHS  MapamMeTpiB, Ske LWe  Ha3MBalwTb  aBTOMaTUYHUM
NPUB’A3yBaHHAM 3MiHHUX, BXIiQHOrO 3anuTy mogeni.

2.0

MepeBipuTn, Y1 OOOATOK 3axuULLIEHMI Big aTak 3abpyaHeHHs napameTpa

HTTP37, 30kpema, sIKLLO MporpamHe cepefoBMlle AoAaTKa He po3nisHae 4
Axepeno napameTpis 3anuTy (GET38, POSTS®, Kyki, 3arofioBk1, cepefoBuLLe

TOLLO).

2.0

BuaHauntn, 4n, okpiMm cepBepHOI, 3aCTOCOBYETBLCS KIIEHTCbKa Nepesipka sk v

Apyra niHist 3axXucTy. 3.0

BusHaumtn, um BCi BxigHi gaHi (He nuwe nonsa ¢opmu HTML, a n yci

mKepena BXigHWX paHux, €K, Hanpuknag, REST-BUKNUKW, napameTtpu

3anuTiB, HTTP-3aronoBku, Kyki, KoMaHOHi annmM, RSS*0-kaHanu ToLLlO)

crnepLly nepeBipsilOTbCA 3a LONMOMOro NO3UTMBHOI NepeBipkn (BHECEHHS B /
6invn cnmcok), a notim — cnabwwx ¢opm nepesipkn, fK, Hanpuknag,

BHECEHHS1 B Cipui cnmcok (BiadinbTpOBYBaHHHS 3aBifOMO MOraHUX psakie)

abo Bi)p,xvmeHHﬂ HenpaBUIIbHUX BXigHWX JaHuX (BHECEHHA B YOpPHUM

CMU1COK).

3.0

BuaHaunTn, 4n CTpYKTYpOBaHi AaHi CTPOro TMMisoBaHi Ta NnepesipeHi 3rigHo 3
BM3HAYEHOK CXEeMO, BKIOYaYM [OMNyCTUMi CUMBOMM, [OOBXWHY Ta
wabnoHn (Hanpuknag, HOMepu KpeauUTHUX KapTok / TenedoHiB abo v/
nepesipka OOIrPYHTOBaHOCTI MOB’A3aHHS [OBOX MOMiB, $K, Hanpuknag,
nepesipka BiANOBIOHOCTI OKONWUU, il NOLWITOBOMY iHOEKCY).

3.0

MMepeBipuT, 4M B paMKax 3acCTOCyBaHHA TUNOBUX 3axofiB 6esneku
«NigYMLLalTbCa»  HECTPYKTYpOBaHi  daHi, €K, Hanpuknag, AonycTumi

CMMBOMY Ta AOBXMHA, a TaKOX YN eKpaHyloTbCS CUMBOIIU, SIKi € NOTEHLINHO v
Hebe3neyHMN B MEBHOMY KOHTEKCTi (Hanpwuknag, imeHa B FOHikoOi abo 3
anocTpodoM, sk, Hanpuknaa, 72 - abo O'Hara).

3.0

BusHauntn, yM B pamkax nepesipkn Ta WUPYBaAHHA BXIOHUX AaHUX

cymHiBHi HTML 3 pepaktopa WYSIWYG#* yn Byab-akux iHWINX aHanorivyHnx v v
pegakropiB «niguuwarTbes» 3a gonomorow HTML-gesiHdekTopa Ta
00pobnATLCA HAaNEXHUM YMHOM.

3.0

81 XML (Extensible Markup Language) — po3LunptoBaHa MoBa pO3MITKM.

32 XPath (XML Path Language) — MoBa BUpasis A/ BU3HAYEHHS YacTuHM XML-gokymeHTa abo Anst 064MCIIEHHs Ha OCHOBI BMICTY XML-AOKyMeHTa.
33 XXE (XML External Entity) — 30BHiLLHs CyTHICTb XML.

34 DOM (Document Object Model) — 06’ekTHa Mogerb JOKyMeHTa.

% accountBalance B nepeknagi 3 aHrnincbKkoi MOBU 03HaYae «banaHc paxyHKy».

% role B nepeknagi 3 aHrMiNCLKOI MOBU O3HAYAE «POSib».

STHTTP (HyperText Transfer Protocol) — npoTokon nepegadi rinepTeKCTOBUX AOKYMEHTIB

% GET B nepeknagi 3 aHrnifcbkoi MOBY 03HAYae «0TpuMaTi». 3a 4OMOMOrot 3anuTis Tuny GET 3anpoLlyeTbCsi BMICT BKa3aHOro pecypey.

3% POST B nepeknagi 3 aHrincLKOI MOBU O3HAYaE «BignpaBMTV NOLITOK». 3a JOMOMOrow 3anuTie Tuny POST 3agaHoMy pecypcy nepeaatoTbes NpuaHadeHi
ANs KopucTyBaya AaHi.

40 RSS (Really Simple Syndication) — fyxxe npocTe oTpMMaHHs 3BeAeHOI iHdhopmalyi.

“WYSIWYG (What You See Is What You Get) B nepeknagi 3 aHrmiiCbkoi MOBM 03HaYae «Lo 6aquLL, Te 1 OTPUMyeELL».
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MepeBipnTU MiAKMOYEeHHA  «nigunweHHs» HTML y Bunagky wabnoHHoi
TEXHOIOrii  aBTOEKpaHyBaHHA CUMBOJSIIB, SAKWO €KpaHyBaHHA CUMBONIB v
iHTepdency KopncTysaya BUMKHEHE.

3.0

MNepesiputi, 41 npu nepegadi AaHMx 3 ogHOro DOM-KOHTEKCTY B iHLIWIA
3acTocoByloTbCst 6e3neyni JavaScript*2-metoaum, sk, Hanpuknag, .InnerText i v
val.

3.0

MepeBipnTn, 4n npu 3gincHeHHi JSON“3-iHTepnpeTauii y Opaysepax Ha
knienTi 3actocoByeTbesi metod JSON.parse*4. HenoTpibHO 3acTocoByBaTtut v
dyHKuito eval*®() pna 3giicHeHHss JSON-iHTepnpeTauii Ha KnieHTi.

3.0

BusHauutn, um padi ayteHTUdikaLil oumMLaloTbCs 3 KIMIEHTCLKOro CXoBMLUa /

nicnsa 3aBepLUEHHsI ceaHcy, sik, Hanpuknag, 3 DOM-6paysepa. 5.0

MocunaHHA

[eTanbHiwy iHpopmauito HaBegeHO B HAaCTYNMHUX AOKYMEHTax:

HacmaHosu w000 mecmysaHHs 4.0: mecmygaHHs nepesipku exioHux daHux OWASP
(https://www.owasp.org/index.php/Testing for_Input_Validation);

lNam’amka npo nepesipky exiOHuUx daHux OWASP
(https://www.owasp.org/index.php/Input_Validation Cheat_Sheet);

HacmaHosu w000 mecmyeaHHs 4.0: mecmyegaHHs1 Ha 3abpyO0HeHHs napamempa HTTP OWASP
(https://www.owasp.org/index.php/Testing for HTTP Parameter pollution %280TG-INPVAL-
004%29);

lNam’amka npo LDAP-iH’ekuito OWASP

(https://www.owasp.org/index.php/LDAP _Injection _Prevention Cheat_ Sheet);

HacmaHosu w000 mecmysaHHs 4.0: mecmygaHHs KrieHmcbKoi cmopoHu OWASP
(https://www.owasp.org/index.php/Client _Side Testing);

lNam’amka npo nonepedxeHHs MiXkcalimosoeo 8UKOHaHHS cueHapiie OWASP
(https://www.owasp.org/index.php/XSS %28Cross_Site Scripting%29 Prevention Cheat_Sheet);
MNMpoekt OWASP Java“*6-kodysaHHs

(https://lwww.owasp.org/index.php/OWASP_Java_Encoder Project).

[eTanbHiwy iHdopmMauio Npo aBTOEeKpaHyBaHHS CUMBOSIIB HABE4EHO B HACTYNHUX AOKYMEHTaX:

3MeHWeHHs1 3aepo3u 8i0 XSS wWIiaXoM asmoMamu4yHo20 KOHMEKCMO3arexH020 eKpaHy8aHHS
cumeoriie y wabioHHUX cucmemax
(http://googleonlinesecurity.blogspot.com/2009/03/reducing-xss-by-way-of-automatic.html);
Cmpozo KoHmeKkcmyarbHe ekpaHysaHHsI cumeoriie AngularJS*
(https://docs.anqularjs.org/api/ng/service/$sce).

42 JavaScript — auHaMiyHa 06’ eKTHO-OpiEHTOBaHa MoBa nporpamyBaHHs JavaScript.
43 JSON (JavaScript Object Notation) — 06’ekTHuMIA 3anuc JavaScript.

4 Parse B nepeksiagi 3 aHrincLKOi MOBU O3HAYaE «iHTeprpeTawis».

4 eval (evaluation) B nepeknagi 3 aHrMiNCbKOT MOBU 03HAYAE «OL{IHIOBAHHS».

46 Java — 06’eKTHO-OpieHTOBaHa MOBa MPOrpamyBaHHsI.

47 AngularJS — kapkac JavasScript 3 BiZKpUTUM NPOrpaMHUM KOAOM.
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OB6. BuxigHe kooyBaHHS / eKpaHyBaHHA CUMBOJIIB

Lien po3gin 6yno BkntoyeHo o Po3ainy OB5 y CmaHdapmi oyiHroeaHHs1 eionoeioHocmi 6e3neku
dodamkie 2.0. Bumora 5.16 ASVS cTOCYeETbCA KOHTEKCTyallbHOro BUXiQHOro KOAyBaHHA 3 MeTOH
nonepenXXeHHsA MiXKCauTOBOro BUKOHaHHA CLeHapiiB.
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OB7. Bumorn wogo ouiHoBaHHS BignoBiAHOCTI KpunTorpadil npu 30epiraHHi

3agava

3abesneyeHHs BiANOBIAHOCTI OLiHIOBAHOro fOoAaTKa HAaCTYMHUM BUCOKOPIBHEBUM BUMOTraMm:
e 3abe3neyeHHsa 3axuCTy Y BUNaaKy BiAMOBM BCiX KpynTorpadgivyHnx Moaynis, npaBunbHa obpobka
NOMMNOK;
e 3aCTOCYBaHHS BiQNOBIQHOMO reHepaTopa BWMMAAKOBUX 4Ymcen 3a HeobXigHOCTi 3abe3neveHHs
AOBINbHOro BUGOpY;
e 0Be3neyHicTb ynpasriHHA AOCTYNOM A0 KIHoYiB.

Bumoru

I L 8 R L

MNepesiput, um 3abe3nevyeTbCA 3axucT y BUNAOKy BiOMOBM  BCiX
(7| kpynTOorpadiyHMX MOAyMiB, a TakoX Yn 06pobka NOMUIOK He NPU3BOAUTL A0 = v/ 1.0

aTakm gonoBHeHHSA Ha Oracle“s.

MepeBipuTn, Yn BCi BMNagkoBi uucna, Has3su dannis, GUID* i psgku
. TeHepylTbCs 3a [OMOMOIOK 3aTBEPPKEHOro reHeparopa BUMNafKoBUX 1.0
uncen KpunTorpadIi4HOro Modyns, LWO6 XOAeH 3MOMLUMK He Mir BragaTty Ui '
BWMNaAKOBI 3HAYEHHS.
‘ ..

MepeBipuT, 4Yn KpunTorpadiyHi anropuTMu, siki 3acTOCOBYE [OAATOK,

7.7 Bignoeigatotb FIPS 140-2% abo aHanorivHoMy cTaHaapTy.

Mepesiput, unm  KpunTorpadpiyHi  mMoOAyni  BUKOPWUCTOBYIOTbCA B 1.0
3aTBepOKEeHOMY PeXuMi 3rigHO 3 NOMiTMKOK be3neku. :

MMepeBipMTN HaSABHICTL YiTKOI MNOMITUKX yNpaBniHHA  KpunTorpadiyHnmm
Knioyamy (Hanpuknag, reHepyBaHHSA, PO3MNOBCIOMKEHHS, aHymnioBaHHA Ta 1.0

7.8

3aKiHYeHHA 4YMHHOCTI). lNepeBipuTK NPaBUILHICTL XUTTEBOrO LWKMY TaKux
KITouviB.

MepeBipuT 3abOPOHY NPSIMOrO AOCTYNY KOPMCTYyBadyiB KpunTorpadiyHmx
nocnyr 4o marepiany Ans KhwuiB. I3onoBaTty KpuntorpadidHi npouecu, y
TOMY u4ucni MacTep-cekpeTn, Ta PO3MNAHYTH MOXIMBICTb BUKOPUCTaHHS
anapartHoro cxoswuLla knoyis (HSM>ST).

MNepesiputn, 4n iHOpMaLlis, WO AO3BONAE iAEHTUGIKYBATU OCOBMUCTICTL, €
3almpoBaHoIo Npu 36epiraHHi, a Takox Yu nepegada gaHUX 3OiINCHIOETbCA 3.0
Yyepes 3axuLLieHi kKaHanu.

3.0

NepeBipUTi, YM KIKOYi Ta CEKPeTU MO MOXMMBOCTI BCTAHOBIIOTLCA B 30
HYNbOBWIA CTaH NPU 3HULLEHHI. :

7.13

714 lNepeBipuTi, YM OOMYCKAETLCA 3amiHa BCIX KMOYIB i NaposiB, a TakoxX 4u 3.0
: BOHUW reHepylTbCca abo 3aMiHAITLCA Nifg Yac YCTaHOBKU. '

48 Oracle — 06'ekTHO-pensLjiiHa cuctemMa KepyBaHHs 6asamu aaHux.

4 GUID (Globally Unique Identifier) — rmo6ansbHo yHiKanbHWiA ineHTUgIKaTop — yHiKanbHUA PeECTpauiinHni HOMEP, L0 BUKOPUCTOBYETLCS SIK iAeHTUdIKaTop
rporpamHoro 3acooy.

%0 FIPS 140-2 (The Federal Information Processing Standard Publication 140-2) — lMy6nikayis 140-2 ®edeparnbHo2o cmardapmy 3 06pobku iHghopmauii.

51 HSM (Hierarchical Storage Management) — iepapxiuHe yrnpasniHHs HOCISIMU.
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lNepeBipuTi, Y BMNAOKOBI YMCNa CTBOPIOIOTLCA 3 BiAMOBIAHOK EHTPOMIE
HaBiTb NP BNCOKOMY HaBaHTaXeHHi Ha AoaaTok, abo 4M [oAaToK 3HauHO 3.0
BTpayae CBOK PYHKLIOHANbLHICTb 3@ Taknux YMOB.

MocunaHHA

HeTanbHiwy iHopmMauio HaBegeHO B HACTYNHUX JOKYMEHTaXx:
e HacmaHosu wo0do mecmygaHHs 4.0: mecmygaHHs1 Ha criabky Kpunmoepagito OWASP
(https://www.owasp.org/index.php/Testing for weak Cryptography);
o [lam’samka npo KpunmoepacgpiyHi cxosuwa OWASP
(https://www.owasp.org/index.php/Cryptographic_Storage Cheat Sheet).

CTaHaapT ouiHIOBaHHA BignoBigHocTi 6e3nekn gopatkie 3.0 OWASP 41


https://www.owasp.org/index.php/Testing_for_weak_Cryptography
https://www.owasp.org/index.php/Cryptographic_Storage_Cheat_Sheet

*)ownsp

OB8. Bumorn wopgo ouiHoBaHHA BignoBiAHOCTI 0OpobkM Ta XypHanis
peecTpauil MoOMUNOK

3agava

OcHoBHOWO 3agadeto npu 0b6pobui Ta peecTpauii noMunok € 3abe3nedeHHs HeobXxigHOI peakuii
KopucTyBadiB, afMiHiCTpaTopiB i rpyn pearyBaHHA Ha iHUMAEHTW. 3ajada nonsirae He y CTBOPEHHI
BENNYE3HOI KifTIbKOCTi 3apeecTpoBaHUX NMOMMUIOK, @ B iX BMCOKOSIKICHIN peecTpadii, ska Hagae Ginblue
iHbopMaU,il HiXX CTBOPOE ramip.

BucokosikicHi XypHanu peecTpauii NOMWMOK 4YacTO MICTSATb KOHIAEHUINHI AaHi, TOMy iX HeobXxigHo
3axuiaTn 3akoHaMmm abo gMpekTMBaMmn Npo KOHMIAEHUIMHICTL NepCoHanbHUX AaHUX, y TOMY YUCHi:
e He 30upaTn Ta He peecTpyBaTh KOHMIAEHUINHY iIHOpPMaLi0, AKLLO Lie HE BUMaraeTbCs;
e 0Be3neyHo obpobnATU BCi 3apeecTpoBaHi AaHi Ta HANEXHUM YMHOM 3axuLiaTi iX Y BigNOBIAHOCTI
[0 CTyrneHsa 1X KOHMIAeHUINHOCTI;
e He 30epiraTn XypHanu peecTtpauii BiYHO: abcontoTHa TpmBanicTb iX 36epiraHHs NoBMHHA OyTU
MaKCMMarbHO KOPOTKOHO.

AKWOo XKypHanu peecTtpauil MICTATb NepcoHanbHi Yn KOHMIOEHUINHI AaHi (BU3HAYEHHSI OCTaHHIX MOXe
PiBHUTUCA 3anexHO Big KpaiHW), BOHU CTalTb YN He Hanbinbll BaXXnMBOW iHopMmauieo B goaaTky i,
BiANOBIAHO, € NpMBabNMBMMM NS 3NOMLUMKIB.

Bumoru

MepeBipnTH, YN goJaToK He BUAAE MOBIAOMIIEHHS MPO NOMUIKK abo Tpacwu

CTeKiB, WO MICTATb KOH(pIAEHLIVHI OaHi, SKi MOXYTb OYyTW KOPUCHUMU Ans v v
3MIOMLUMKIB, BKIOYaluM igeHTMdikatopyu ceaHciB, Bepcii nporpamHoro
3abe3neyeHHs / NporpamMHOro cepefoBuLa Ta NepcoHasnbHi AaHi.

1.0

MMepeBipnTn, 4YM MOriYHi CxeMn OBPOOKM MOMWMOK Yy paMKax KOHTPOIIO v/

©e3neku BiAMOBNSAOTb Yy D,OCTyﬂi 3a NMNpPoOMOBYaHHAM. 1.0

lNepeBipuTi, YM KOHTPOTIi XypHasie peecTpauii NnoMunok cuctemun Gesneku

HafalTb MOXIUBICTL PeecTpyBaTy YCnilHi nodii, a ocobnmBo 4acTKOBI v
NOMWIKW, $IKi BM3HAYalOTbCA $IK TaKi, WO € BaXIMBMMK AN CUCTEMMU

besnekn.

1.0

Mepesiputn, 4 KOXHa NOAiA B XXypHani peecTpauil MoOMUIOK MICTUTL YCIO
iHopmallilo, fka MoXe 3HafoouTUCA nNpu  [AeTanbHOMY  [JOCHIAKEHHI v
XpOoHonorii noaii.

1.0

MNepesiputy, 4n nogii, AKi MiCTATL HenepesipeHi AaHi, He BUKOHYBaTUMYTbCH
AIK KOA Y LiNbOBOMY MporpamHoMy 3abesneyqeHHi, Lo npornagae xypHanm
peecTpauii TOMUIOK.

1.0

MepeBipnTH, YM XKypHanu peecTtpauii NOMUOK cUcTeMU Be3nekn 3axuLLieHi v

Bif, HEaBTOPM30BAHOrO AOCTYMY Ta HECAHKLIOHOBaHOIO BHECEHHS 3MiH. 10
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<70 lNepeBipuTW, 4M [OOaTOK He peeCcTpye KOHIAeHUinHi  AaHi, Lo
BM3Ha4YalTbCA HAK Taki 3rigHO 3i 3akoHamu abo HacTaHoBamMu LWOAO0
KOHMIAEHLIMHOCTI NepcoHanbHMUX AaHuX, KOHMIOEHUINHI OaHi opraHisauir,
O BM3HAYalTbCA K TaKi MNiCnsl OUiHIOBAHHSA pU3KKIB, abo KOHMiaeHUinHI
aBTeHTMQiKaUiHi  gaHi, siKi MOXYyTb OYTU KOPUCHUMW ANs 3NOMLUMKIB,
BKITHOYatouM igeHTmdikaTopy ceaHciB KopucTyBadis, naponi, xewwi abo API52-
MapKepu.

N

<1<t TepeBipnTu, Yn BCi HEAPYKOBaHi CUMBOMW Ta pO3AifoBaYi Nonis HanexHum
YMHOM 3aKOZOBaHi B 3anucax XypHanis, WO nonepeanTy iH'ekuii XypHanis.

lNepeBipuTi, Y1 PO3PIBHAIOTLCA B 3anuUcax XypHarsis nons 3 AOCTOBIPHKX i
HenepeBipeHuX axepen.

<L TNepesipnTu, Ym XypHanu ayauty abo aHanoridHi xypHanu 3abesnedvyoTb
HECMPOCTOBHICTb OCHOBHMX TPaH3aKLiiA.

N

ZEE TlepeBipuTty, Yn XypHanu peectpauii NOMUIIOK cucTemMmn Gesneky ocHaLLeHi
AKUMOCb  MexaHi3aMOM  nepeBipkn abo  KOHTpoOnsAMWM  WinicCHOCTI  Ana
nonepeaXeHHs HeCaHKLLiOHOBaHOrO BHECEHHS 3MiH.

<117 TepeBipuTy, un xxypHanu 36epiraloTbCs He B TOMY pO34ifi, B SKOMY npauoe
O04aToK, | Y poTauis XypHany € NpaBUibHOIO.

MocunaHHA

[eTanbHiwy iHpopmauito HaBeaeHO B HACTYNHOMY JOKYMEHTI:
e HacmaHosu w000 mecmysaHHs 4.0: mecmygaHHs Ha 06pobky nomusriok OWASP
(https://www.owasp.org/index.php/Testing_for_Error _Handling).

52 API (Application Programming Interface) — npuknagHuin nporpamHmii iHTepdenc.
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OB9. Bumoru wono ouiHoBaHHS BigNOBIAHOCTI 3aXUCTY AaHUX

3agava

Tpu OCHOBHI KpuTepil HagiMHOro 3axucTy iHopMauil — KOHMIAEHUIMHICTb, LiNICHICTb i OOCTYMHICTb

(Tpiaga CIA%®). Lleit cTaHaapT I'pyHTYETLCS Ha TOMY, LLO 3aXWUCT iHpopMaLii 3AiNCHI0ETLCS B Ge3neYHil

CUCTEMI, SIK, Hanpuknag, 3axulleHnin cepsep i3 BignosigHMMK 3acobamun 6e3nekn. Konn naetbcs npo
AoOaToK, HeobxigHO gonyckaTth Taky MOXIMBICTb, O KOPUCTYBaLbKi MPUCTPOI MOXYTb OyTM MEBHO
MIpOIO CKOMMPOMETOBaHMMW. FAKWO [O04aTOK nepepae 4um 36epirae KOHIAEHUiHY iHdopMauilo Ha
He3axuLLLEeHNX MPUCTPOSIX, SK, HAaNpUKNag, Ha Yy>Xux Komn’totepax, TenedoHax 4y nnadweTtax, 4oaaTok
Hece BignoBiganbHICTb 3a WNGPYBaAHHA OaHMX, siKi 30epiraloTbCs Ha TakMX MPUCTPOSX, a TakKoX 3a iX

3axUCT Bi HE3AaKOHHOIO OTPUMaHHS, 3MiHN Ta PO3KPUTTS.

3abeanevyeHHsa BiQMOBIAHOCTI OUiHIOBAHOrO [oAdaTka HACTYMHUM BUCOKOPIBHEBUMM BMMOram 3axucTy

iHbopmalLit:

KOHMIAEHUIMHICTb (gaHi NOBWHHI OyTW 3axulWeHMMW Bi4 HEeaBTOPM3OBAHOro nepernsgy Ta

PO3KPUTTA AK NpY Nepeaadi, Tak i npu 36epiraHHi);

UinicHicTb (gaHi NOBUHHI ByTK 3axXuULLEHUMN Bif 3NOBMUCHOIO CTBOPEHHS, 3MIHEHHA Ta BUOANEHHA

HeaBTOpPU3oBaHNMIA 3J'IOMUJ,I/IKaMI/I);

AOCTYNHICTb (3a HEOOXIAHOCTI AaHi MOBUHHI BYTU AOCTYNHUMM ANSA aBTOPU30OBAHUX KOPUCTYBAYIB).

Bumoru

MepeBipnT, 4M 3aBOPOHEHO KewyBaHHA BCIX OOPM, SAKi  MICTATb
KOHiAeHUiNHY iHopMaLito, 3 KNIEHTCbKOI CTOPOHW, BKITOYa4YM (OYHKLiO
aBTO3aMoBHEHHS.

lNepeBipuTH HaABHICTb Nepeniky KOHMIAEHLUINHMX AaHMX, AKi 0BpobnAlTLCA
AOOATKOM, @ TaKoX YiTKOI MOMITUKM WOAOo IX KOHTPOSO, WWdpyBaHHA Ta
3acToCyBaHHSA 3rigHoO 3 BiANOBIAHVMW AUPEKTMBAMU NPO 3axXMUCT iHdopmaLlii.

MNepesiputn, Yn BCi KOHIAEHUINMHI OaHi BiONpaBnAlTLCA Ha cepBep B TiMi
abo zaronoBky HTTP-nosigomneHs (To6TO, 4vM  Ana  Bignpasku
KOHQiAEHUINHMX AaHUX HiKonu He 3acTocoByoTbed URL-napameTtpwm).

MNepesipuTi, 41 [O0OATOK BCTAHOBIMIOE BIAMNOBIOHI  AHTUKELL-3aronoBKu,
BPaxoBYOUM PU3NKU, SKi CTOATb Nepen O4OAaTKOM, SK, Hanpuknag, HacTynHi:

Expires: Tue, 03 Jul 2001 06:00:00 GMT
Last-Modified: {now} GMT

Cache-Control: no-store, no-cache, must-revalidate, max-age=0

53 CIA (Confidentiality, Integrity and Availability) — KOH(IGEHLAHICTb, LiniCHICTb | JOCTYMHICTb.
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Cache-Control: post-check=0, pre-check=0

Pragma: no-cache®

MepeBipuT, 4M BCi Kew- abo TMMYacoBi KOHMIAEHUiAHI AaHi, wWo
30epiraloTbCsl Ha cepBepi, 3axuLlieHi Big HeaBTOPM3OBaAHOrO OOCTYMy Ta
BMOANATbCS /| OEHOHCYITbCA Nicna [OCTyny OO0 HWUX aBTOPM30BaHOro
KopucTyBava.

©
(631

1.0

MepeBipnTH, YM iCHyE MeTof BUOANEHHS KOHMIAEHUINHNX faHnX Byab-sKoro

TNy 3 gogaTtka nicns 3aBepLUeHHA NnoniTukn oboB’sI3KOBOIo 36€piFaHHﬂ. 10

MepeBipUTK, YM JoAaTOK MIHIMI3ye KiNbKICTb napamMmeTpiB y 3anutax, K,

Hanpuknag, npuxoBaHi nons, Ajax®>-3MiHHi, KyKi Ta 3Ha4eHHS 3arosioBKiB. 2.0

MNepeBipUTK, YN OOAATOK MOXE BUABMNATM Ta CMOBIWATM MPO aHOMarnbHO
BWCOKY KiflbKiCTb 3anuTiB Ha 36ip AaHuX, Hampuknag, sk npyu TUMNOBOMY
aHarisy eKkpaHH1X JaHuX.

2.0

MepeBipuT, 4M daHi, WO 306epiraloTbCa B KIIEHTCbKOMY CXOBWLLi, $IK,
Hanpuknag, y nokaneHomy cxosuili HTML5, cxoBulli ceaHciB, 3BU4aNHMX
kykax, IndexedDB%¢, abo dnell-kKykax, He MIiCTATb KOHMIAEHUINHMX un
ocobucTnx igeHTUdiKauinHUX gaHmx.

N

3.0

MNepeBipUTH, YN PEECTPYETLCA AOCTYN A0 KOHMIAEHUIMHUX AaHUX, AKLIO AaHi
36MpaloTbCa 3riAHO 3 BIAMOBIAHUMU AMPEKTUBAMM MPO 3aXWUCT iHdopmalii,
abo um € HeobXigHOCTb peecTpadii gocTyny.

©
=y
o

3.0

MepeBipUTK, YN KOHMIAEHUINHI AaHi WBUOKO «NigvMaoTbCca» 3 nam’sTi,
KOnu CTalTb Oifblie HEenoTPibHMMK, a TakoX YM BOHM OBpPOGNsATLCH
BiANOBIAHO [0 g)yHKu,iVl i TexHik, WO nigTPUMYKTbCA NPOrpaMHUM
cepeposuLleM / 6ibnioTekoto / onepauifntHO CUCTEMOLO.

3.0

MocunaHHA

HeTanbHiwy iHdpopmMauito HaBegeHO B HACTYNHOMY LOKYMEHTI:
e [lam’amka rpo 3axucm KoHgiOeHyitiHocmi kopucmyeayie OWASP
(https://www.owasp.org/index.php/User_Privacy Protection_Cheat Sheet).

54 MpunuHerHs dyHKuioHyBaHHs: BT, 03 nun. 2001 p., 06:00:00 GMT Greenwich Mean Time - cepeptiit uac 3a lpuraivem

BocTaHHe 3miHeHo: {3apa3} GMT

KoHTponb kelu-nam’sii: 36epiraHHs 3ab6opoHeHo, kellyBaHHS 3ab6opoHeHo, 060B’si3koBa NOBTOPHA Nepesipka, MakcuMasbHuii Bik=0

KoHTponb keww-nam’si: noctnepesipka=0, nonepeaHs nepesipka=0

Mparma: kelyBaHHs 3a60POHEHO
% AJAX (Asynchronous JavaScript and XML) — nigxig 4o noGydoBM KOPUCTyBaUbKMX iHTepdelcis BebG-gomaTtkiB, 3a sKUX BeG-CTOpiHKa, He
nepe3aBaHTaXylounCb, y (DOHOBOMY PeXMMi HafCUNae 3anuTy Ha cepBep i cama 3BiATY JOBaHTaxye NoTpibHI KopucTyBayy AaHi.

% IndexedDB (Indexed Database) — iHgekcHa 6asa gaHux.
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3agava

3abesneyeHHs BiANOBIAHOCTI OLiHIOBAHOro fOoAaTKa HAaCTYMHUM BUCOKOPIBHEBUM BUMOTraMm:

e 3acTocyBaHHA TLS®' npu nepeaadi KOHMDIAEHUINHUX AaHUX;
® [OCTiHEe 3aCTOCYBaHHS KPUMTOCTIMKUX anropuTMmiB i LUMdpiB.

Bumoru

0 [MepesipuTy, u4M  MoxHa nobyaysaTu WMAX Bid  HAAiHOTO  LEHTPY
cepTudikauii 4o kKoxHoro TLS-cepTudikata cepBepa, a TakoX nepesipuTy
AINCHICTb KOXHOTO cepTudikaTa cepeepa.

MepeBipnTH, UM 3actocoByeTbCs TLS onsa BCix 3’€AHaHb (SK 30BHILLHIX, TakK i
BHYTPILWHIX), SiKi € aBTeHTUIKOBaHMMM abo MICTATb KOHIAeHUInHI gaHi abo
YHKLIi, Ta HEe 3BepTalTbCHA 40 CYMHIBHUX abo HewmndpoBaHnX NpOTOKONMIB.
lNepekoHaTucs, WO OOpaHUin anroputM € HanWbinbw KPUNTOCTINAKO
anbTepHaTMBOIO.

(L0545 MNepeBipnUTH, YN PEECTPYIOTLCS MOMMITKU BHYTPILLHIX TLS-3’egHaHb.

(0151 lMNepekoHaTues, WO WNAXM A0 BCiX cepTudikatie krieHTa OyayloTbea Ta
nepesipalTLCA 3a A0MNOMOro nonepeaHbLO HanawToBaHWX TOYOK A0BIpKU 3
ypaxyBaHHsIM iHpopMaLlil Npo aHynoBaHHS.

NepeBipuTi, UM BCi 3'€AHAHHA 3i 30BHILLHIMU CMCTEMAMMU, WO CTOCYHOTbCH
KOHdbiaeHLinHoI iHpopmauii abo yHKUIN, € aBTOPM3OBaHNMM.

MepeBipuTM HasBHICTb €AWHOTO CTaHAapTy BMPOBaKeHHA TLS, wo
3aCTOCOBYETbCA  [OAATKOM, HanalTOBAaHOrO Ha  (DYHKLIOHyBaHHA B
CaHKLIIOHOBaHOMY PEXMMi BUKOPUCTaHHS.

MNepesiput, 4M  NPUKOMOTI _ BIAKPUTI  Kodi  TLS-cepTudikatisans
npomMmucrnoBnxta pesepBHMX. [eTanbHiwy iHopmauilo HaBedeHo B
HaCTYMHMX JOKYMEHTax (AUB. MOCUNAHHS HXKYeE).

MepeBipnTn HasBHiCTL HSTS®8-3aronoBkiB y BCix 3anuTax i niggomMeHax, s,
Hanpuknaa:

Strict-Transport-Security: max-age=15724800; includeSubdomains®®

MepeBiputn, 41 gopaHo URL npomwucrioBoro Beb-canWTy o nonepeaHbo
3aBaHTaXeHOro nepeniky [OOMeHIB 3i cTporolo 6Ge3nekow nepepadi
iHopMauii, ski migTpMMyOTbCSA MnocTadanbHukamu Beb-Opaysepis. [Ous.
NMOCUMNaHHA HMKYE.

(T TNepeBipnTH,  4M  3aCTOCOBYIOTbCA  WIMMPU  MPAMOI  CEKPETHOCTI  Ana
3ano6iraHHsIM NacUBHUM 3MTOMLLMKIB, SIKi PEECTPYIOTb Tpadik.

57 TLS (Transport Layer Security) — 6e3rneka TpaHCMOPTHOrO PiBHSI.
%8 HSTS (HTTP Strict Transport Security) — ctpora 6e3neka nepegadi iHpopmauii yepes npotokon HTTP.
59 Crpora 6e3neka nepeaavi iHdbopmaliii: MakcumanbHuii Bik =15724800; BKNOYUTH NiAAOMEHN
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OB10. Bumorn wogo ouiHioBaHHSA BiANOBIAHOCTI 6e3neKkn KOMYHiKauin

. 3 0 B L

N

/II

3.0

1.0

1.0

1.0

3.0

3.0

3.0
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MNepesipnTit, 41 HanalTOBaHe Ta HANEXHNM 4YWNHOM 3aCTOCOBYETbCH — , / 3.0
BigKNMKaHHA cepTudikaTie, sk, Hanpuknag, OSCP stapling®°.

lNepesipuTH, Yn B ycin iepapxii cepTudikaTie BUKOPUCTOBYIOTLCS BUKITHOYHO
KPUNTOCTINKI anroputMu, WnMpKU Ta NMPOTOKOMK, BKIHOYaK4M KopeHesi Ta = v/ v 3.0
NPOMiXHI cepTucpikaT obpaHoro LeHTpy cepTudikauii.

MepeBipnTn, Yn HanawTyBaHHA TLS BignosigawTb Cy4acHUM MPOBIOHWUM
npakTukam, 30Kpema, Konu 3arasibHi HanawTyBaHHs, Wudpn Ta anroputmm = v v 3.0
€ He3axnLWeHMN.

MocunaHHSA

[eTanbHiwy iHpopmauito HaBegeHO B HAaCTYNMHUX AOKYMEHTax:

e [lam’amka ripo TLS OWASP
(https://www.owasp.org/index.php/Transport _Layer Protection Cheat_Sheet);

e 3amimku wo0o «3ameepdxeHux pexumie TLS» (konmcb ASVS nocunaBcs HAa aMepUKaHCbKUM
ctaHgapT FIPS 140-2, ane 3acTocyBaHHA aMepUKaHCbKUX CTaHOapTiB Moxe OyTu cknagHum,
cynepeudnueuMm abo CNpUYNHATU NAYyTaHUHY, OCKiNbkM ASVS € MiXKHapogHMM CTaHAapToM; Ans
3abe3neyveHHs Kpaworo piBHA 3axMCTy Kpale OOCArTM BignosigHocTi BMMo3i 10.8 3a gonomorow
aHanisy TakuMx HacTaHoB, 4K, Hanpuknag, https://wiki.mozilla.org/Security/Server Side TLS,
reHepyBaHHS 3aBiZOMO NpaBUibHUX KOHIrypauin, gk, Hanpuknag, https://mozilla.github.io/server-
side-tls/ssl-config-generator/, a TakoXX BUKOPUCTAHHSA 3araribHOBIAOMUX iIHCTPYMEHTIB OLiHIOBaHHSA
TLS, sk, Hanpuknag, sslyze®!, pisHomaHITHUX ckaHepiB BpasnueocTeil abo HadiiHWMX nocnyr 3
OHNanH-oUiHIOBaHHA TLS; 3aranom, cnocrepiraeTbCs HEBIANOBIAHICTE LIbOMY pO3Ainy, 3okpema
BHACNigOK BUKOPUCTAHHA 3acTapinux abo HesaxuWeHUX LWugpiB Ta anroputmie, HecTaui
[IOCKOHAarnoi MpsIMOi CEeKPeTHOCTi, 3acTapinMx abto HesaxuuweHux SSL%%-npoTokonis, cnabkux
nepesaxatoumx Wudpis ToWO);

e [IpukpinneHHs cepmucpikamie (oeTanbHiwy iHopMaLilo HaBe4eHO 3a HACTYMHUM MOCUITAHHAM:
https://tools.ietf.org/html/rfc7469); cyTb NpuKpinneHHa cepTudikaTiB Ha Kntodi Ans iX BUpobneHHs
Ta BiJHOBNEHHS nonsrae B 6e3nepepBHOCTI Gi3Hecy (ame.:
https://noncombatant.org/2015/05/01/about-http-public-key-pinning/);

e Cmpoea 6esrneka nepedadyi iHpopmauil 32i0HO 3 MPOMOKOSIOM MONepPeOHb020 3a8aHMaXKeHHs
HTTP (https://www.chromium.org/hsts).

50 OSCP stapling (Online Certificate Status Protocol stapling) — «ctennepysaHHs» OHnaliH-Mpomokoy cmamycy cepmucbikama.
61 sslyze — iHCTPYMeHT anst aHanisy SSL-koHdirypauii cepsepa.
62 SSL (Secure Sockets Layer) — piBeHb 3aXMLLEHNX COKETIB.
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OB11. Bumoru wono ouiHioBaHHS BianoBigHOCTI KoOHirypauin 6esnekn HTTP

3agaua

3abesneyeHHs BiANOBIAHOCTI OLiHIOBAHOro fOoAaTKa HAaCTYMHUM BUCOKOPIBHEBUM BUMOTraMm:
e HarnexHe NoCUNeHHs KOHirypauin cepeepa gogaTka 3a NPOMOBYaHHAM;
e HTTP-BignoBigi NOBMHHI MicTUTK 6e3neYHnin Habip CMMBONIB y TUNi BMICTY 3arosioBka.

vy
s
<
o
=
=

w

'
H

(L [MepeBipuTn, YM gogaTok MpuMAMae nuvue BU3HaAYeHW Habip HeobXigHWMx
meTogis HTTP-3anuTiB, 9K, Hanpuknag, npuiHatts GET i POST i ditke
GroKyBaHHsi MeTOZIB, siki He 3acTocoBYlOTbCS (Hanpuknad, TRACESS, PUTS4
i DELETE®S).

N
=
o

N

MepeBiput, M KoxxHa HTTP-BignoBiab Mae Tun BMiCTé/ 3aronoBKka, LWO 1.0
L I '

BMU3Ha4yae 6e3neyvHunin Habip cumeonie (Hanpuknag, UTF-8%6, ISO 8859-157).

Mepesiputn, un aBTeHTUMIKYe AoaaTok HTTP-3aronosku, Taki Ak Mapkep Ha

npea’siBHVKa, OoA4aHi AOBIPEHUM MNPOKCi-cepBepoM abo SSO-NpUCTPosMU. 2.0

MepesipnTK, 4n 3actocoByeTbea [Tosiimuka 3axucmy emicmy CSP V2% nna
caunTiB, BMICT SIKUX HE MOBUHEH NepernsgaTucs B MNpUXOBaHOMY peiimi
CTOPOHHBLOIO BUPOGHMKA.

2.0

MepeBiputn, un HTTP-3aronoBkm abo Oyab-sika iHwa vactmHa HTTP-
BiAMNOBiAi He po3kpuBae AeTarnbHy iHpopMaLilo Npo BeEPCito KOMMOHEHTIB = v/
cuUcTeMu.

2.0

lNepesiputn, 4n BCi API-Bignosiai mictate X-Content-Type-Options: nosniff i
Content-Disposition: attachment; filename="api.json" (abo iHwe BignosigHe =V
iM'a chaviny ans Tuny BMICTY).

3.0

MepeBipuTn, 4nM 3acTocoByeTbCca nonituka CSP V2 anga BigknioveHHs
BbygosaHoi JavaScript abo 3giiCHeHHs nepeBipku UinicHoCTi BOyAoBaHOI v
JavaScript 3a [g0onNomorow OAHOpPa3oBUX MNCEBOOBMNAAKOBUX KogiB abo
xewip CSP®°

3.0

N

1S [epeBipuTK HasiBHICTb 3aronoBky X-XSS-Protection: 1; mode=block. 3.0

% TRACE B nepeknagi 3 aHrmincbkoi MOBM O3HaYae «34iMCHUTY TpacyBaHHs». 3a gonomoroto 3anuTie Tuny TRACE oTpUMaHmii 3anuT noBepTaeTbes Tak,
LWO6 KnieHT Mir nobauunTu, Lo came NPOMixXHI cepBepu AoAarTb abo 3MiHIOTb B 3aMuTi.

5 PUT B nepekragi 3 aHrMifncbLKOi MOBM O3HAYaE «MOMICTUTMY. 3a A4OMOMOrot0 3anuTie Tuny PUT BKasaHUin pecypc 3aBaHTaXyeTbCA Ha cepaep.

% DELETE B nepeknagi 3 aHrmincbKoi MOBY 03HaYae «BUaanuT». 3a 4ornomororo 3anutis Tuny DELETE BkasaHui pecypc BUOANSETLCS.

% UTF-8 (Unicode Transformation Format 8) — chopmaT nepeTBopeHHsi FOHikody 8; kodyBaHHs, WO peani3oBye NpefctaBneHHst FOHikody, cymicHe 3 8-
BiTOBUM KOAYBaHHAM TEKCTY.

57 1SO 8859-1 (ISO - International Organization for Standardization) — craHgapT MixHapogHoi opraHisauii 3i ctaHgapTusauii 1ISO 8859-1: Habip cumeoriie,
npusHayveHul 0nsi 3anucy 3axiOHoe8ponelcbKUX MO8.

8 CSP V2 (Content Security Policy Version 2) — MTosiimuka 3axucmy emicmy (Bepcist 2).

% CSP (Cryptography Service Provider) — kpuntonposaiaep.

CTaHpapT ouiHIOBaHHA BignoBigHocTi 6e3nekun goaatkie 3.0 OWASP 48



*)ownsp

MocunaHHA

HeTtanbHiwy iHpopmauio HaBe4eHO B HACTYNHOMY JOKYMEHTI:
e HacmaHosu wo0do mecmysaHHs 4.0: mecmygaHHsI Ha diecriieHe criomeopeHHs1 HTTP

(https://www.owasp.org/index.php/Testing for HTTP Verb Tampering %280TG-INPVAL-
003%29).
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OB12. Bumoru oo ouiHioBaHHS BiANOBIAHOCTI KOHAirypauin 6esnekn

Llen posgin 6yno Bknio4yeHo Ao Posginy OBll y CmaHdapmi ouyiHroeaHHs1 eidnogiOHocmi
6e3neku dodamkis 2.0.
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OB13. Bumorn woago ouiHoBaHHA BiANOBIAHOCTI KOHTPOMKO 3a LUKIANBUMM
nporpamMHnMmn 3acobamm

3agava

3abesneyeHHs BiANOBIAHOCTI OLiHIOBAHOroO fOAAaTKa HAaCTYMHUM BUCOKOPIBHEBUM BUMOraMm:
e BUSIBNIEHA 3MOBMUCHA AisiNbHICTb 06pobnsaeTbcs 6e3neYHo Ta HaNeXHMM YUMHOM, HE BMMBaKO4n
Ha pewTy gogaTka.

Bumoru

S 3 2 N

I'IepeB|p|/|T|/| 4YM BCA 311OBMUCHA ,EI,IFlJ'IbHICTb BiANOBIOHMM YMHOM 3axOBaHa B
. 3.0

I'IICO‘-IHVILI,I'O KOHTeVIHepI/I3y€TbC$| abo isoneTbes ang Toro, Wwob 3aTpumMmaTiu
abo BIﬂ,BepHyTM aTaKku Ha IHWI goaaTkn.

13.2 MNepesiputi, 4 Npy aHanisi KoA4y 3AIMCHIOETLCA MOLUYK LWIKIANIMBUX KOAIB,
*~ 3aKknajok, BENUKOAHIX S€ELb i MOri4YHMX MOMUIIOK.
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OB14. Bumoru w040 ouiHiOBaHHS BiANOBIAHOCTI BHYTPILWHBLOT 6e3nekn

Llen posgin 6yno BknrwoyeHo ao Posginy OB13 y CmaHOdapmi ouyiHroeaHHsi eidnogiOHocmi
6e3neku dodamkis 2.0.
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OB15. Bumoru woao ouiHioBaHHA BiANOBIAHOCTI Oi3HEC-NOrikn

3agava

3abesneyeHHs BiANOBIAHOCTI OLiHIOBAHOro fOoAaTKa HAaCTYMHUM BUCOKOPIBHEBUM BUMOTraMm:
® OTiK Bi3HEC-Norikn € NOCniAOBHUM | BNOPSAAKOBAHWUM.

Bumorwu

B N 8 R R

I'IepeB|pV|TV| 4n 0oaaTok 06p06ﬂﬂ€ noTokun BGisHec-norikn nuwe B nopsiaKy

MOCNIAOBHOCTI, KOMM BCi KPOKU 0BPOGNsAOTLCA B _pearnibHOMy 4aci, a He 20
GesnagHo, nponyckalun Oeski  KPOKWM, 06pobnswum  KpOKM  iHLIKMX )
KopucTyBadis abo 3AiCHI00YM TpaH3aKLiT 3aHaATO LWBMAKO.

MepesipuTyn, yn gonatok mae GisHeC-0OMeXeHHsS Ta KOPEKTHO 3aCTOCOBYE

X OKPEMO [Ans KOXHOro KopuCcTyBadya 3 BiOMOBiAHOK  CUCTEMOIO 2.0

OMOBILLEHHS, L0 KOH(IrypyeTbCA, Ta aBTOMAaTU30BaHVMM peakuiaMn Ha
aBTOMaTN30BaHi abo He3BMYaWHI aTaku.

MocunaHHA

HeTanbHiwy iHopMauito HaBegeHO B HACTYNHUX JOKYMEHTaX:
e HacmaHosu wo0do mecmysaHHs 4.0: mecmygaHHs 6isHec-noziku OWASP
(https://lwww.owasp.org/index.php/Testing_for_business logic);
o [lam’smka OWASP (https://www.owasp.org/index.php/Business Logic_Security Cheat Sheet).
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OB16. Bumoru wono ouiHoBaHHSA BiANOBIAHOCTI dpannis i pecypcis

3agava

3abesneyeHHs BiANOBIAHOCTI OLiHIOBAHOro fOoAaTKa HAaCTYMHUM BUCOKOPIBHEBUM BUMOTraMm:
e [aHi (panny, WO He 3acnyroBylTb Ha [JOBipy, HeobxigHO 0B6pobnsaTU BIANOBIOHWM YMHOM i
6e3neyHo;
e [aHi, OTpUMaHi 3 HenepesipeHnx mxepen, HeobxiaHo 36epiratn He B KOPEHEBOMY KaTanosi Beb-
By3na Ta 3 obMexeHMM JOCTYNOM.

Bumoru

I 3 KR A

(5 MNepeBiputn, un URL 3piicHioE nepeagpecauito Ta nepecunaHHs
BUKMIOYHO B [03BONIEHE Micle npusHadveHHsa 3 6Ginoro cnucky abo
nokasye MoOMepemKeHHa MpuM  nepeagpecaudii  Ha  NOTEHUINHO
Hebe3neyHnn BMICT.

MepeBipuTn, Y OaHi canny, WO He 3acryroBylTb Ha OOBIipy, Micns
NMOCTYMMEeHHss B [OOATOK He 3acTocoByloTbcs  6HesnocepefHbo
KOMaHgamu BBOAY-BUMBOAY, 30KpeMa 3 METOK 3axMCTy Bif TaKux
BpasnMBOCTEN, SIK 0OXig KaTamory, BKIIOYEHHS NokanbHux dannis,
MIME™-tun cpanny Ta iH’exuii B OS-komaHauw.

BuaHaumtn, um cannu, oOTpuMaHi 3 HenepeBipeHUX DKepen,
NnepeBipslOTbLCA Ha MpeaMeT TOro, UM BOHWM € OdiKyBaHOro Tuny, Ta
CKaHYKTbCA aHTUBIPYCHUMM MNporpamamMu 3 METOK MONepesKeHHs
BMBAHTaXXEHHSI 3aBiJOMO LUKIMBOrO BMICTY.

MepeBipuT, uYM [OaHi, WO He 3acnyroBywTb Ha OOBipYy, He
3aCTOCOBYHOTBCS Y  (QYHKUIOHANBHUX  MOXIMBOCTAX  BKITHOYEHHS,
3aBaHTaXeHHs knaciB abo BigbuTTs 3 MeTow  3axucTy Big
BpasnMBOCTEN, MOB'A3aHMX i3  AMCTaHUiHMM  abo  nokanbHUM
BKMNIOYEHHAM channis.

MNepesiput, 4M [aHi, WO He 3acnyroBylTb Ha [dOBipY, He
3aCTOCOBYHOTBECA B MDKAOMEHHOMY PO3MOBCIOKEHI PECYPCIB 3 METO
3axucCTy BIg OUCTaAHUIMHOIO ynpaBniHHA OOBINTIbHUM BMICTOM.

BuaHaumtn, um painu, oTpuMaHi 3 HemnepesipeHWX  mKepen,
3bepiraloTbCA He B KOpeHeBOMY KaTarnosi Be6-By3na 3 0OMexXeHVM
[OCTYNOM i 6axkaHo 3i CTPOroK nepesipKoto.

MepeBipnTN, Yn Beb-cepBep abo cepBep AofaTka Mae KOHirypadii 3a
NMPOMOBYAHHAM 3 MEeTOH OOMEXeHHsI [AOCTyny [0 AUCTaHUiMHKX
pecypciB abo cuctem nosa mexamun Beb-cepBepa abo cepsepa
popatka.

MNepesiputy, Y KOO AoAaTKa HE BUKOHYE BMBAHTaXeHi AaHi, OTpUMaHi 3
HenepeBipeHUX mKepen.

16.7

" MIME (Multipurpose Internet Mail Extensions) — 6araTouifiboBi po3WUPEHHs ANs IHTepHeT-NowwTy.
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He 3acTtocoByBaTtu Flash?, Active-X"2, Silverlight”®, NaCl7*, knieHTCcbKy

Java abo iHWi knieHTCbKi TexHonorii, ski He BOygoBaHi 3rigHO 3i| v 2.0
ctangaptamu W3C7 ans Gpaysepis.

MocunaHHA

HeTanbHiwy iHopmMauio HaBegeHO B HACTYNHUX JOKYMEHTaXx:
e O6pobka poswupeHHs ¢halsy Orsi KOHghiOeHUiUHOI iIHghopmauii
(https://www.owasp.org/index.php/Unrestricted File Upload);
e HeobmexeHe susaHmMaxxeHHs ¢halisie
(https://www.owasp.org/index.php/Unrestricted File Upload).

" Flash — MmynbTuMegiiiHa Ta nporpamHa nnatdopma Ans aBTOPCLKOT po3poBKkM BEKTOPHOI rpadpiku, aHiMaii, irop i HacuyeHux IHTepHeT-goaaTKis.

2 Active-X — OCHOBa /151 BU3HAYEHHS! MOBTOPHO BUKOPUCTOBYBaHMX KOMMOHEHTIB NPOrpamMHoro 3abesneyeHHsi He3anexHo Bif MOBYW NPOrpamyBaHHS.
7 Silverlight — poswmpeHHs fo BeG-6paysepis, ke 403BONSE BinoGpaxaTh Ha CTOPIHLI aHiMaLio, BEKTOpHY rpadiky, a Takox nporpasaTy 3BYyK i Bineo.
74 NaCl (Networking and Cryptography Library) — mepexesa kpuntorpadiyHa Gibnioteka Cisb.

S W3C (World Wide Web Consortium) — KoHcopuiym BeecgimHboi nagymutu.
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3agava

3abesneyeHHs BiANOBIAHOCTI OLiHIOBAHOro fOoAaTKa HAaCTYMHUM BUCOKOPIBHEBUM BUMOTraMm:

yCi cepBepHi KOHTpoONi, sK, Hanpuknaa, APl abo Beb-cnyx6bu, NOBUHHI MaTU TakMn camMun piBeHb
KOHTponiB 6e3neku, Sk cam NpPUCTPIn;
aKTUBM KOHMIAEHLINHOT iIHpopMaLii NoBUHHI 36epiraTucs Ha NpUcTpoi 6e3neyHo;
yCi KOHMIAEHUiMHI AaHi NOBWHHI NepefaBaTMCA 3 MPUCTPOKD 3  ypaxyBaHHAM 6esneku
TPaHCMOPTHOrO PiBHS.

*)ownsp

OB17. Bumoru woao ouiHoBaHHA BiANOBIAHOCTI MOOINbHUX AoOATKIB

Mpumitka. Y Bepcii 3.0 Big 6aratbox BUMOr BioMOBUNUCS Ta BUAANUAN 1X Y 3B’A3KY 3 TUM, LLIO BUMOTU

OO0 OLUiHIOBaHHA BignoBigHOCTI

MOBiNbHMX godaTtkis  AyontoTb

Bumorn CmaHOapmy.

KomMmnnekcHe ouiHloBaHHA MOBINbHUX A0OATKIB HA KOXHOMY PiBHI BMMarae poarnsgy BCiX iHLWKWX BMMOT,
LLIO 3acTocoBYOTbCSA B CmaHdapmi.

Bumoru

NepeBipuTK, 4M 3HAYEHHs ineHTUdIKaTopiB, AKi 36epiraloTbCA Ha NPUCTPOI
Ta MOXYTb BUTAraTUCS IHWMMK goAaTkamu, §K, Hanpuknag, UDID"® abo
Homep IMEI?7, He 3acTOCOBYIOTbCA Sk Mapkepu aBTeHTUdiKaLil.

MepeBipnTH, Y1 MOGINbHI AofaTkn He 36epiraloTb KOHMIAEHUiIMHI AaHi B
MOTEHLIMHO HelnpoBaHNX 3arasibHUX pecypcax Ha NpUCTpoi (Hanpuknag,
Ha SD-kapTax’® abo y cninbHUX nankax).

lMNepeBipUTH, Y KOHMIAEHLINHI AaHi, AK, HaNpuKnag, Ko4YoBi NOCMiA0BHOCTI,
He 30epiraloTbCa Ha NPUCTPOI HE3AXULLEHVMMU, HABITb Y 3aXMLLEHUX 30HaX
cuctemu.

Nepesiputi, 4n cekpeTHi kntodi, APl-mapkepn Ta napori reHepyloTbcs B
MOBINbHMX AodaTkax AMHaMIYHO.

Mepesipnt, 41 MobinbHi OodaTku 3anobiraloTe BUTOKY KOHMIOEHLIHOT
iHpopmauii  (Hanpuknag, npu  36epeeHHi  CKPUHLWOTIB goaaTka  BiH
nepexoauTt y (poHOBWI pexnmM, abo 3anuc KoHiaeHUinHOI iHopmauii B
KOHconi).

MNepeBipUTi, 4 OOAATOK BUMAarae MiHiManbHi [03BOMM Ha 3aCTOCYBaHHS
HeoOXiaHMX PYHKLIOHaNbHUX MOXIMBOCTEN | pecypciB.

MepeBipUTN, YM KOHIOEHUINHUIA K07,El aofaTtka po3MilleHui y nam'arti
HenepenbadyBaHo (Hanpuknag, ASLR™).

MepeBipUTM HasABHICTL TEXHIKW aHTWHANAarofkeHHs, ska 3aCTOCOBYEThCS
ana  3atpumku  abo  3anobiraHHs  Aid 3NOMWMKIB  LWIOAO  iH'eKLii

6 UDID (Unique Device ID) — yHikarnbHui ineHTMdikaTop npucTpois.
7 IMEI (International Mobile Equipment Identity) — MixxHapoAHwWi ineHTUdikaTop MobinbHOro obrnagHaHHs.
8 SD-kapta (secure digital card) — umdposa kapta nam'sii.

% ASLR (Address Space Layout Randomization) — 3a6e3nedyeHHsi BUNagKOBOCTI LWApPIB a4pecHOro NpocTopy.
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HanarogykyBadiB y MobinbHi gogaTtkm (Hanpuknag, GDBEP).

lNepeBipuTi, YM 0OOATOK HE eKCMOPTYE KOHMIAEHUINHY aKTUBHICTb, Hamipy,
noctayarnbHUKIB BMICTYy TOLWO ANAA 3aCTOCYBaHHA IHWWMKW MOBinbHUMn = v v/
fogaTtkamm TOro X NPUCTpolo.

2.0

MepeBipUT, 4YM B KOHMIOEHUINHUX psagKkax 3acTOCOBYHOTbCA  3MiHHI
CTPYKTYPW 5K, Hanpuknag, Y1 nepesanmcyloTbCs Homepmn ob6MikoBMX 3anucis,
KONn BOHW Oinblle He BWKOPUCTOBYIOTbCSI (MOM’SIKLWIEHHSI HacnigkiB atak
aHanisy nam’aTi).

2.0

17AEE | BU3HAUMTK, UM aKTMBHICTb JogaTka, Hamipu, NocTtayvarnbHUKM BMICTY TOLLO / v

nepeBipsaTb YCi BXigHI AaHi. 2.0

MocunaHHA

[eTanbHiwy iHpopmauito HaBegeHO B HAaCTYNMHUX AOKYMEHTax:
e [lpoekt OWASP besneka mobinbHUXx 0odamkie
(https://www.owasp.org/index.php/OWASP_Mobile _Security Project);
e [lam’samka iOS8l-po3pobHuUKam:
(https://www.owasp.org/index.php/IOS_Developer_Cheat Sheet).

8 GDB (GNU Debugger) — nepeHocumuii Hanarogkysad npoekty GNU.
81 jOS (iPhone Operating System) — mo6inbHa onepauiiiHa cUcTeMa Bif, aMepUKaHCLKOT TEXHOMOrYHOT Komnaii Apple.
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OB18. Bumoru wogo ouiHioBaHHSA BiANOBIAHOCTI BED-Cryx6

3agava

3abeanevyeHHsa BIiAMOBIOHOCTI OUiHIOBAHOro AofaTtka, SKMA BUKOPUCTOBYE BeO-cnyxbu 3rigHo 3 REST
abo SOAP®2, HacTynHMM BUCOKOPIBHEBUM BMMOTaM:
HanexxHa aBTeHTMdiKaLis, ynpaBniHHSA ceaHCcamMu Ta aBTopu3aLis BCix BE6-NOCnyr;
nepesipka ycix napameTpiB BXiAHUX AaHUX, LLO NepefarTbCsA3 HUKYOro Ha BULLMIA piBEHb OOBIpY;
6as3oBa 34aTHICTb A0 B3aemogii wapy Beb-cnyx6 Ha ocHoBi SOAP, WO cnpusie 3acTOCYyBaHHIO
API.

Bumoru

N I R

(ki MepeBipyUTU, YM Ha KIiEHTI Ta cepBepi 3aCTOCOBYETLCA OOHAKOBWM CTWIb
LWndpyBaHHA.

(k520 TMepeBipyT, 4v gocTyn OO0 YHKUIW adMIHICTPYBaHHA Ta  ynpasriHHA

poaatkom Beb-cnyxb € BUKNIOYHO B agMmiHicTpaTopiB BeB-criyxo. 3.0
iksiel - lMepeBipMTU HasBHICTb Ta ouiHWTK BignosigHicTe XML abo JSON-cxemu go 30
NPUAHATTS BXIOHWUX AaHMWX. :
MNepe.iputi, 4n BCi BXiOHI AaHi BiANoBiAalTb BCTAHOBIEHUM OOMEXEHHAM 3.0
po3Mipy. ’
ks [MepeipuTn, Yn Beb- cny>K6M Ha ocHoBi SOAP BignoBigaloTb LLIOHAaNMEHLLEe 3.0
©asoBomy npocblmo WS-183, :
k150 MepeBipUTU HasiBHICTb CeaHCOBOI aBTeHTUdiKauii Ta asTopm3adii. binbL
netanbHy iHdopMmauio HaseaeHo B Posaini OB2, OB3 ta OB4. HeobxigHo 3.0
YHMKaTK 3aCTOCYyBaHHs cTaTU4HUX API-KntodiB i BCbOro aHanoriyHoro.
(k570 TMepeBipyth, Y REST-cnyxbu 3axuLLeHi Big nigpobok MixkcakToBMX 3anuTiB. 3.0
(keiel s BusHauutn, un REST-cnyxbu HanexxHMM YMHOM MepEBIpA0Th BiANOBIOHICTb
TMNY BXiQHOrO BMICTY OdikyBaHOMy, K, Hanpuknag, application/xml a6o 3.0
application/json.
hel [lepeBipUTX,  4M  KOPUCHE  HABaHTaKEHHs  MOBIJOMIEHHs  3aBipeHo
€NeKTPOHHMM UMPOBUM MiANMCOM 3 MeTol 3abe3neyeHHs HagIviHoI 3.0
nepeayi 4aHX MiX KIiEHTOM i cepBepoM.
1kHIEOE MepeBipUTH, UM He iCHYe anbTepHaTUBHUX | MEHLL 3aXULLEHMX LLMAXIB. 3.0

MocunaHHA

HeTanbHiwy iHpopmMauio HaBegeHO B HACTYNHUX JOKYMEHTaXx:

82 SOAP (Simple Object Access Protocol) — npocTuii npoTokosn JocTyny A0 06'eKTiB.
8 WS-I (Web Services-Interoperability) — B3aemogist Be6-cryx6.
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e [lam’amka npo 6e3neky eeb-cnyx6 OWASP
(https://www.owasp.org/index.php/Web Service Security Cheat Sheet);

e [lam’amka npo mecmysaHHs 6e3neku eeb-crnyx6 OWASP
(https://www.owasp.org/index.php/Web _Service Security Testing Cheat Sheet).
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OB19. KoHdirypauii

3agava

3abesneunTn HasiBHICTb B OLiHIOBAHOMY 40AATKY HaCTYyMHOrO:
e cyyacHux bibniotek i nnatdopm;
e 06e3neyHnx 3a 3aMOBYAHHSM KOHQirypauin;
® HarexXHoro TmOCUMEHHA, MpPU SKOMY BHECEHHS KOpuUCTyBadeM 3MiH Yy KOHdirypauil 3a
NPOMOBYaHHAM He OOOB’SI3KOBO CTBOPHKOE YU PO3KpMBae crnabki CTOpoHWM cuctemu Gesnekn abo
6a3oBux cucTem.

Bumoru

N K R

YCi KOMMOHEHTU MOBWHHI OyTU Cy4acHUMW, 3 BiANOBIAHUMU KOHIrypauisamm
Ta BepCiAMM CUCTeMM Oesnekn, BKIIOYaYM BUAANEHHS HEeMoTpibHuX =, 3.0

KOHpirypauin i nanok, sk, Hanpuknag, 3pasku AoaaTkiB, AOKYMeHTauis no
nnatdgopmi Ta WwabnoHHi KopucTyBadi abo KopncTyBadi 3a NPOMOBYAHHSAM.

(L7 KomyHikauii Mk KOMMNOHeHTamu, K, Hanpuknaz, Mk cepsepomM fodaTtka Ta
cepeepom 6a3 AaHuxX, NoBWHHI ByTM 3aWwmndpoBaHUMMK, 30KpeMma, SAKLIO 3.0
KOMMOHEHTM 3HAX0OATbCS B Pi3HUX KOHTEHepax abo cucremax.

(h<h KomyHikauii Mk KOMMNOHeHTaMu, K, Hanpuknag, Mk cepBepoM JofaTtka Ta
cepBepomM 6a3 gaHuX, NOBUHHI ByTV aBTEHTUdIKOBaHUMW Ta 34iICHIOBATICA 3.0
06nikoBMM 3anvcoM i3 MiHiMansHO HEODXiAHMMM NPUBINEAMU.

(L [NepeBipUTH, 4M  pO3rOpTaHHSA [fofaTtka MepeMillyeTbCA B MICOYHMLIIO,
KOHTENHepU3yeTbCca abo i30MIETLCA HaNEXHUM YMHOM Ans Toro, o6 3.0
BigCcTpOUNTM abo yTpMMaTy 3MOMLLMKIB Bif, aTak Ha iHWIi goaaTku.

L<n [lepeBipUTv, 4/ MpPOLECM  KOMMOHOBKM Ta  pO3ropTaHHA  JoAdaTtka 30
30iicHIOITbCA 6e3neyHo. :

(L B3HAuMTU, 44 aBTOpM3OBaHi  aAMiHICTpaTopy  MawTb  MOXIUBICTb
nepesipATK BCi KOHirypauii cuctemmn 6esnekn Ha nNpeameT MopyLIeHHs iX 3.0
uinicHocTi.

(Ll TMepeBipyTH, YK BCi KOMMOHEHTW JoAaTtka 3aBipeHi eNeKkTPOHHUM LMdpoBUM
; 3.0
nignucom.

(Leel - [MepeBipUTU, YM  KOMMOHEHTM TPETiIX CTOPiH po3MilleHi B 6e3neyHnx 30
CXOBULLLAX. ’

° lepeBipUTW, 4M Yy npoueci KOMMOHOBKM BCi mpanopui 6esnekn MoB

CUCTEMHOrO piBHSI akTMBOBaHO, sk, Hanpwuknagd, ASLR, DEP8®* i nepesipka 3.0

6e3neku.

8 DEP (Data Execution Prevention) — 3ano6iraHHsi BAKOHaHHS OaHuX.
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MocunaHHA

HeTtanbHiwy iHpopmauio HaBe4eHO B HACTYNHOMY JOKYMEHTI:

e HacmaHosu w000 mecmysgaHHs 4.0: mecmygaHHs KOHi2ypauyiti ma yrnpaesiHHs po320pMmaHHAM
OWASP

(https://www.owasp.org/index.php/Testing for configuration management).
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Hopnatok A. WWo Tpanunocsa 3...
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HanyacTiwe nutaHHsA, ske 3agatTb Yntadi CmaHdapmy, — «LLo Tpanunoca 3...». La Tabnuusa nokasye,
O Tpanunocsi 3 HepeKoOMeHOoBaHMMN BUMOramu. Y Bunagky 3MiHM iCHyk4oi BMMOrn abo gogaBaHHS
HOBOT BUMOTM iX MOXHa 3HaWUTK B AeTanisoBaHuX po3ginax, a He B Lin Tabnuui.

2.10
211
2.14

2.15

3.13

3.14

3.15

nepeBipI/ITI/I, 4YM He nepesulleHa MaKCumMalibHa

KinbkicTb  cnpo®  aBTeHTUdiKauii, nicns kol
06nikoBMIN 3anNnc BNOKYETLCA Ha NEBHUA NPOMIKOK
yacy, AOCTaTHIi OANd YTPUMaHHA 3MOMLUMKIB Bif
aTak MeToaoM nepebopy.

MepeBipnTn, 4YM BCi KOHTpOMi aBTeHTUIKaLii
(Bkntovatoumn BibnioTekn, sKi BUKNNKAKOTb 30BHILLHI

cnyxéun aBTeHTUdikauii) BMPOBaXKYOTbCA
LeHTpanisoBaHo.
MepeBipuTy, un BMMaraeTbCsi noBTOpHA

aBTeHTUdiKauis [0 [03BONy onepauii goaatka,
NoB’A3aHKX i3 KOHMIAEHUINHO iHopMaLieto.

MepeBipuTy, un nicns BU3HAYEHOIo
agMiHiCTpaTopoM MPOMIKKY Yacy 3akiH4yeTbCs
TepMiH fii 06nikoBoro 3anucy.

MepeBipuTn, Yn BCi aaHi obnikoBoro 3anucy Ansi
poctyny Ao cnyxb, ki € 30BHIlWHIMKM WOA0
popatka, wudpyTbes Ta  3bepiralotbca B
6e3ne4yHoMy micui (He y BUXigHOMY KoAi).

MMepeBipuUTK, UM KOOHUM LWIKIANMBUMA KOO He
BNMBAE Ha KOHTpoMi  aBTeHTUcpikauii, wWwo
BMPOBaKYyOTb ab0 3aCTOCOBYIOTb KOA.

MepeBipuTK, 4YM nicnst NOBTOPHOI aBTEHTUdiKauT
3MIHIOETLCA ieHTUMIKaToOp ceaHcy.

MepeBipUTK, YN NPU BMXOAi 3i CUCTEMUN 3MIHIOETBLCA
abo BuMpanseTbes igeHTudikaTop ceaHcy.

MepeBipUTN, YN KOAHWA LWIKIONMBUMA KOO4 He
BMMMBAE Ha KOHTPONi ynpaBniHHA ceaHcaMmu, Lo
BMPOBaLKYyTb ab0 3aCTOCOBYOTb KO,

MNepesiput, 4 Mapkepu aBTEHTUIKOBAHOTO
CeaHCcy, WO BUKOPUCTOBYIOTb KyKi, 3axuLeHi
3acTocyBaHHsAM HttpOnly.

MNepesiput, 4YM Mapkepu aBTEHTMIKOBAHOIO
CeaHCy, WO BUKOPUCTOBYIOTb KyKi, 3axuLLeHi

CTaHpapT ouiHIOBaHHA BignoBigHocTi 6e3nekun goaatkie 3.0 OWASP

He
pekomeHoBa
HO.

O6’egHaHo.

He
pekomeHoBa
HO.

He
pekomeHoBa
HO.

OHoBrneHo.

MepemilleHo.

OHoBrReHo.

OHoBrReHo.

MNepemileHo.

OHoBrReHo.

OHoBneHo.

2.0

3.0

2.0

2.0

3.0

3.0

2.0

3.0

3.0

3amiHeHO 6inbll  KOMMEKCHO
BuMoroio (2.20).

MepewmiwieHo B 1.10 AK
y3aranbHEeHHA  BCiX  KOHTponiB
6esneku.

MoBToOpHa aBTeHTudiKaLis

CMNoOCTEpPIraeTbCa HaCTINbKK pigko,
Lo Oyno BMpILIEHO BUAANUTU Len
KOHTPOIb.

ABCOMIOTHE NEPEBULLEHHSA MIMITY
yacy Ta 3aKiHYeHHS TepMmiHy aii
06nikoBOro 3anucy nepemilleHo
AK HeePEeKTUBHMI KOHTPOIb.

Crana Bumoroto 2.21.

MepemiweHo B OB13

«LLkignuBum kog».

Posgin

BkntoueHo B 3.7.

BkntoyeHo B 3.7.

MepemiweHo B Posgin OB13

«LWkianueuin kog».

MepemiweHo B 3.13.

MepemiweHo B 3.13.
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aTpubytom 6e3neku.

MMepeBipUT, 4YM KOpPUCTYBaudi MalTb AOCTYN
BUKMOYHO A0 6e3neyHnx URL, Ha skui y HUX €
oKpeMa aBTopwu3allis.

MMepeBipUTK, 4YM KOPUCTYBadi MalTb AOCTYN
BUKIMIOYHO [0 Oe3neyvHunx channiB gaHux, Ha SKUn
Yy HUX € OKpema aBTopu3saLisi.

MepeBipuT MOXNUBICTL 06X0Qy BCTAHOBNEHUX Ha
AodaTtok obMexeHb Ha BBEAEHHS AaHWX i JOCTyn
(sk, Hanpuknag, oBMeXeHHS1 KiflbKOCTi LLOAEHHMX
onepadin abo NocniaoBHICTb 3aBAaHb).

MepeBipUTK, YN KOOHWA LIKIONMBUMIA KOA4 He
BM/MBAE Ha KOHTPOJi AOCTyNy, WO BNPOBaAXKYHOTb
abo 3aCTOCOBYHOTb KOA.

MepeBipuTN HasIBHICTb i 3acTOCyBaHHS LLAGIOHY
NO3MTUBHOI NEPEBIPKN BXiAHNX AAHUX.

MepeBipuT, UM ANsg BCiX [Xepen BBEOEHHSs
BXiAHMX [aHuX BU3HA4YeHO Habip cumBoniB, Sk,
Hanpuknag, UTF-8.

MMepeBipUTN, 4N pPEECTPYOTLCA BCi
nepesipku BXiQHUX OaHUX.

NOMWUITKA

BusHauntn, um o ix nepesipku BCi BXiOHi OaHi

KaHOHiKani3ylTbcs ans BCiX LiNnboBUX
Aelmdpartopis Ta iHTepnpeTaTopis.
MMepeBipUTW, YN >KOOHWA LWIKIONMBUMA KOO4 He

BMMMBAaE Ha KOHTPOMi NepeBIPKN BXiAHUX OAHUX.

MepeBipuT, 4N cepedoBuLLE BUKOHAHHA He
Bpasnmee Ao XML-iH ekuin, i Y1 koHTponi 6e3nekn
3axXuULaloTb Bid HUX.

-- MYCTA BUMOTA --

[MepeBipUTN  HasABHICTb  OKPEMOro  KOHTPOIO
©e3nekn onst KOXKHOro TNy BMXIOHOTO KOOYBaHHS /
eKpaHyBaHHS CUMBOMIB A04AaTKOM Yy LiNbOBOMY
MiCLi NPU3HAYeHHS.

MepeBipuTy, um 3aCTOCOBYHOTbCH BCi

85 JSP (Java Server Pages) — cepBepHi CTOpiHK/ Java.
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BkntoueHo B 4.1.

BkntoueHo B 4.1.

MepemiweHo B Posgin OB15
«bi3Hec-norikay.

MepemiweHo B Posgin OB13
«KoHTpornb 3a LWKIiAIMBUMU

nporpamHMmm 3acobamm»

MepemilleHo sik 3aHaaTO CKnagHy
Ons BNPOBa[XeHHs1  BMMOTY,
30KpemMa y BWMNaAKy BBEOEHHS
TEKCTOBUX BXigHUX JaHnx
BiNbHOro chopmary.

MMepemiweHo sk BUMOryY, 3aHagTo
CKrnagHy Ans  BMNPOBamKEHHS
BinNbLUICTIO MOB.

MepeMilweHo sk BUMOrY, sika 6u
cTBOptoBana 3aHaato Oarato
MapHUX peecTpauinHnX 3anucis,
AKi iIrHOpyBaTUMYTbLCS.

MepewmiwieHo AK BUMOTY,
XapakTepHy ans JSP8s-
TexHonorin Ty 1, fka He

CTOCYETbCA BinbLIOCTi  CyYacHUX
Kapkacis.

MepemiweHo B Pos3gin OB13
«KoHTponb 3a LWKIANMBUMHN
nporpamHumMm 3acobamm».

O6’egHaHo 3 5.13.

Lis BuMora Hikonu He icHyBana.

MepewmilieHo B 1.10 K

y3aranbHEHHs  BCiIX  KOHTpOniB

6esneku.

Barato cy4acHuUX  THYyYKuX i
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KpunTorpadpivHi yHKUii, Npu3HayeHi ona 3axucty
CekpeTHOI iHdopmalii Big KopuCTyBadiB goaatka,
Ha CepBepPHI CTOPOHI.

MMepeBipuTh, Y BCi MacTep-CekpeTn 3axuLleHi Bia
HeaBTOpu3oBaHoro goctyny. Macrep-cekpeT — ue
AaHi Npo goaaTtok, Wwo 36epiratoTbCs SK BIOKPUTUIA
TEKCT Ha AWCKY Ta 3aCTOCOBYHTbCS ANs 3aXMCTy
aocTyny o iHdopmaLlii npo koHdirypauii 6esneku.

MepeBipUTK, YN NpU CTBOPEHHI B Xeli naponis
[0DaBNSAETbCS «CiNby.

MepeBipuTy, un peecTpyoTbCcA
KpunTorpagivyHoro Moayns.

NOMWUITKN

MMepeBipUTN, YN KOAHWA LWIKIONMBUMIA KOA4 He
BNAMBae Ha  KpuntorpadivyHi  moayni,  LWo
BNPOBagXXyOTb ab0 3aCTOCOBYOTh KOA.

MepeBipUT, 4YM NOMUNKM OBPOGNSAOTLCA Ha
6e3ne4yHomMy npunagi.

MMepeBipuT, 4M BCi KOHTPOMI, O 3AINCHIOKTb
peecTpaLito, BNPOBamXylTbCHA Ha CepBepiI.

MepeBipuT, 4m B nporpamHUxX 3acobax iCHye
€dvHa peanisauid 34iNCHEHHA peecTpauii Ha piBHI
AoaaTkis.

lMepeBipuT  HasABHICTb  IHCTPYMEHTY  aHanisy
XypHaniB peecTpauii NOMWMOK, WO [O03BOMSE
aHaniTuKy 3fincHioBaTW MOLWYK 3apeecTpoBaHUX
nodin B YCiX Monsx, FPYHTYUUCb HA MOEOHaHHI
KpuTepiiB nowyky, y copmarti 3anucis >xypHanis,
AKUIA NiATPUMYETBCS CUCTEMONO.

MepeBipUTK, YM XKOOHUIN WKIONNBUA KOL ©BJ0BL08E He
BMMMBae Ha OOpoOKy NOMMIOK | KOHTpoOni
peecTpalii, Wo BNpoBagXXyloTb abo 3aCTOCOBYOTb
Kon.

MepeBipUTK, YU peecTpauis 34INCHIOETLCA A0
BUKOHAHHS TpaH3aKLUin. AKwo peecTpauida
nponwna HeycniwHo (Hanpuknag, HeaoCcTaTHbO

Micus Ha gucky abo Hemae MOTpPiIOHOro 4O3BONY)
ponatok 3bepirae cBoto poboTtospaTHicTb. Came
TOAi BMHUKAE HeOOXigHICTb Yy uinmicHOCTi Ta
HEeCnpOCTOBHOCTI.

MepeBiput, 4nm HeBgani TLS-3’egHaHHA He
3BEpTaKTbCsa A0 He3axueHmx HTTP-3’egHaHb.

MepeBipuT, uMm BCi 3'egHaHHA 3i  30BHIWHIMK
cuctemamu, sIki MIiCTSITb KOHQpiAeHUiHi aaHi abo
dyHKUiT, 3aCTOCOBYIOTb obnikoBuit 3anuc,
HanawToBaHUM $AK Takuh, WO Mae MiHiMarbHi

CTaHaapT ouiHIOBaHHA BignoBigHocTi 6e3nekn gopatkie 3.0 OWASP

pekoMeHaoBa
HO.

MNepemilleHo.

MNepemilleHo.

He
pekomMeHoBa
HO.

MNepemilleHo.

MepemilleHo.

MepemilleHo.

He
pekoMmeHaoBa
HO.

MNepemilleHo.

He
pekoMeHaoBa
Ho.

O6’egHaHo.
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MOBiNbHUX popaTkis
BiANOBIAAOTb Ui BMMO3i 3a
NMPOMOBYAHHSIM.

MepemiweHo B 2.29.

MepemiweHo B 2.13.

CTBOpEHHS HenoTpibHMX
peecTpauinHnx 3anucis, AKi
HIKOMM He po3rNagaTUMYTbCH, €
ManoedeKTUBHMM.

MepemiweHo B Po3gin OB13.

He pekomeHgoBaHo.

MepemiweHo B 1.13 gk 6inblw
y3aranbHIOYUA  apXiTeKTypHUN
KOHTPOIb.

MepemiweHo B 1.13 gk 6inblw
y3aranbHIOYUA  apXiTeKTypHUN
KOHTPOIb.

MepemilleHO K TakuK, WO He
BUMaraeTbca Ans  6e3neyHoro
nporpamMHoro 3abe3ne4YeHHs.

MepemiweHo B Pos3gin OB13
«KoHTponb 3a LWKIiATMBMMU
nporpaMmHMMn 3acobammy.

MepewmiwieHo K 3aHaaTo
JeTanbHumn KOHTpPOIb, AKNN
MOXHa 3acTocoByBaTW nuule B
HEeBenuKiln KiNbKOCTi goaaTki..

O6’egHaHo 3 10.3.
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npusinei, HeobXiaHi ans HarnexHoro
YHKLUIOHYBaHHA godaTka.

L8 MMepeBipuTi, 4n Ans BCiX 3'€AHaHb BU3HAYEHO
OoKpeme KoayBaHHs cMmBorniB (Hanpuknag, UTF-8).

I He pekomeHgoBaHoO.
11.4 He pekomeHgoBaHoO.
11.5 He pekomeHgoBaHo.
(L5 He pexomeHgoBaHo.
(7. He pexomeHgoBaHo.

(e He pexomeHgoBaHo.

11.4 He pekomeHaoBaHo.
13.1 He pekomeHaoBaHo.
13.2 He pekomeHaoBaHo.
13.3 He pekomeHgoBaHo.
13.4 He pekomeHgoBaHo.
13.5 He pekomeHgoBaHo.
13.6 He pekomeHgoBaHo.
13.7 He pekomeHgoBaHo.
(keiel - He pekomeHgoBaHo.

13.9 He pekomeHgoBaHo.

Po3agin npo 6isHec-noriky.

SEL MepeBipuTW, 4M [0OATOK OXOMMIOE BCI PU3MKM,
noe’s3aHi 3i STRIDE.

BusHayatn, 4uM  napameTpu, OTpumaHi 3
HenepeBipeHNX pkepern, He 3aCTOCOBYHTbLCS Mpu
00pobui iMmeH dhannie, NOBHMX Ha3B kaTanoris abo
BCiX iHWWUx 06’ekTiB (pannoBoi cuctemn 6e3
nonepeaHbOl KaHOHIKanis3auil Ta nepe.ipku BXigHMX
JaHUX Ong  nonepepkeHHs aTak  MeToaoM
NoKanbHOro BKOYEHHS channis.

(7.  BwusHaumtn, um  knieHT  nepesipse  SSL-
cepTudikaTu.

17.7 He pekomeHgoBaHo.

CTaHpapT ouiHIOBaHHA BignoBigHocTi 6e3nekun goaatkie 3.0 OWASP

O6’eaHaHo.

MpoaybnboBa
Ho.

MNepemilleHo.

He
pekomMeHoBa
HO.

3.0

3.0

3.0

3.0

Binbwy vactuHy Posginy OB15
Oyno o6’egHaHo 3 15.8i 15.10.

MpooybnboBaHa BuMoOra, SKy
MOXHa 3HanTK B 1.6.

MepemiweHo B 16.2.

MpoaybnboBaHa BMMOra.
3aranbHy BMMOTY MOXHa 3HaWATU
B Pospaini OB10.
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.. | He pexomenpoBaHo.
17.10 He pekomeHaoBaHo.
17.11 He pexomeHgoBaHo.
. | He pexomenposato.
.. | He pexomenpoBato.
17.14 He pexomeHgoBaHo.
.- | He pexomenpoBato.
.. | He pexomenpoBato.
. He pexomenposaHo.
.. | He pekomenpoBato.
.., | He pexomeHpoBato.
..., He pexomennosaHo.
... He pexomeHnosaHo.
- | He pexomennosaro.

.| He pexomeHpoBaHo.

CTaHpapT ouiHIOBaHHA BignoBigHocTi 6e3nekun goaatkie 3.0 OWASP
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Hopnatok b. 'Mocapin

e ABTeHTUiKauia — Authentication — ouiHka BignoBigHOCTI HagaHoi igeHTUdIKauinHOI
iHbopMau,il KopucTtyBaya gogartka.

e ABTOMaTM30OBaHe OLiHIOBaHHA BignoBigHocTi — Automated Verification — BMKOpUCTaHHSA
aBTOMAaTU30BaHUX IHCTPYMEHTIB (IHCTPYMEHTIB AMHamiyHoro Tta / abo ctaTumyHoro aHanisy), o
BUSIBNAIOTb NpoBnemMun 3a JONOMOroK CUrHaTyp BpPasfIMBOCTEN.

e ApxiTekTypa 6e3nekun — Security Architecture — abcTpakuisi npoekTy goaaTtka, Wo BU3Ha4vae Ta
ONUCYe, Ae i 9K 3aCTOCOBYHOTbCA KOHTPONi 6e3nekun, a TakoX MiCLe3HaXOMKEHHA Ta YyTMBICTb
AaHUX sk gogaTka, Tak i MoOro KOpucTyBauiB.

e Atakm Ha BigMOBY B oOGcnyroByBaHHi, DoS-atakm — Denial of Service Attacks,
DoS Attacks — nepenoBHeHHs foaaTka BinbLUOK KINbKICTIO 3anuTiB, HiX BiH 30aTHMIA 06pobuTMw.

e be3neka popatka — Application Security — 6e3neka Ha piBHi gogaTka 30CepemxyeTbCcs Ha
aHanisi KOMMOHEHTIB, OXOMMIOKYMN NPUKNALHUA pPiBEHb €TarloHHOT Moeri B3aeMofil BigKpUTUX
cuctem (momeni OSI®%), a He, Hanpuknan, Ha 6a30Bili onepauiiiHii cucTemi UM Ha o6’egHaHMX
Mepexax.

e be3neka komyHikauin — Communication Security — 3axuct gaHux gogaTtka nig Jac ix nepegavi
MK KOMMOHEHTaMM goAaTka, MiX KnieHTaMu Ta cepBepamMu, a TakoX MK 30BHILLHIMM cUCTEMaMM
Ta 4OAATKOM.

e be3neka TpaHcnopTHoro piBHA, TLS — Transport Layer Security, TLS — kpuntorpadiyHi
NPOTOKONMU, WO 3abe3nevytoTb 6e3neky KOMyHikauin B IHTepHETI.

e binun cnucok — Whitelist — nepenik go3BoneHnx gaHux abo onepauii, Hanpuknag, nepenik
CUMBOIB, JO3BOSIEHMX NPU NepeBIpLi BBEAEHUX OaHUX.

e BenukopgHi avua — Easter Eggs — Tun 3MOBMUCHOrO Koy, SIKMW He 3arnyCcKaeTbCH, MOKW
KopucTyBay He BBefe cneuudivHi gaHi.

e BuxigHe koayBaHHA — Output Encoding — kaHOHikanisauis Ta nepesipka BUXIOHUX AaHUX
aonatka y Beb-6paysepax i 30BHiLLHIX cuctemax.

e Biokputn npoekT 3axucty Beb-popaTkiB, OWASP — Open Web Application Security
Project, OWASP — 0e3kOoWwTOBHA BigKpUTa MiKHaApoAHa cCninka, wWo 3alMaeTbCs
BOOCKOHaNEeHHAM 6e3nekn npuknagHux nporpam, Micia SKOi nonsrae B nNpuBepTaHHi yBarn o
nuTaHHa 6e3nekn goaartkis, WOO sK Noan, Tak i opraHisauii Mmanym amory npumiMmaTi iHOpMOBaHi
pilleHHs Woao pu3nkie 6esnekn goaaTkis (aus.: http://www.owasp.org/).

e BctaBka MOBM CTpyKTypoBaHux 3anuTiB, SQL-iH’ekuia — SQL Injection, SQLi — TexHika
BMPOBaLKEHHS KOAY, WO BUKOPUCTOBYETLCA NpY ataui 40AATKIB, SKMMKU YNpaBnsioTb AaHi, KONU B
TouYUi BXo4y NiAcTaBNaTbCA 3noBMUCHI SQL-onepaTopu.

e [nob6anbHO YyHikanbHuUW igeHTUdikaTop, GUID — Globally Unique Identifier, GUID —
YHiKanbHUMW peecTpauiiHuin HOMep, WO BUKOPUCTOBYETLCA $K iOeHTUIKaTop nporpamMHoro
3acoby.

8 0S| (Open Systems Interconnection) — B3aEMofist BIKPUTUX CUCTEM.
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e [uHamiyHa ouiHKa BignoBigHocTi — Dynamic Verification — BUKOPUCTaAHHA aBTOMATM30BaHMUX
IHCTPYMEHTIB, WO BUABNAIOTbL Npobriemn nig Yac BMKOHaHHS godaTka 3a [OMOMOrol CUrHaTtyp
BPa3fnMBOCTEN.

e 3abe3nevyeHHA BUNaAKOBOCTI wapiB agpecHoro npocrtopy, ASLR — Address Space Layout
Randomization, ASLR — TexHika 3axucTy Bif atak Ha OCHOBI NepenoBHEHHN Bydepa.

e 3aknapgka — Back Doors — Tvn 3n0BMWCHOrO Koay, WO A03BOMSE€ OTPUMATU HEaBTOPU3OBaAHWUN
AOCTyNn 0o AgojaTka.

e 3BiT wWoA0 ouiHKM BignoBigHOCTI 6e3nekn popaTkiB — Application Security Verification
Report — 3BiT, Yy AKOMYy MICTATLCA 3arasibHi pes3ynbTaTth Ta AONOMDKHWUW aHani3, 34iMCHEeHUN
KOHTPOSepPOM BigNOBIgHOCTI OKpeMoro gogarka.

e 3o0BHilWHi cuctemun — External Systems — cepsepHun gogatok abo cepsic, SSKMA HE € YaCTUHOLO

pojaTka.
e IHdopmauin, wo aossonse iaeHTUdikyBatu ocobuctictb, Pll — Personally Identifiable
Information, PIl — iHdopmaLia, 9Ky MOXHa BMKOPUCTOBYBATU SIK OKPEMO, TaK i B MOEOHaHHI 3

iHLWOW iH(popMaUieto 3 MeTOK iAeHTUdIKauil, BU3HAYEHHA MiCLEe3HaXOOKEHHSA YN BCTAHOBIIEHHS
KOHTaKTy 3 OKPeMOLo NoanHO, abo igeHTudikauii ocobu B KOHTEKCTI.

e KackapgHi Tabnuui ctuniB, CSS — Cascading Style Sheets, CSS — moBa tabnuub ctunis, Lo
BMKOPUCTOBYETBCA [Af1I OMUCY CEMaHTUKM NpeAcTaBfEeHHs [OOKYMEHTIB, HanucaHux MOBOIO
PO3MITKM OaHuX, sk, Hanpuknag, HTML.

e KomnoHeHT — Component — aBTOHOMHa OAWHULSA KOAY 3 BiAMNOBIAHMM OWCKOBUM i MEpPEXEBUM
iHTepdencamn, aka B3aeMOogi€ 3 iHLIMMN KOMMOHEHTaMN.

e KoHTponep BignoBigHocTi — Verifier — niognHa 4m rpyna nogen, Wwo nepesipsaoTb JOA4ATOK Ha
BignoBigHicTb BuMoram ASVS OWASP.

e KoHTponb 6e3neku — Security Control — yHKUis 4n 1T cknagoBa 4YacTuHA, WO BUKOHYE
nepesipky 6e3nekun (Hanpuknaa, nepesipka KOHTPONIO AOCTyNy) abo BM3HAYae TEPMiIH OTPUMaHHS
3anuMTyBaHNX pe3ynbTaTiB y cuctemi 6eanekn (Hanpuknag, reHepadis 3anucie ayaury).

e KoHTponb poctyny — Access Control — 3acobu, wo obmexyoTe goctyn oo dannis, yHKLin
nocunaHb, URL-agpec i gaHux, ki 'pyHTYOTbCA Ha igeHTuikaTtopax kopucTysauis i / abo rpyn,
SIKUM BOHU Hanexarb.

o KoHdirypauia 6e3neknm — Security Configuration — guMHamiyHa KoHQirypauis gopatka, Lo
BNMBA€E Ha (PYHKUiIOHYBaHHSA KOHTposiB 6e3neku.

e Kpuntorpadiynum moaynb — Cryptographic Module — anapaTHe 3abe3neyeHHsi, NporpamHi
3acobu T1a / abo BOGygoBaHi nporpamu, WO BNPOBaLKYHOTb KpuntorpadivHi anroputmu Ta / abo
reHepyTb KpunTorpadidHi KItoui.

e MixcanToBe BMKOHaHHSA cueHapiiB, XSS — Cross-Site Scripting, XSS — BpasnueiCTb CUCTEMMU
Gesnekn, npuTamaHHa, SK npaBuno, Beb-gofaTkaMm, SKi A03BONAKTb BBEOEHHSA KNIEHTCbKUX
CKPVMTIB Y CBiil BMICT.

e MoBa po3miTku rineptekcToBuUX AokymeHTiB, HTML — HyperText Markup Language, HTML —
OCHOBHa MOBa PO3MITKM ANsi CTBOPEHHS BEDB-CTOPIHOK Ta iHLWOI iHhopMauii, Wwo BigobpaxaeTbca
y Beb-6paysepi.
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e MopenioBaHHA 3arpo3 — Threat Modeling — TexHika MOCTIMHOrO BAOCKOHANEHHSA apXxiTekTyp
0e3nekn 3 MeTol BM3HAYEHHS areHTiB 3arpo3, 30H 6e3neku, KOHTPOosiB 6e3nekn Ta BaXKIMBUX
TexHi4YHMX 3acobiB i BisHeC-akTuBIB.

e OuiHka BignoBigHOCTI 6e3nekn pgopatkiB — Application Security Verification — TexHiyHe
OLUiHIOBaHHSA goaaTkis 3rigHo 3 ASVS OWASP.

e OuiHka BignosigHocTi npoekty — Design Verification — TexHi4He OLiHIOBaHHA apXiTeKkTypwu
Gesnekn goaaTka.

e [lepeBipka BxigHMX aaHux — Input Validation — kaHOHiKani3auis Ta nepeBipka faHWX, BBEOEHUX
HEeHaiHUM KOPUCTyBa4yeM.

Mo3uTuBHa nepeBipka — Positive Validation — aue. 6inunin cnmMcok.

MonerweHun npotokon poctyny no aupekropin, LDAP — Lightweight Directory Access
Protocol, LDAP - npotokon pgopatka Aana 3abesnedyeHHs [ocTyny Ta o6CnyroByBaHHS
iHbopMaLinHUX CNyX6 po3noaineHnx y mepexi OUPEeKTOpIN.

e [lpoTtokon nepepavi rineprekctoBux AokymeHTiB, HTTP — HyperText Transfer Protocol,
HTTP — npoTokon gogatka Asns po3noineHnx, CyMiCHUX i rinepmMeainHux iHbopmaLinHUX cucTem,
SIKUA € OCHOBOI Nepefadi AaHuX Y BCECBITHIN NaByTUHI.

e Po3wunproBaHa moBa po3mitku, XML — XML — MoBa po3MiTku, sika BCTAHOBIIOE HU3KY NpaBun
AN KOAyBaHHS AOKYMEHTIB.

e CranpapTt FIPS 140-2 — FIPS 140-2 — cTtaHAapT, 9KMA MOXHa BMKOPUCTOBYBATU SK OCHOBY A514
OLiHIOBAHHSA Bi4MOBIAHOCTI NPOEKTY Ta BNPOBaMKeHHSA KpuntorpadivyHnx Mogynis.

e CrtatmyHa ouiHka BignosigHocTi — Static Verification — BMKOPUCTaAHHA aBTOMAaTU30BaHUX
IHCTPYMEHTIB, WO BUABMATL NpobnemMu y BUXIAHOMY KoAi AoAdaTka 3a AOMOMOroK CUrHaTtyp
BPa3fIMBOCTEN.

e TecTtyBaHHA NpUUHATHOCTI AnNA kKopuctyBada, TIK — User Acceptance Testing, UAT —
TpaguuinHO TecToBe cepedoBulle, WO Bignosigae poboyomy cepedoBully, B SKOMY
30iNCHIOETLCS TECTYBAHHSA NPOrpamMmHoro 3acoby 4o MOoro 3anycky.

e VYHicikoBaHun igeHTudikatop pecypciB, URI® - URI - niHilka cumBoOniB, LWO
BMKOPUCTOBYETHCH ANSA BU3HAYEHHS Ha3Bu abo Beb-pecypcy.

e YHichikoBaHun nokarop pecypciB, URL / dparmeHTn URL — URL / URL Fragments — niHinka
CUMBOIIB, LLIO YaCTO BUKOPUCTOBYETHLCS SIK MOCUMAHHA Ha pecypc.

LleHTp cepTudpikauii — Certificate Authority, CA — cy6’ekT, Wwo Bugae umdposi ceptudikaTi.
LinboBun o6’ekT ouiHkM BignoBigHocTi — Target of Verification, TOV — neBHWM OOAATOK,
OO0 SKOro 3AiMCHIOETLCA OLjiHIOBaAHHA BignosigHOCTI ©e3nekn 3rigHO 3 BuMoramm ASVS
OWASP.

e YopHun cnucok — Blacklist — nepenik 3abopoHeHnx gaHux abo onepauiv, Hanpuknag, nepenik
CUMBOIB, SKi HE MOXXHa BBOAUTMU.

e Lkianueum kop — Malicious Code — koA, BNpoBaJpKeHU Yy A04aTOK Mg Yac noro po3pobkun 6es
BijOMa BracHuKka pogaTtka B o0Oxig Aitoyoi nonituku 6e3neku (He nnytatyv 3i 3NOBMUCHUM
nporpaMmHnmMm 3acobom, sk, Hanpuknag, sBipyc abo xpobak).

87 URI (Uniform Resource Identifier) — yHicikoBaHuit ineHTudikaTop pecypcis.

CraHpgapT ouiHiOBaHHA BignosigHocTi 6e3nekn goaatkiB 3.0 OWASP 69



*)ownsp

e Lkianueun nporpamHumn 3acié — Malware — poboumnii Kog, WO BNPOBaAXYETbCA Y A0L4ATOK N
Yyac 1oro BMKOHaHHs1 6e3 Bijoma BfiacHWKa gogartka Ym agmiHictpartopa.

CraHpgapT ouiHiOBaHHA BignosigHocTi 6e3nekn goaatkiB 3.0 OWASP 70



*)ownsp

[loaaTok B. INocnnaHHaA

HacTtynHi npoektn OWASP 3 BenuKOK MNMOBIPHICTIO MOXYTb OyTW KOpPUCHUMK KOopucTyBadam /
BNpoBagXyBayaMm uboro CmaHoapmy:
e HacmaHoeu OWASP wo0do mecmyesaHHs
(https://www.owasp.org/index.php/OWASP_Testing_Project);
e HacmaHosu OWASP wodo aHarsizy Kooy
(http://www.owasp.org/index.php/Cateqgory:OWASP_Code Review Project);
o [lam’sasmku OWASP
(https://www.owasp.org/index.php/OWASP _Cheat Sheet Series);
e [IpoakmueHi koHmposi OWASP
(https://www.owasp.org/index.php/OWASP_Proactive Controls);
e Ton-10 OWASP
(https://www.owasp.org/index.php/Top 10 2013-Top_10);
e MobinbHuti mon-10 OWASP
(https://www.owasp.org/index.php/Projects/OWASP_Mobile Security Project -
Top _Ten Mobile Risks).

Okpim TOro, kopuctysadam / BnpoBagxyBayam Liboro CtaHaapTy 3 BENIMKOK WMOBIPHICTIO MOXYTb ByTu
KOPUCHMMW HACTYnMHi Beb-cantu:
e [lepernik po3nosctodxeHux crabkux cmopiH MITRE®®
(http://cwe.mitre.org/);
e Papa 3i ctangapTtiB 6e3nekn gaHux iHAQYCTpil NaTiKHUX KapTOK
(https://www.pcisecuritystandards.orqg):
o Bumoeu ma npouedypu ouiHrosaHHs 6e3neku 32i0Ho 3 PCI-DSS eepcii 3.0
(https://www.pcisecuritystandards.org/documents/PCI_DSS_v3.pdf).

8 MITRE (The MITRE Corporation) — amepukaHcbka opraHisauisi, Lo yNpaBmisie HU3KOK AOCIOHULBKMX LEHTPIB, SKi (DiHAaHCYOTLCS YpPSaoM.
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https://www.owasp.org/index.php/OWASP_Testing_Project
http://www.owasp.org/index.php/Category:OWASP_Code_Review_Project
https://www.owasp.org/index.php/OWASP_Cheat_Sheet_Series
https://www.owasp.org/index.php/OWASP_Proactive_Controls
https://www.owasp.org/index.php/Top_10_2013-Top_10
https://www.owasp.org/index.php/Projects/OWASP_Mobile_Security_Project_-_Top_Ten_Mobile_Risks
https://www.owasp.org/index.php/Projects/OWASP_Mobile_Security_Project_-_Top_Ten_Mobile_Risks
http://cwe.mitre.org/
https://www.pcisecuritystandards.org/
https://www.pcisecuritystandards.org/documents/PCI_DSS_v3.pdf
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Hopnatok . BcTaHoBnNeHHs BIANOBIAHOCTI cTaH4apTam

Bumorn 6.5 PCI-DSS rpyHTytoTbeca Ha Torn-10 OWASP 2004-2007 pp. i 4OOATKOBO OMUCYHOTb OCTaHHI
pO3LMPEHHS npoueciB. ASVS € po3lumpeHum ctpormm BapiaHtom Torn-10 OWASP 2013 p. (154 3 10
MyHKTIB). Taknm YMHOM, yCi nuTaHHs, aki oxonne Torn-10 OWASP i Bumorn 6.5.x PCl DSS, onucytoTbcs
B Oinbw pgeTanbHUX BMMOrax Ao KoHTponiB ASVS. Hanpuknag, «llopyweHa aBTeHTMdikauia Ta
ynpaBniHHA ceaHcamu» TOYHO Bignosigae Posginam OB2 «ABTeHTudikauis» Ta OB3 «YnpasniHHA

ceaHCaMn».

[MoBHa BIiAMOBIAHICTL AOCAraeTbCA 3a LOMOMOIOK NepeBipKU TPETbOro PiBHSA, Xo4va MepeBipKy ApYyroro
piBHA MOXHa npocnigkysaTtu o sumor 6.5 PCI DSS, okpim 6.5.3 Ta 6.5.4.

ASVS He oxonne NUTaHHS Woao NpoLecis, Sk, Hanpukniaga, sumory 6.5.6 PCI DSS.

PCI-DSS Bepcii 3.0

ASVS Bepcii 3.0

Onuc

6.5.1. MNMomunkn iH’ eKLin, 30Kkpema
BCTaBKM MOBW CTPYKTYPOBaHWX 3anuTiB.

5.11, 5.12, 5.13,

lMpsma BiANOBIQHICTb.

[opaTtkoBui po3rnag NoMUnok iH'ekuin B | 8.14 i 16.2.
OS-komaHaun, LDAP Tta XPath Touo.
6.5.2. lNepenoBHeHHA Bydepa. 5.1. Mpsima BiANOBIAHICTb.
6.5.3. Hes3axuweHe 3bepiraHHs | Becb Poagin | [NoBHa BignoBigHICTb 3 NEpLUOro piBHA i
KpuntorpadivyHnX gaHuX. OB7. BULLIE.

. N Becb Poagin | [NoBHa BignoBigHICTb 3 NEPLUOro PiBHA |
6.5.4. HesaxuweHi KomyHikauil. OB10. BULLE.

6.5.5. HenpaBunbHa 06pobka NnoMusok.

3.6,7.2,8.1i8.2.

Mpsima BiANOBIAHICTb.

6.5.7. MixcantoBe BUKOHaHHA

5.16, 5.20, 5.21,
5.24, 5.25, 5.26,

ASVS posginse XSS Ha [gekinbka
BUMOT, SIKi BUCBITIIIOOTb KOMMMEKCHICTb

(CSRF).

cueHapiis (XSS). 5.27, 11.4 Ta|3axucHMX MexaHiamiB XSS, 3okpema
11.15. Ans gogaTkiB nonepeaHix Bepcil.

6.5.8. HeHanexHun KOHTpOSib [OCTyny

(fk, Hanpuknag, Hebeane4dHi npsami

nocunaHHa Ha o6’ekTn, HeMOXNnuBICTb | Becb Posagin | lNoBHa BIiAMOBIQHICTL 3 NEPLUOro piBHA i

obmexuntn URL-gocTtyn, obxig katanora | OB4. BULLIE.

Ta HEMOXNMBICTb 0OMeXuTn [ocTtyn

KOpUCTyBayiB 40 (PYHKLUIN).

6.5.9. lNigpobka MiXXCanToBUX 3anuTiB 413 Mpsama BignosigHicTb. ASVS posrnsgae

3axucTt Big CSRF ak oguH i3 acnekTis
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KOHTPOJIKO AO0CTYny.

6.5.10. llopyweHa aBTeHTUIKaLia Ta
ynpaeniHHS ceaHcamu.

Pospinn OB2 Ta
OB3 uinkom.

[MoBHa BIANOBIAHICTL 3 NEPLUOro PiBHSA |
BULLIE.
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