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Maioria das aplicagoes Web com brechas de segurancga

Mais de 80 especialistas de 20 paises estiveram reunidos esta semana no Algarve
para identificar, coordenar e definir as prioridades no sentido de incrementar a
segurancga na internet.

Uma das conclusdes mais importantes desta reunido esta no facto dos especialistas
serem unanimes em considerar que a maioria das aplicagdes Web terem brechas
de seguranga pondo em risco pessoas e organizagdes e que tornar as aplicagdes
mais seguras é um desafio de grande complexidade que exige um esforgo
concertado da comunidade.

Jeff Williams, Chair da OWASP, salientou que “durante esta semana que passou
conseguimos produzir um impressionante numero de novas ideias o que vem
demonstrar a importancia crescente deste movimento, o qual vai, sem duvida
nenhuma, influenciar o desenvolvimento do software a nivel mundial nos dominios
da segurancga aplicacional”.

As principais conclusées do OWASP Summit incluem:

- Novos guias e ferramentas — A OWASP anunciou o langamento do LIVE CD 2008
que inclui, entre outras, novas ferramentas de teste e de analise estatistica, o
Enterprise Security APl (ESAPI v1.4), o AntiSamy, o Application Security Verification
Standard (ASVS) ou o guia para o Ruby on Rails and Classic ASP.

- Novos Outreach Programs — A OWASP alargou os seus esforgos através da
construcao de novos relacionamentos com os fornecedores de tecnologia,
framework providers e organismos de estandardizagdo. Além disso, a OWASP vai
pilotar programas de formagao e seminarios em varias universidades e em
conferéncias no mundo inteiro.

- Nova estrutura da comunidade global — A OWASP reconheceu a extraordinaria
colaboracédo da maioria dos membros da organizagao e vai procurar envolvé-los
mais através da criagao de novos comités. Cada um destes comités vai estar focado
numa fungéo especifica ou regido especifica a desenvolver a missdo da OWASP.

O relatério com o resultado final deste Summit sera apresentado e disponibilizado
brevemente no site da OWASP em www.owasp.org.

Para mais informagdes contacte: José Miguel Guerreiro — 911 026 608 ou 963 025
762 - jmguerreiro@generator.pt



