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About Us
Our Logo
This is an update of our existing logo. We retained the circular shield and the wasp illustration. The typeface 
has been updated to something more modern and in keeping with the style of the illustration/mark. 
The blue shield — which represents a global/worldwide reach — has been lightened in color so that the 
illustration is more visible. The shading style used in the shield/mark has been extended to the rest of the 
acronym, to tightly integrate all the pieces. The shading gives the logo a metallic appearance, which conveys 
strength and security. Several variations on the logo (including a 1-color version and a version for use 
against dark backgrounds) have been created.

By following these standards, you can help reinforce the OWASP brand, and make it easier for your 
audiences to quickly associate your materials with all the other beneficial work being done by OWASP.

Derivative Artwork
You do want to produce a body of work that all appears to have come from a common source. This is the 
very basis of a “brand”. Having a consistent literary and visual vocabulary allows people to quickly associate 
with you and your traits. Everything does not need to look the same, but it should look like it is part of the 
same family.

You should protect your core brand, (“OWASP”). While related materials and projects should be similar, 
they should not be mistaken for the original, nor vice versa. If you use the OWASP blue, then don’t use the 
same shapes. If you use the same shapes, choose a different color, (from the accent color palette). Include 
the OWASP logo in a document, but don’t alter it outside this book’s guidelines just to fit a single event, 
chapter or program.
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Recommended 
Signature Variations

Color	 Black & White / 1C

Open Web Application 
Security Project

Open Web Application 
Security Project

OWASP

OWASP

OWASP
Open Web Application 
Security Project

Logo with Slogan

Logo without Slogan

Reversed Logo
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Customized SignatureOpen Web Application 
Security Project

Open Web Application 
Security Project

OWASP

OWASP

OWASP
Open Web Application 
Security Project

Chapter Name

Open Web Application 
Security Project

Open Web Application 
Security Project

OWASP

OWASP

OWASP
Open Web Application 
Security Project

South Korea

Open Web Application 
Security Project

Open Web Application 
Security Project

OWASP

OWASP

OWASP
Open Web Application 
Security Project

United Kingdom

Space = height of capital letter  
in chapter name - “C”

Left aligned with O in OWASP, (very slightly indented, so that it 
appears visually aligned.)

Colors:
As a means of establishing the uniqueness of each chapter or project, 
they can choose a color from the recommended accent colors palette, 
and use that one color consistently in their materials.

Examples:
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Sizing and Spacing

Open Web Application 
Security Project

Open Web Application 
Security Project
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OWASP
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Open Web Application 
Security Project

Open Web Application 
Security Project

OWASP

OWASP

OWASP
Open Web Application 
Security Project

Minimum width of logo is 1.75” Maintain a margin around all sides 
of the logo, equal to the height 
of two capital letters from the full 
organization name.
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Colors

Complimentary Colors

Blue 
PMS 661 C
C 100  M 69  Y 0  K 9
R 0  G 84  B 158

Orange 
PMS 143 C
C 9  M 30  Y 100  K 0
R 232  G 138  B 73

Purple 
PMS 258 C
C 32  M 82  Y 0  K 0
R 176  G 81  B 159

Green 
PMS 367 C
C 53  M 5  Y 100  K 0
R 135  G 187  B 64

Dk Blue 
PMS 633 C
C 100  M 0  Y 0  K 38
R 0  G 121  B 167

Lt Blue 
PMS 298 C
C 66  M 0  Y 0  K 0
R 31  G 196  B 244

Olive 
PMS 5763 C
C 65  M 46  Y 78  K 0
R 114  G 127  B 91

Red 
PMS 7416 C
C 13  M 78  Y 82  K 0
R 216  G 93  B 51

Teal 
PMS 3285 C
C 100  M 0  Y 58  K 16
R 0  G 147  B 126

Black
C 0  M 0  Y 0  K 100
R 0  G 0  B 0

Imagery
Photos of actual wasps should be used sparingly. Wasps do not have a positive connotation for most people. 
And some people react instinctually and violently to bugs, especially large images of them. When wasp 
images are necessary, stick to more abstract illustrations of them, and reserve the photos of live wasps for 
instances where you’re purposely trying to be more “in your face”.

Be sure artwork is of a suitable quality for the medium in which it will be presented. Do not warp images 
beyond their normal proportions. Always use the best available version of an image. Make sure the resolution 
of an image is acceptable. At the final size in a document, image resolution should at a minimum be:

Websites/email: 72dpi 
Powerpoint documents: 150dpi 
Printer materials: 300dpi (or vector images)
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Typefaces
Display Typeface
House Gothic Text Light

Sample:

abcdefghijklm 
nopqrstuvwxyz 
1234567890 
!@#$%^&*

Bodytext Typeface
Joanna MT

Sample:

abcdefghijklm 
nopqrstuvwxyz 
1234567890 

!@#$%^&*

Alternate Typeface
Helvetica Light

Sample:

abcdefghijklm 
nopqrstuvwxyz 
1234567890 
!@#$%^&*

The above typefaces are the recommended choices when creating works for OWASP. But we understand that 
they may not always be available or suitable, for a variety of reasons. (Price, character set, ect.) In the event 
that you must choose alternative typefaces, please choose a face that is modern and clean-looking, but not 
so trendy as to become quickly dated. Simple, geometric shapes, with clean lines and an “open” shape will 
contribute to a modern look and high legibility.
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Samples - Bannerstands

OWASP is a worldwide 

free and open community 

focused on improving the 

security of application 

software by making 

application security visible.
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Samples - ID Package

Open Web Application 
Security Project

Open Web Application 
Security Project

OWASP

OWASP

OWASP
Open Web Application 
Security Project

123 Main Street, #423, Springfield, TR 82913, U.S.A.  |  202.555.1212 tel  |  www.owasp.org

Open Web Application 
Security Project

Open Web Application 
Security Project

OWASP

OWASP

OWASP
Open Web Application 
Security Project

123 Main Street, #423 
Springfield, TR 82913 
United States of America

Open Web Application 
Security Professionals

Open Web Application 
Security Professionals

Open Web Application 
Security Professionals

202.555.1212 tel
202.555.1111 fax
john.doe@owasp.org
www.owasp.org

123 Main Street, #423 
Springfield, TR 82913 
United States of America

Open Web Application 
Security Project

Open Web Application 
Security Project

OWASP

OWASP

OWASP
Open Web Application 
Security Project
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Samples - Postcard
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Samples - Flyer

Privacy policy About OWASP Disclaimers

This page was last modified on 1 April 2013, at 00:39.

This page has been accessed 9,410,379 times.

Content is available under a Creative Commons 3.0 License.

Disclaimer: Banner ads are not endorsements, and reflect the messages of the advertiser only. | More Information

Welcome to OWASP
the free and open software security community

2012
Project
Support
Initiative

ZAP
Proxy
Cheat
Sheets

Top
10
ESAPI
ASVS
SAMM

Development
Guide
AppSec
Tutorial
Series

Testing
Guide
ModSecurity
Ruleset

More...

About · Searching · Editing · New Article · OWASP Categories Statistics · Recent Changes

The Open Web Application Security Project (OWASP) is a 501(c)(3)
worldwide not-for-profit charitable organization focused on improving the
security of software. Our mission is to make software security visible,
so that individuals and organizations  worldwide can make informed
decisions about true software security risks.

Everyone is free to participate in OWASP and all of our materials are
available under a free and open software license. You'll find everything
about OWASP here on or linked from our wiki and current information on
our OWASP Blog . OWASP does not endorse or recommend
commercial products or services, allowing our community to remain
vendor neutral with the collective wisdom of the best minds in software
security worldwide. We ask that the community look out for
inappropriate  uses of the OWASP brand including use of our name,
logos, project names and other trademark issues.

There are thousands of active wiki users  around the globe who review
the changes to the site to help ensure quality. If you're new, you may
want to check out our getting started page. As a global group of
volunteers with over 36,000 participants, questions or comments should
be sent to one of our many mailing lists  or directed to the OWASP
Contact Us Form . 

Pick a OWASP Project  - Find Your Local OWASP Chapter

Hundreds of Hours of AppSec Videos

Global OWASP Events
Today Friday, July 26  Print Week Month Agenda

Events shown in time zone: GMT (no daylight saving)

 

 

 

 

 

 

 

 

 

BLACKHAT 2013

BLACKHAT 2013

BLACKHAT 2013

BLACKHAT 2013

BLACKHAT 2013

DEFCON

BLACKHAT 2013

DEFCON

BLACKHAT 2013

Sunday, July 28

Monday, July 29

Tuesday, July 30

Wednesday, July 31

Thursday, August 1

Friday, August 2

Saturday, August 3

News

OWASP News

2013 Board Elections
2013 WASPY Awards
2013 Summer Membership Drive
2012 Election of Officers - Results
2012 WASPY Award - Results
OWASP newsletters is a periodically
report on events, projects, people,
tools, updates Read Today...

Citations

Who Trusts OWASP?
Citations of National & International
Legislation, Standards, Guidelines,
Committees and Industry Codes of
Practice - Click Here

OCoC

How can OWASP help your org?
Government Bodies
Educational Institutions
Standards Groups
Trade Organizations
Certifying Bodies
Development Organizations

Security101

Ask a software security question -
open to all, especially beginners

Social
Media

OWASP Foundation Social Media

LinkedIn

Twitter

Google+

Facebook

NING

StackOverFlow

Blog

OWASP Blog
The OWASP blog has global
announcements - Click Here

Contact
Us

Got Questions?
Please submit your questions,
comments and requests and our
staff  will help Click Here

The official IRC Community Channel is
now live on http://irc.freenode.net
join #OWASP

Start a
Project

How to Start an OWASP Project

New Project

How to update an existing project

Existing Project

Upcoming
Events

Security Conferences, Training
Global, Regional and Local - Click
Here

Podcast

Security Podcast
Listen as interviews are conducted
with OWASP volunteers, industry
experts Click Here

Start a
Chapter

OWASP Chapters

Start/Locate a Local Chapter

Feed

OWASP Moderated AppSec News Feed

Drawn from hundreds of blogs and
news sources, this feed features high-
quality application security posts that
are educational, innovative, and useful.
Subscribe to the OWASP Feed

Click here for a brief description of our Corporate Members  

Click here for more information on our Membership packages  or 
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Supporters 

Click here for more information on our Membership packages  or  

 Go  Search

Log in / create account

Navigation

Home
About OWASP
AppSec Conferences
Chapters
Downloads
Mailing Lists
Membership
News
OWASP Books
OWASP Gear
OWASP Initiatives
OWASP Projects
Presentations
Press
Video
Volunteer With OWASP

Reference

Activities
Attacks
Code Snippets
Controls
Glossary
How To...
Java Project
.NET Project
Principles
Technologies
Threat Agents
Vulnerabilities

Language

English
Español

Toolbox

What links here
Related changes
Special pages
Printable version
Permanent link

 Annual local sponsorship of a local chapter or project by allocating 40%  
of your annual donation to your choice of up to two locations by percentage.  

 Host a local OWASP event/meeting to raise security awareness at your offices


