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http://posecco.eu

PoSecCo's vision is to establish and maintain a consistent, transparent, sustainable

and traceable link between high-level, business-driven security and compliance

requirements on one side and low-level technical configuration settings of individual 

services on the other side.



Zwei zentrale Fragen für Produkthersteller
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Wieviel Security braucht das Produkt?Wieviel Security braucht das Produkt?

Wie sicher ist das Produkt aktuell?Wie sicher ist das Produkt aktuell?



State of the Art: Security Lifecycle Management
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SAMM



Wie viel Security braucht das Produkt?
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Wie sicher ist das Produkt aktuell?
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1. Negative Natur von Sicherheitsanforderungen
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2. Abhängigkeit von Assets
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3. Eigener Lebenszyklus 
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Security als Aufgabe kooperativen Wissensmanagements
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Qualitativ hochwertiges Asset Management
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Nachverfolgbare Security Requirements
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Workflow-Unterstützung /1
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Workflow-Unterstützung /2
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Risikogetriebenes Vorgehen
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Hardware Versagen 

Diebstahl gehosteter vertraulicher Daten 

Denial of Service Attacke 

Geschäftsorientierte Sicht

Technische Sicht

Risikobewertungsprozess

Risikogetriebener Prozess (z.B.  Integration mit Asset-Modellierung, Testen,

Task-Priorisierung) 



Automation

22.04.2015 Slide 17

Prozess-Unterstützung

Risiko-Metriken

Überwachung von Security Requirements

Generieren von Requirements/Unterstützung
von Standards und Guidelines

Überwachen von Qualitätsregeln

Generieren von Assets



Datenvisualisierung
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QE LaB Methoden und Prototypen
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