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• Technical Computer Science

• HW/SW development

• Rational Software

• IBM• IBM
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Key decision factors
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• “It will solve all my security problems, right?”

• “I’m actually looking for training”

• Rationale / Type of problems to be solved

• Security appetite of the company• Security appetite of the company

• Mandate level in the organization

• Which departments does it cover ?
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• Cigital incorporated in 1992• Cigital incorporated in 1992

• Cigital’s Touchpoints

• Contributed to 8 large scale software 
security initiatives
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used to integrate security in the SDLC:

• Microsoft SDL

• OWASP’s CLASP
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BSIMM
•• Software security measuring stick based on real 

data

• 9 US companies including Adobe, The Depository 
Trust and Clearing Corporation (DTCC), EMC, 
Google, Microsoft, QUALCOMM, and Wells Fargo 
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Ground Rules

•• Warm up with some prepared questions

• Panelists should limit responses to 2

mins

• Audience participation!!!

•
•
• Comments/questions/flames 

welcomed!

• I’ll try to keep things orderly...
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